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interface ApiResponse<T = any>

success: boolean; //

data?: T; //

errorCode?: number; //

errorMessage?: string; //
}

mc EF

success boolean
data T (M4
errorCode number
errorMessage string

3.2 XA %I:I-

{

A48 08 (true: 83, false: &)
SY dole (8= Al)

Oled 2= (AIH Al

et BIAIRL (A TH Al)

us o
@) QP ME HE. true: ME, false: AI{
X 43 Al S dlo|H. Ef2 APIOICE CHE
X Al Al 02 ZE (4% o2 ZE EX)
X A Al ofl2] HIA[X] (2t=)

o O [ — |
3.2.1 L|O|E{7t A= B2
{
"success": true,
"data": {
"userId": 1,
"email": "user@example.com",
"name": "S&3"
}
}
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28 Aof A| CH321t 22 HAlo= SEELCH
{
"success": false,
"errorCode": 16000,
"errorMessage": "AIEXNE = #= glsLIG."
}
IS A
success oA false
errorCode = = (4353F *.:.I'EE)
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22 X3 API= 0| &2 X|5HH, PaginationRes TtES AFREHL|LCE,

interface PaginationRes<T> {
items: T[]; // 8 HOIXICS OtolE S5
total: number; // &M OFOI& =%
page: number; // 8 HOIX MS (128 AR
limit: number; // HOIXIE OtOI& =
totalPages: number; // &X HIOIXl =

SE oAl

"success": true,
"data": {
"items": [
{
"faqIld": 1,
"question": "OpenAPI AIE Y 22",

"answer":

}s

"faqId": 2,
"question": "SIAIAS HENH StLR?",
llanswer‘ll: n "

}

1
"total": 25,

"page": 1,
"limit": 10,
"totalPages": 3

Ho|¥ 2¥ mi2to|E:

=22 X3| APIE CH2 Query Parameters 2592 X[ gtL|C}:
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21001

A ELICE

500

21002

M| &b

<

TA
[Ho

ALt

o

<n

Ao

3

<
100

3

SK|AL

500

21003

403

21004

2HH (22xxx)

4.2.10 FAQ

=14

HIAIX]

HTTP

™

FAQ i3

404

22000

off 2o LIct.

500

22001

500

22002
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It

22003

500

HIAIX]

FAQ 2fH|0f| 2T S LTt

Q4.2.11 QnA & (23xxx)

it

23000

23001

23002

23003

23004

23005

HTTP

404

500

500

500

500

403

QnA AR of ZoiiSLICt.

QnA B SE0| Ao SLCt

QnAd| 2 #Hsto

£Q
o>
I
n

4.2.12 OpenAPI 2t (24xxx)

3c

24000

24001

24002

24003

24004

HTTP

404

500

500

500

500

HIAIX]

Open AP| £=780f| Ao{{&L|Ct.

Open API AtX|0f| AlTiHSLICE.

Open API 7|2t AZO| AT &LICE.

271162

d
2%

FAQ AIK| &Ij

QnA 813

QnA 84 Aj
QnA =8 AIj
QnA AH| &mj
QnA Bt AIj

QnAEZ2 HE

449
OpenAPI 7| gi2
OpenAP| 7| MM Ay
OpenAPI 7| £ Alnj
OpenAPI 7| AtH| Aloj
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-
5. 2% {F A9

51 3E JCE O

AARIOIM AHBSH= 38 ZE I ID
JEID a54%
sys_admin_roles Ze|xE g

sys_data_status

nx
ox

el A 2

—

=il

C|OfE{ /|2 &Ef

sys_work_type i Y A Y 27 (HIXl/+=S/AHEX)
faq_type FAQ /Y FAQ ==

faq_status FAQ AtE{ FAQ 37H/H|37H AEl

gna_type QnA 8¢ QnA &%

gna_status QnA AEl QnA EtH CH7|/2t=/H| S 7 AFEl
notice_type SXALE Fd XA 2R

5.2 Zt2|Xt et A

OE ID: sys_admin_roles
I D IcH
S-ADMIN Z[ ghe| Xt
ADMIN ra=I PN,
EDITOR Ol C| E
VIEWER Y
F3gn R

L
DE A HQ (YR AN Bl T
Zelx 9 ALRR e B
2elx Aot
x| M8 Ao
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o S-ADMINTt 22X} A|IH 22| API0f| M2 7tsEtL|C}.
« ADMIN, EDITOR, VIEWER= &t 22| 7|50f| 2 7ts8fL|Ct.

3 &Y

xtel 98 AE

o
LI

(3}

S ID: sys_work_type

=N ») IcH
SYS-BATCH HY K| =F
SYS-MANUAL 35 &Y
BY-USER INEEIN S o

5.4 7|E} A=

5.4.1 AF2X} EFQ)

ZF

HA
U User (AFHE X}
A Admin (22|XH

4.2 3C EJQ!

(S

25 L9 codeType TE

B
B Basic (7|2 ZE)

A Advanced (15 ZE)
S System (A|AR] ZE)

mx
od
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5.4.3 2 X|Ate EFS!

7

G General (2%t 3X])
s System (A|AH! SX])
E Event (O|HIE 3X])

5.4.4 Yes/No Ec{jO

A A FHMO|M AFESHE YN S2H 2

U o|oj
Y Yes (0, &) useyn:
N No (OfL| 2, H|Z ) delvyn:
e Eoja "

o useYn: AtE &

o delvn: AH 5

e publicYn: 3 o2

e pinnedyn: 17 &

o secretyn: H|SIH &

o answeredyn : EftH 2t ({&

e activeYn: %éif O:{_,_
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6. APl M| 114 - 215 API

ol

Base Path: /api/auth

6.1 AF2X} Q15 API

6.1.1 AF2X} 229l

215 API= AFEXRIRE EE|Xtel 210l 21012, EZ

HAS CobshL |}

O - O o

LH

7|2 "d
g2
APIH INE=IN =]
AIEHOIE /api/auth/user/login
HTTP HIME POST
oI5 =T Q (Public)
249 Off| Y at H|HHD 2 ALEXF 210!

Request Body

interface UserLoginReq {

email: string; // Ol Y (2=)
password: string; // BI2HS (E=)
b
ye Efe! S
email string O
password string @)

Response (843 Al)
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interface UserLoginRes {
token: string; // Access Token

refreshToken: string; // Refresh Token

user:
userId: number; // A& ID
name: string; // OIS
phone?: string; // B S (")
}s
¥
ye Ete! Mo
token string JWT Access Token (152 §1)
refreshToken string JWT Refresh Token (7% 98)
user.userlId number INE=ININE=N]p)
user.name string AEXL OIS
user.phone string AMEX Mot (U= ER)
ud 7tset ol
HTTP o2 A= a9
401 14001 2301 A1l (0|H|Y EE= H[ZHz S LX)
400 12001 o o =et
400 12021 O|H|Y A& 2F
403 20050 H| 2t Motz AHY
H| 2
o 201 MZ Al 2F2 token It refreshToken = CHFISHA| X ZtaH{OF SFL|C}.
o token = 0|2 2E 915 EQ API S= A| Authorization: Bearer {token} OflC{0f| ZE&fefL|Ct.

6.1.2 AI2X 27012

7|2 H4

rHL
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APIH
QHEEEEOIEE

[

HTTP HIME

re
ol

nx
g

Request Body

og

interface UserLogoutReq {

// 2 22 AUS (E2Z2=2 AIEL 4

Response (A2 Al)

interface UserLogoutRes {

success: boolean;

message: string;

success

message

401

401

401

500

LiE
AtEXF 2302
/api/auth/user/logout
POST
T (User)
AL X 23012 X2
| té )
// & true
// 202 42 HAIK
Eted a4
boolean S 2 (ZA true)
string "EJO0IRE|}EL|CE"
ol2{ 2= a4
14006 EZ 5
14003 EZ 0=
14004 FROHK| 42 ES
14002 20 M| = %
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6.1.3 AHE2X} E2 A

72 88
g LHE
APIH AHEX EZE A
AIEROIE /api/auth/user/refresh
HTTP HIME POST
olx 2L (Refresh Token ALE)
AMH Refresh Token2 2 MZ& Access Token 25

Request Body

interface UserRefreshTokenReq {

refreshToken: string; // Refresh Token (Z=)
}
1S Etel U EL
refreshToken string @) 2791 A| 82 Refresh Token
Response (432 Al)
interface UserRefreshTokenRes {
token: string; // MZ& Access Token
refreshToken: string; // MZ& Refresh Token
}
13 Efe) CL
token string M2 2ZE Access Token (158 3 1)
refreshToken string M2 2= E Refresh Token (7% £2)
oM Jtset o2
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HTTP o2 2= d
401 14003 Refresh Token Btz
401 14004 F25tX| 22 Refresh Token
400 12001 Refresh Token 2t

H|
 Access Token Btz A|(401 0[2{) O| APIE = &5t EES AAeiL|Ct,

« Mz 22 EZOZ 7|E EZS WA[SOF LCt.

2 88
a5 e

APIH 22| X 239l

AIEIZQIE /api/auth/admin/login

HTTP HIME POST

Q15 2L (Public)

a4 22|Xt D2t H|2Hs 2 22Xt 232l
Request Body

interface AdminLoginReq {
loginId: string; // ZelXt ID (=)

=T

password: string; // BIZ2HS (E=)
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»c Efl
loginId string
password string

Response (432 Al)

interface AdminLoginRes {

token: string; //
refreshToken: string; //
admin: {
adminId: number; // &
name: string; //
role: string; //
roleName: string; //
s
}
1S
token
refreshToken

admin.adminId

admin.name

admin.role

admin.roleName

HTTP o2 2=
401 14001
400 12001
403 20050
404 17000

string

string

string

Ha oy
) 2t2|XF 2391 ID
) HEHS

Access Token

Refresh Token

C (S-ADMIN, ADMIN, etc)
g (20 22Xk, 22X, etc)

Efel EE
JWT Access Token (152 /%)
JWT Refresh Token (78 /%)
number 22Xt 27 1D
string rai= PN =
A5t FC (5.2 A X)
string et otl=3
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6.2.2 22|X} 270}

>3]
(<]

72 "8

o
1

APIH

=2
[n

TQIE

HTTP HIAE

re
ol

nx
):]

Request Body

interface AdminLogo

// 28 =22 8S

Response (A2 Al)

interface AdminLogoutRes {

success: boolean;

message: string;

success

message
Ll TSt ollE

HTTP

401

LHg
ZE|Xp 230t2
/api/auth/admin/logout
POST
22 (Admin)
22| X} 23012 K2
utReq A
(E22=2 22k alg)
// & true
// 202 &3 HAIK
Eted 4
boolean HE 8 (24 true)
string "2 02 E[}SLICH"
oz 3= 49
14006 EZ 5&
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HTTP oz 2=

44
401 14003 EZ 0=
401 14004 FROMH| %2 EE
500 14002 EO0IR N2 = %
6.2.3 22| X E3 MM
2 ¥y
g e
APIH 2K EZ A
AICEEQIE /api/auth/admin/refresh
HTTP HIME POST
ol= EZQ (Refresh Token AtE)
a4 Refresh Token2Z MZ& Access Token 25
Request Body
interface AdminRefreshTokenReq {
refreshToken: string; // Refresh Token (Z %)
b
=13 et u4 EE
refreshToken string E301 Al 2k2 Refresh Token

Response (42 Al)

interface AdminRefreshTokenRes {
token: string;

refreshToken: string;

// MZ& Access Token
// NMZ& Refresh Token
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=13 Etel EL

token string MZ 22 = Access Token (152 3 1)

=
refreshToken string M2 2= E Refresh Token (7% £2)

HTTP ol2] A= 849
401 14003 Refresh Token Ttz
401 14004 FROIX| %42 Refresh Token
400 12001 Refresh Token 2t
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7. APl &M 14 - 25 API

A AR e 2ol B! 4 FE x9S ’MSELICE

0K

= API

rr

Base Path: /api/common

7.1 A|AE HE API

71182 X3
2 ¥y
OE e
APIH dA M3
AICEEQIE /api/common/health
HTTP HAME GET
oI5 =T Q (Public)
a4 MH AElf =l
Query Parameters
He
HA O
Response (432 Al)
interface CommonHealthRes {
status: 'ok' | 'error'; // MHB{ AEH
timestamp: string; // S A2 (ISO 8601)
uptime: number; // AB JEs A2 (X)
by
1 Et) EE
status string MHE AEH (ok : HA error: 2F)
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ye Efe! Aoy
timestamp string ARl AlZH (ISO 8601 &4l)
uptime number MH 7t A|ZH (X )

H|

o MH HEi ZLIEE S 2= BN DA K30 AFEELICE

7|2 ¥d
s g
APIE HM M2 X3
AIEEQIE /api/common/version
HTTP HIME GET
Q15 ELQ (Public)
a4 AARNHH Sl HE dH X3

Query Parameters

HS
HA O3
Response (432 Al)

interface CommonVersionRes {

version: string; // HE S
buildDate: string; /] 2E W
environment: string; // &3& (development, staging, production)
}
zc Eted 29
version string A AEEHA (0: "1.0.0")
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1S Efe! My
buildDate string e Y (1ISO 8601 &4Al)
environment string Aol =t A

H|

o SCIO|AUEI MH HE S

Query Parameters

HS
HA O3
Response (432 Al)

interface CommonJwtConfigRes {
accessTokenExpiresIn: string;
refreshTokenExpiresIn: string;

issuer: string;

o
ac

accessTokenExpiresIn

JWT 28 EE =9
/api/common/jwt-config
GET

=L Q (Public)

JWT EZ 23 83 E5 =39

// Access Token 2t& Al2f
// Refresh Token 2t& Al2t
/] EE2 &I}

Etel CL

string Access Token & 7|7t (o]: "15m")
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zc Eted 29
refreshTokenExpiresIn string Refresh Token f2 7|ZF (Wl: "7d")
issuer string EZ YAXt (ol "ITP-DABT")

H|

_l'l'i
o
re
Im
N
HM
riu
(0
>
m
o
0o
o
)
>
et
oo
kJ
et
4>
g0
o>
i
ful
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8. APl & M| 4

AMEXE APIE Lt ALEXHE 2

Base Path: /api/user

8.1 2|& 22| API

- A2 X} API

8.1.1 0|H|& S5 N3
7|2 "d
s

APIE O|HY &= M=

AEIQIE /api/user/email/check

HTTP HIME POST

oI5 =L2 (Public)

L s|2i7kel M oMY F of Sto
Request Body

interface UserCheckEmailReq {

email: string; // &elg Ol0E (E=)
}
1S Efe! s L
email string O stolgth o) =4

Response (843 Al)
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interface UserCheckEmailRes {

isAvailable: boolean; // AIE JIs OE

}
»e Efe) L
isAvailable boolean true . *f% 7|‘%, false : O|D| *f% =

@4 7Hs ol

HTTP olg] 2=

400 12021 O|H|Y & 2F

400 12001 O|H|Y L &2t
8.1.2 2|71l
712 34

g5 Li&

APIH 2| A7

AICTOIE /api/user/register

HTTP HIME POST

Q15 22 Q (Public)

g MEZ2 AMEXHAY MY

Request Body

interface UserRegisterReq {

email: string; // Ol Y (E=)
password: string; // BIE2HS (E=)
name: string; // 0l (=)
affiliation?: string; // &% (&)

b
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= etel  m4 EL HlofALEt
email string @) O|HY F=A& O|HY HAl Rt
password string O HZHS 8~Xt, 2+ AH+EFEXL
name string O AFEX}O|E 2~50Xt
affiliation string X S FLTCIPN, Z[CH 100K}
Response (42 Al)

interface UserRegisterRes {

userId: number; /] MAEE ASX ID

email: string; // Ol g

name: string; // Ol&

affiliation?: string; // &%
}

ne Ef) CL
userId number MME AIZXI IR ID
email string SEE olH Y
name string A2} O|E
affiliation string e (O:IE—:!_E’J 75'-?—)
2l ISt oll2
HTTP o2 2 E M

409 12020 o|o] A ¢! o|H|
400 12021 OlH|Y YA 2F
400 16004 HIZHS I 2 ofet
400 12001 Rl I=

o SR 27 T XS ZOQE[X] YSLICE B2 2101 APIE 2 =3M{0F gLCt.

[o]
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-_—

3Oz

e

)11

8.

71

rh

08k
J

APIH

=2
[n

TQIE

HTTP HIAME

re
ol

nx
):]

Response (432 Al)

=3

interface UserProfileRes {

userId: number;
email: string;

name: string;

//
//
//

affiliation?: string; //

createdAt: string;

}
uc
userlId
email
name
affiliation
createdAt

Ll Jtset o2

HTTP

401

//

14000

MEXIZZE X3

/api/user/profile

2 o
e -
—
lw)

o 2 =
© J o

o

J

I

olzi =

number

string

string

string

string

Al (ISO 8601)

E}ol M

od

MEX 1K ID
O|HIY =4
ALEXt O|F
A% 7|22 At

Tt A

ro
ol
i1z}
FO
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HTTP o2 2=
404 16000 ALEXIE &2 + U3
ol A
814024 =X
7|2 ¥
a2 e
APIH AR Z2H +H
AICEOIE /api/user/profile
HTTP HIME PUT
oI5 TR (User)
EE 2a0I8t AR Ate) ZRY BE 47
Request Body
interface UserProfileUpdateReq {
name: string; // 0l (E=)
affiliation?: string; // &% (HE)
¥
ye Ete) N um
name string O MZ2Z 0|
affiliation string X ME2 A%

Response (42 Al)

"success": true
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HTTP olg] 2= g9
401 14000 AZEHR
404 16000 MEXE HE + Bl
400 12001 T g &
H|1
o OHE2 =HE = ASLICH
8.1.5 H|HHS HY
712 ¥d
= g
APIH AMEX HIEH HE
AIEHQIE /api/user/password
HTTP HIAME PUT
oI5 T (User)
49 ZQlst ArEAS H|ZH HE
Request Body
interface UserPasswordChangeReq {
currentPassword: string; // &M HIZE8S (E=)
newPassword: string; // M HBIEHS (E=)
}
me el m4 104 HIkArEt
currentPassword string (0] oxf H|2Hz -
newPassword string O ME2 HEHz 8~A, SE+xXH+E

Response (& Al)
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"success": true

HTTP o2 2=
401 14000
400 20051
400 16004
400 12001

H|1

HTTP HME

re
Ol

[}
1):]

Query Parameters

ol

—

2

ol
me

G| 27} SHIEX]|

M HIZEHZ I L

40

| A I L
=T =2 T

FAQ 22 Z3] (AI2Xt8)
/api/user/faq/list

GET

=% Q (Public)

FAQ =5 Z=2| (I|0|E X|&)
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ms et PN ®
page number X H|O|X| H

limit number X HO| XY &= =
faqType string X FAQ 93 ZE

search string X AMo] (R Z2/EH L&)

Response (42 Al)

interface UserFaglListRes extends PaginationRes<UserFaqItem> {
items: UserFaqltem[];
total: number;
page: number;
limit: number;

totalPages: number;

interface UserFaqItem {

faqId: number; // FAQ ID
faqType: string; // FAQ &
question: string; /B2
answer: string; // &
hitCnt: number; /] X3l
sortOrder: number; // g &=A
¥
H|

o HZH FAQ= Z=2|&[X| g45LICE

e sortorder 7t X245 A2[0f| HA|EILICE

8.2.2 FAQ )| =3

I 88

0%
i

L

APIH FAQ &M Z2| (AFHEXHE)
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= e

AICHOIE /api/user/faq/:faqld

HTTP HAME GET

AS £ZQ (Public)

Ay EX FAQQ MM HE x| (=25 B7)
URL Parameters

213 Etel T4

faqld number O FAQ ID
Response (A2 Al)

interface UserFagDetailRes {

faq: UserFaqItem; // FAQ &2

}

ud Jtset ol
HTTP o2 3= 44

404 22000 FAQE &2 =+ 83
H|

o Z3| Al hitent 7H1 B7FLICE
8.2.3 FAQ = 2}HE X3
2 88

s= e
APIH FAQ =2 2lHE X3
AICEOIE /api/user/faq/home
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as LH&
HTTP HIAE GET
Q15 24 Q (Public)
g = oo EAIE =2 FAQ 22 Z3 (X 107H)

Response (432 Al)

interface UserFagHomeRes {
fags: UserFaqItem[]; // FAQ =5 (&I 1094)

H|

s Y2 =M

=
o H[O[F glo] 1

0% rlo
il
=
4>
r_l-
rc
riot
LI
-
—ITI— ==

8.3.1 QnA =& X3

2 88
a2 e
APIH QnA 22 X3| (AIEX8)
AIEHQIE /api/user/qna/list
HTTP HIME GET
oI5 MEHH (Public + Optional User)
49 QnA =& 3| (2192 Al Li HIS7H 2 22t

Query Parameters
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gc Eted g 44 7123
page number X H|O|X| H 1
limit number X HO|X|S &= & 10
gnaType string X QnA 9 ZE -
search string X AMO| (H=/LHE) -
sort string X S| ( createdAt-desc , hit-desc) createdAt-desc
mineOnly boolean X L} 29|0F X3 false

Response (A2 Al)

interface UserQnalistRes extends PaginationRes<UserQnalListItem> {
items: UserQnalListItem[];
total: number;
page: number;
limit: number;

totalPages: number;

interface UserQnalListItem {

gnald: number; // QnA ID

gnaType: string; // QnA 7

title: string; // M=

secretYn: string; // BIESM S (Y/N)

writerName: string; // &&XY

answeredYn: string; // %Y &g 2 (Y/N)

createdAt: string; // A LA
hitCnt?: number; /] Z35l%=
isMine?: boolean; // W2 W8 (2212 Al)
¥
H|

o HIZOQIAl: 371 ST =3
o ZOQIA: B 2 + W HIS = =5
3

e isMine TE= 2790l Alofj2t TBHEIL|CEH
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8.3.2 QnA AN 3]

712 ¥
2= g
APIE QnA M| 23] (AHEXHE)
ACHOIE /api/user/gna/:qnald
HTTP HIAME GET
o1 MEHX (Public + Optional User)
29 EE QnASl 8M FE 9| (HHH X))

URL Parameters

zc =

1]
1>

gnald number @] QnAID
Response (432 Al)

interface UserQnaDetailRes {

gna: UserQnaDetailItem; // QnA &&

interface UserQnaDetailltem {
gnald: number;
gnaType: string;
title: string;

Ao
o
0

content: string; // &
secretYn: string;
writerName: string;

answeredYn: string;

answerContent?: string; // ©H U=
createdAt: string;

answeredAt?: string; // EHELA
hitCnt?: number;

isMine?: boolean; // W2 R
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HTTP oz 2= MY
404 23000 QnAE X2 £ QIS
403 23005 HZ7H 2 82 Het S

8.3.3QnA SE

712 ¥d
s LHE
APIH QnA SE (AHEXH8)
AIEHEOIE /api/user/gna
HTTP KA E POST
Q15 4R (User)
a4 ME2 QnA S5

Request Body

interface UserQnaCreateReq {

gnaType: string; // QnA S (E=)

title: string; /M= (E=)

content: string; /] HE (E=)

secretYn?: string; // BIZH 2 (JI&gt: 'N")

writerName?: string; // &4&XY (&, 2 AIEX 08 AIS)

}
ue et w4 e HletAret
gnaType string O QnA ¥ T E Z2E JC XX
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zc Eted =+
title string @)
content string O
secretYn string X
writerName string X
Response (H& A|)
interface UserQnaCreateRes {
gnald: number; // MAE QnA ID
}
zc Eted
gnald number
WM Jtset ol
HTTP o2 2=
401 14000
400 12001
500 23001
3.4 QnA AH|
2 ¥R
g
APIH
AICHOIE
HTTP HIAE

oy H|2FAfet
pS(E= Z|CH 200Kt
HELUE %|CH 2000X}

|E7I-

HIZH 05 (v /)

L— HA
Xt X £|CH 50Kt
ad
MMEI QnA 2R ID
Ad

S ER
T ge FE
QnA MM ATj

Lj2

QnA & H| (AFEXHE)
/api/user/gna/:qgnald

DELETE
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0lo
-
-

o

2]

2

o

Ll
or
100

Klo

ol

Bo

URL Parameters

14

<+

Eted

u|

QnAID

el

number

gnald

Response (432 Al)

. true

"success"

et oilz

ks

E{]
ol

k

g0

o2 2=

HTTP

Klo
ol

14000

401

old

3
<+
ol
RK
mjn

23000

404

=
o

Al 7t

F

23005

403

QnA AFH| Aoj

23003
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LHE
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0%k

=
=

=2
n

zol

Im

HTTP HIME

re
ol

nx
08

Response (832 Al)

/api/user/gna/home
GET
MEHX (Public + Optional User)

Z otHO| EAIE 2|4 QnA =5 X2 (X(CH 107H)

interface UserQnaHomeRes {

gnas: UserQnaltem[];

H|1

// QA S =

ZICH 1001,

SIH28H)

o A &0= 2[Ch 1071 HrHELICE.

o H|Z7Y

APIH

=
In

FQIE

HTTP HIAE

re
Ol

nx
08

=2 HMelE UL},

= X9
L&
2RI 22 X3 (ARXIR)
/api/user/notice
GET
219 (Public)
SKAY S5 29| (2F X[ 24 HA)
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Query Parameters

1S
page

limit
noticeType

publicOnly

includeExpired

Et g
number X
number X
string X
boolean X
boolean X

1

true

false

Response (42 Al)

interface UserNoticelistRes extends PaginationRes<UserNoticelListItem> {
items: UserNoticelListItem[];
total: number;
page: number;
limit: number;

totalPages: number;

interface UserNoticelListItem {

noticeId: number; // Sl ID
title: string; // M=
noticeType: 'G' | 'S' | 'E'; // &KX S|E
pinnedyn: 'Y' | 'N'; // D8 =R
startDt?: string; // HAL AlEL
endDt?: string; /] HA S
postedAt: string; /] HAILA

}

2X| 84 (noticeType)
A y

G General (28 3X|)

S System (A|AH! ZX|)

E Event (O|HE ZX[)
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H|1

o 1M ZX[( pinnedyn: 'y )7} Z|AEHO| EA|EILICE
o AIAl 7|2t startdt ~ endt )O| AHEl AR 7|ZF L 2X|2F HEA|E/L|CE,

8.4.2 SX|AlS AN X2

7|2 ¥y
s g
APIH SXIAFE MM Z2| (AHEXHE)
AEIQIE /api/user/notice/:noticeld
HTTP HIAE GET
oI5 EILQ (Public)
a4 EX™ SXAFLS| 4N HE =3
URL Parameters
uc Ef2l s
noticeld number O

Response (43 Al)
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interface UserNoticeDetailRes {

notice: UserNoticeItem; // =X 2

interface UserNoticeItem {

noticeld: number;
title: string;
content: string;
noticeType: 'G' | 'S’
pinnedYn: 'Y' | 'N';
startDt?: string;
endDt?: string;

postedAt: string;

404

403

APIH

olE

e —

=
[n
K

HTTP HME

re
Ol

[}
1):]

Response (432 Al)

21000

21004

// X WS (HTML Jts)

| 'E';

olzg{ 2=

OH
>
>
oot
1|0
Pl
1[0

£
ojo

==
Okl
=
Okl
A
12l
ru
N
I

XA Z G T3
/api/user/notice/home
GET

=ZQ (Public)

=
Z Si0i0) EAIZ 3R ZAA 22

Z 3| (Z|ch 57H)
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interface UserNoticeHomeRes {

notices: UserNoticeItem[]; // =X =5 (=W 5IH)

8.5 OpenAPI 7| 22| API

8.5.1 OpenAPI 7| =5 X2

2 88
a5 LiE
APIH OpenAPI 7| 28 X2| (AHXIE)
AIEEQIE /api/user/openapi/keys
HTTP HME GET
Q15 4R (User)
49 Z Q1% A8 XS] OpenAPI QIB7| 8 =3

Response (42 Al)
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interface UserOpenApilListRes {

authKeys: UserOpenApiKeyItem[]; // 2/ &7

interface UserOpenApiKeyItem {

keyId: number;
authKey: string;
activeYn: string;
startDt?: string;
endDt?: string;
keyName: string;

keyDesc: string;

keyRejectReason?: string; // Btdd A

activeAt?: string;

//
//
/!
//
//
//
//

//

latestAccAt?: string; //

createdAt: string;

updatedAt?: string;

activeYn Al 2t

401

ol
o
il

-
0

rx
il
oin

7l 1D

oISl (OrAF
2o dE (Y
[S AIEY
Fa &2¢
API 0

10

L (AFE 71s)

o>
ro
=
N
o

L=
— =/

ol2] 2=

14000

8.5.2 OpenAPI 7| &N 3|

712 34
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og

=
APIH
ACHOIE

HTTP HIME

re
ol

nx
od

URL Parameters
uc

keyId

Response (A2 Al)

LHig
OpenAPI 7| &M Z=2| (AHEXIE)
/api/user/openapi/keys/:keyId
GET

Z (User)

E7% OpenAPI Q157|2| &M HE =39

Etel u

number O

interface UserOpenApiDetailRes {

authKey: UserOpenApiKeyItem;

HTTP
401 14000
404 24000
403 14005

8.5.3 OpenAPI 7| &43&

2 88

o8t
J

APIH

/] 253 EE

ol2] Z= 2%

ol

—

ol

=g

OpenAPI 7|2 &2 £ I3

2019 7|2t =3 7ts
g
L&

OpenAP| 7| 22 MA
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HTTP HIME

Request Body

interface UserOpenApiCreateReq {

keyName: string; // API Ol
keyDesc: string; // API A
startDt?: string; // ®&
endDt?: string; // 7=

1S
keyName
keyDesc

startDt

endDt

Response (432 Al)

interface UserOpenApiCreateRes {
// Hd&E I ID

// EdE

keyId: number;
authKey: string;

/api/user/openapi/keys

POST

ZQ (User)

MZ& OpenAPI 2157| Ha AN (2|} &2 EHR)

string
string
string

string

Eie
number

string

b

ol
=
Jll
=
ol

)
)
)
b H|2fAft
AP| 0|2 Z|CH 120K}
API A2 S5 Z|CH 600K}

Al
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HTTP o2 2=
401 14000
400 12001
500 24001
H|2
o 7| 25 ME = HE|xt solo] AL
o XX EF A

8.5.4 OpenAPI 7| &t

ro
Ol

1z}
kO

e
1

1=}

-

—
T

OpenAPI 7|

=13
=

A A

2 88
a5 Li&
APIH OpenAPI| 7| AtH|
AIEEQIE /api/user/openapi/keys/:keyId
HTTP HIME DELETE
Q15 4R (User)
a4 H9019] OpenAPI Q15 7| AtH|
URL Parameters
gc Eted g+
keyId number @) Al

Response (A2 Al)

"success": true
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HTTP o2 2= 4%

401 14000 I EHe

404 24000 OpenAPI 7|E &= + 8IZ

403 14005 =219 7|2k AH| 7ts

500 24003 OpenAPI 7| AN Ao
H|2

o MHE 7= =7 & SlsLoh
8.5.5 OpenAPI 7| 7|2t A%t
12 88

a8 LHg

APIH OpenAPI 7| 7|2t S1%

AICEHQIE /api/user/openapi/keys/ :keyId/extend

HTTP HIME POST

oI5 U (User)

a4 =219 OpenAPI QI57| f= 7(ZF A& AN
URL Parameters

gc Eted g2

keyId number O A&t 7] ID
Request Body

interface UserOpenApiExtendReq {

startDt?: string; // MZ2 AIEY (HdE)
endDt?: string; /] M22 Z22 (d)
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1S Etel us CL:
startDt string X MER2 F2 AIZY (ISO 8601)
endDt string X MEE 87 =Y (1ISO 8601)
Response (432 Al)
interface UserOpenApiExtendRes {
startDt?: string; // A&E A&
endDt?: string; // AEE Sz
}
wd Jtset ol
HTTP o3 2= 4%
401 14000 eIEEHR
404 24000 OpenAPI 7| E &2 £ QU3
403 14005 =0lo| 7|2t HE Tts
500 24004 OpenAPI 7| 17 AlTj
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9. API M| 14 - Et2|X} API

ZE|XF APIE A[AE] 22[XHE 2ot 2HE| 7SS MS LI,

Base Path: /api/admin

o Admin: 28t 2t2|Xt #8t (ADMIN, EDITOR, VIEWER 25 &2 7Hs)
o S-Admin: Z|11 Zt2|X} H3t (S-ADMINTH B2 7tHs, 2GR AE 2t2])

2 88
g2 e
APIH SE|Xf Z2E X3
ACHQIE /api/admin/profile
HTTP HIME GET
Q15 IR (Admin)
49 Z2OQleh HE|Xtel Z=E FH X3

Response (432 Al)
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interface AdminProfileRes {

adminId: number; // 22l X ID
loginId: string; // 27192l 1D
name: string; // Ol&
role: string; // 9g 2=
roleName?: string; // S 018
affiliation?: string; // &5
createdAt: string; // A LA
}
ye Etl
adminId number 22| X 08 ID
loginId string 2721ID
name string PJE|X|' 0|
role string
roleName string Aot ot=4
affiliation string e
createdAt string AE 4N
o Jtset ol
HTTP o2 2=
401 14000 s HE
404 17000 =N,
i ol A
9.1.2 @2|x} 24 2~
7|2 ¥
St
o=
APIH X T2 2
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st e
AICHOIE /api/admin/profile
HTTP HME PUT
o= Z L (Admin)
Mo 201 B2t 2L ME 4
Request Body
interface AdminProfileUpdateReq {
name: string; // 0l (=)
affiliation?: string; // &% (&)
¥
ue Efe! "4 um B
name string O MZ2& 0| 2~50X}
affiliation string X MER Az Z|CH 100K}
Response (432 Al)
{
"success": true
}
ud 7Hset ol
HTTP oz 2= 4%
401 14000 E EHR
404 17000 ZHE[XE A2 + US
400 12001 T ZE F2t
H|Z
o 20/ D2t FY2 =-Y = glISLICH
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9.1.3 2|X} H|YHS HA

712 8=

g
i

APIH

=
In

QIE

HTTP HIAE

re
ol

nx
]

Request Body

ZHE|X} B2 S HE

/api/admin/password

PUT

4 (Admin)

=7

interface AdminPasswordChangeReq {

currentPassword: string;

newPassword: string; // M H
}

"c el =
currentPassword string @)
newPassword string 0]

Response (A2 Al)
{
"success": true
}
ol Tttt ollE
HTTP ol 2=
401 14000
400 20051

Ik

—
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HTTP

400

400

500

ol 2=
16004 M HZHS I} LR ofgt
12001 L gE 55
17005 HIZHS HE A

9.2 FAQ Z2| API

HE|XtE FAQ 2HIAE dd, 3, AHE = ASLIC

9.2.1 FAQ 2§ X9

712 8=

ot
I

APIH

A= HQIE

HTTP HIME

re
Ol

nx
0d

Query Parameters

b o
mc

page
limit
faqType

search

FAQ 22 Z3| (Z2|X8)
/api/admin/faq

GET

ZQ (Admin)

FAQ =& Z3| (H|gd ¢

et "4 um
number X H|O|X| HH

number X H|O| K| &t &= 4
string X FAQ & ZH
string X MO (22 LHE)
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ye Ete) Y4 u
useyn string X A8 2 EE (Y/N)

Response (432 Al)

interface AdminFaglListRes extends PaginationRes<AdminFaqlListItem> {
items: AdminFaqglListItem[];
total: number;
page: number;
limit: number;

totalPages: number;

interface AdminFaqlListItem {
faqIld: number;
faqType: string;
question: string;
hitCnt: number;
sortOrder: number;
useYn: string; /] AHE 2

createdAt: string;

HTTP olzi 2=
401 14000 oI5 EHe
403 14005 2e|Xt Het He
9.2.2 FAQ M| =9
12 ¥
&5 Lhg
APIH FAQ &AM =2| (22|X}tE)
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s
ACHOIE
HTTP HAME GET
ol= 2R (Admin)
a4

URL Parameters

faqld number

Response (A2 Al)

interface AdminFagDetailRes {

faq: AdminFaqItem; // FAQ &AM &EE

interface AdminFaqItem {
faqld: number;
faqType: string;
question: string;
answer: string;
hitCnt: number;
sortOrder: number;
useYn: string;
createdAt: string;
updatedAt?: string;
createdBy?: string;
updatedBy?: string;

olzi 2=
401 14000

403 14005

ol EjQ!

/api/admin/faq/:faqld

E FAQQ| MA| ME =3 (g2 2 Zg)

I A
=T
O FAQ ID
EL
o L
Za|xt Hot TR
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HTTP

404

9.2.3 FAQ MM

712 8=

ogt
i

APIH

=
In

ZOIE

HTTP HIME

re
ol

nx
08

Request Body

22000

interface AdminFaqCreateReq {

faqType: string;
question: string;

answer: string;

sortOrder?: number; //

useYn?: string;

uc
faqType
question
answer

sortOrder

useyYn

//
//
//

o 10 Y
A o

=
Ol ne

//

string

string

string

number

string

ol2] 2
FAQE &2 =+
FAQ ‘44 (22|XE)
/api/admin/faq
POST
QR (Admin)
MZ2 FAQ ¥ M
=& (2=)
(24)
(@)
=N (=)
HE (Il=8t: 'Y")
g4 A
0 FAQ R 2=
0 2
O Eul
X SERY
X A8 HE (Y/N)

771162
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Response (A2 Al)

interface AdminFaqgCreateRes {

faqld: number;

// A& FAQ ID

HTTP olg] 2= A
401 14000 T EHQ
403 14005 Ze|xp Mot EHe
400 12001 T g £E
500 22001 FAQ 44 Almj
9.2.4 FAQ &3
7|2 ¥d
a5 Li&
APIH FAQ =3 (H2|XHE)
AEZQIE /api/admin/faq/:faqld
HTTP HME PUT
Q15 4 (Admin)
49 FAQ B X
URL Parameters
gc Et R 49
faqld number o) +=HS FAQID

Request Body
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interface AdminFaqUpdateReq {
faqType?: string;
question?: string;
answer?: string;
sortOrder?: number;

useYn?: string;

}
uc EfQ!
faqType string
question string
answer string
sortOrder number
useYn string
Response (A2 Al)
{
"success": true
}
Y Jtset ol
HTTP oz 3=
401 14000
403 14005
404 22000
500 22002

9.2.5 FAQ AHH|

2 88

e 4
X MZ2 FAQ 98
X ME2 22
X M22 HH
X M22 Z8 &AM
X =R E
49
5 He
| Xt Mot 2R
FAQE %2 == 83
FAQ =73 A
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og

=
=

APIH

=
In

TOIE

HTTP HIME

re
ol

nx
od

URL Parameters
ol =

faqld

Response (A2 Al)

{
"success": true

}

ad Jtset ol
HTTP

401

403

404

500
9.2.6 FAQ &
2 88

number

14000

14005

22000

22003

Eted

ol 3=

LHE

FAQ &K (22|X8)
/api/admin/faq/:faqld
DELETE
ZQ (Admin)
E3 FAQ 2|

g4

O 28| FAQ ID
2%

A5 ER

22| Aot ER

FAQE &= + 82

FAQ AA| &f
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og
i

M
2

AtH|E FAQ ID HHE

APIH FAQ 2 & AN (22| XtHE)

AIEHOIE /api/admin/faq/delete

HTTP HIME POST

o1 TR (Admin)

a9 {21 FAQE o Hoj| Ar|
Request Body

interface AdminFaglListDeleteReq {

faqIds: number[]; // AHE FAQ ID S5 (Z=)
¥
s Efe! HE

faqlds number[ ] O
Response (43 Al)

{

"success": true

}

ud 7tset ol
HTTP olz{ 2=

401 14000 IEEHR

403 14005 22X Mot He

400 12001 faglds ZE =&t

500 22003 FAQ Afx| Almf
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9.3 QnA 2| API

e

—

9.3.1 QnA £ & X3

I 88

o
i

APIH

ACTOIE

HTTP HIAE

re
ol

nx
):]

Query Parameters

|Xt= AFEXL 22|0f| EHHEEE QnAS

ye By @
page number X
limit number X
search string X
status string X
sort string X

Response (432 Al)

L&
QnA 22 X3 (B2|XI)
/api/admin/qgna
GET
UL (Admin)
QnA & 3| (EE 2 =2 7I5)
= A 7123k
H[O[X| H= 1
HO|X|E &= & 10
AMo| (H=/LHE) -
S MEH (v 2R, N CHY)) -
PSE= createdAt-desc
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interface AdminQnalListRes extends PaginationRes<AdminQnalListItem> {

items: AdminQnalListItem[];
total: number;

page: number;

limit: number;

totalPages: number;

interface AdminQnalListItem {
gnald: number;
userId: number; //
gnaType: string;
title: string;
secretYn: string;

writerName: string;

answeredYn: string; // &

createdAt: string;

answeredAt?: string; // €H9
hitCnt?: number;
}
ahd Jtset ol
HTTP
401 14000
403 14005

9.3.2 QnA AN X3

HTTP KA E

X AEX ID

ol2] 2=

GET

nx
ox

ro
ol
e
kO

22|% Aot We

L

QnA A M| 3| (Z2|XH)

/api/admin/gna/:qnald
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0%

= LI

Q15 4 (Admin)
A4 E3 QnAL| MA| ME x=3| (EH Zgh

URL Parameters

ol = Ejel

3]
1

gnald number O QnAID

Response (432 Al)

interface AdminQnaDetailRes {

gna: AdminQnaDetailItem;

interface AdminQnaDetailltem {
gnald: number;
userId: number;
gnaType: string;
title: string;
content: string;
secretYn: string;
writerName: string;
answeredYn: string;
answerContent?: string;
createdAt: string;
answeredAt?: string;
answeredBy?: number; // ©HXt ID
updatedAt?: string;
deletedAt?: string;
createdBy?: string;
updatedBy?: string;
deletedBy?: string;

hitCnt?: number;
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HTTP
401
403

404

APIH

=
In

QIE

HTTP HIAE

re
Ol

nx
]

URL Parameters
n[EE

gnald

Request Body

o2 2=
14000 lE EHe
14005 Ze|Xt Hot 2He
23000 QnAE &2 =
=
=
LH
QnA B S5 (Z2|XH8)
/api/admin/gna/:gnald/answer
POST
ZQ (Admin)
ALEXL Zololl BH S5
Efel g
number @]

interface AdminQnaAnswerReq {

answer: string;

answeredBy?: string;

e
In

answer

answeredBy

/€Y UE (E=)
El

// B (&EH)

Efe) g CC
string O B LE
string X =N =
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Response (A2 Al)

"success": true

401

403

404

400

500

L]
I
&
oln

9.3.4 QnA £&=H

2 g8

g
i

APIH

=
[n

FOIE

HTTP HME

re
Ol

nx
ol

URL Parameters

14000

14005

23000

12001

23004

oz 2= a3

ro
Ol
1=}
kO

i
L)
Rl
r
o
e
[0

o
-]

>
fujn
ot
mjo
1
£Q
glo

o0
i
L
Of0
1
1

®)
=]

>
o
rE
oln
I
=
=l

Z Al answeredyn O| XSO 2 v 2 HAEIL|C},

LHE
QnA =3 (ZE|XHE)
/api/admin/gna/:qnald
PUT
ZQ (Admin)

QA BE 4 (U2 £ B 4F)
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b 1
nc

gnald number

Request Body

interface AdminQnaUpdateReq {
title?: string;
content?: string;
answerContent?: string;
updatedBy?: string;

e
In

Et
title string
content string
answerContent string

updatedBy string

Response (A2 Al)

"success": true

o2 2=
401 14000
403 14005
404 23000

500 23002

e 449
O +Hg QnAID
g2 49
X ME2 A=
X M2 E2Z WE
X MZ22 BH LHE
X Xt
449
IZ EHe
ZeE|xp Aot Ee
QnAE &2 =+ 8l8
QnA =3 AIj
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9.3.5 QnA AHH|

712 8=

g
i

APIH

=
In

QIE

HTTP HIAE

re
ol

nx
]

URL Parameters

b 1
nc

gnald

Response (432 Al)

"success": true

401
403
404

500

number

14000

14005

23000

23003

QnA AfH| (ZH2|XIHE)
/api/admin/gna/:qnald
DELETE

4R (Admin)

£ QnA AHH|

Eted

olg] 3=

/1]
1

M ro
o o
2 A

20

9]

nAE

&
ro

ot
mjo
1

L

AR QnA ID

e
kO

£Q
glo

QnA AFH| Aoj
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9.3.6 QnA Uzt Alx|

712 ¥
a5 L
APIE QnA €2 AH| (2H2|XHE)
ACHOIE /api/admin/gna/delete
HTTP HIME POST
b Q2 (Admin)
a4 ol2{ QnAE of HOf| APx|

Request Body

interface AdminQnalistDeleteReq {

gnalds: number[]; // &HE QnA ID S= (E=)
}
ye Ete) N
gnalds number] ] O
Response (432 Al)
{
"success": true
}
g 7tset ol
HTTP o2 2=
401 14000
403 14005
400 12001
500 23003
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9.3.7 QnA XE{(EA|) Z32|

2 88

o
i

APIH

R
[n

TQIE

HTTP HIAE

re
ol

nx
):]

Response (432 Al)

QnA AElf T3] (22| XH)
/api/admin/qgna/status
GET

4R (Admin)

QnA EftH HEll 4| Z=3| (CHAIEEE

interface AdminQnaStatusRes {

total: number;
answered: number;

unanswered: number;

total
answered

unanswered

403

H|

// &8H QnA

/] eH 22

/] 8 U]

S

Efel e
number Al QnA i
number B 2= E QnA 7Y
number B 7] 32l QnA 7l
o2 2= -k
14000 AZ ER
14005 e X et E
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22| API
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| (22|XE)

ol
Kd
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X[ Are
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/api/admin/notice

GET

HTTP HIME

TR (Admin)

Klo
ol

_A
Ho

B0
il

Query Parameters

80

<+

Eted

Ul

HO|X| =

X

number

page

10

<+

or
100

o0

I.

F

4|0 X|

X

number

limit

string

noticeType

IE{ (Y/N)

H
m— =

string

publicYn

string

pinnedYn

MO (H=Z UE)

string

search

Response (42 Al)
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interface AdminNoticelListRes extends PaginationRes<AdminNoticelListItem> {

items: AdminNoticelListItem[];

total: number;
page: number;

limit: number;

totalPages: number;

interface AdminNoticelListItem {

noticeld: number;

title: string;

noticeType: 'G' | 'S' |
pinnedYn: '
publicYn:
postedAt:
startDt?:

|Y| |
|Y| |
string;

string;

endDt?: string;

createdAt: string;

401

403

APIH

=
[n

FOIE

HTTP HME

re
Ol

olg{ 3=

14000

ro
ol
I
20

14005

r
L)
Pal
r
o
fiz]
%

L

OH
Rl
>
oot

AN =2 (Z2[XHE)
/api/admin/notice/:noticeld
GET

ZQ (Admin)
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og

=2
-

My SH ZR|A
URL Parameters

o
nc

noticeld number

Response (432 Al)

interface AdminNoticeDetailRes {

notice: AdminNoticeItem;

interface AdminNoticeItem {
noticeld: number;
title: string;

content: string;

noticeType: 'G' | 'S' | 'E';
pinnedyn: 'Y' | 'N';
publicyn: 'Y' | 'N';

postedAt: string;
startDt?: string;
endDt?: string;
createdBy?: string;
updatedBy?: string;
createdAt: string;

updatedAt?: string;

10

LHE

| FH HE =9 (2| HE e

/1]
1
|

0] =2X| 1D

HTTP o2 2=
401 14000
403 14005
404 21000
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9.4.3 3X|AFE MM

712 8=

oot
J

APIH

=
In

QIE

HTTP HIAE

re
ol

nx
]

Request Body

interface AdminNoticeCreateReq {

IEI;

title: string;

content: string;

noticeType: 'G' | 'S' |

pinnedYn?: 'Y' | 'N';

publicYn?: 'Y' | 'N';

startDt?: string;

endDt?: string;

createdBy?: string;
}

zc Eted

title string
content string
noticeType string
pinnedYn string
publicYn string
startDt string
endDt string

SAArE 4 (BE[XHE)
/api/admin/notice
POST

ZQ (Admin)

MZZ2 SXAte Y

LH

/M= ()
/] g (22)
/] 22X 8 ()
// DE K=
=y E]
/] AL AR
/] HA B8
// BER
g2 a4
0 M=
0 L (HTML 7t5)
0 3K Y
X nEsgeL
X 30 42
X AA AlZFY (1ISO 8601)
X AAl S22 (1ISO 8601)

94 /162

H|2FALSt
X|CH 200Xt

£|CH 5000t



IITP DABT Admin API & A

mc TIPS Aoy HtAr
createdBy string X ESESPN Z|CH 50K}

Response (432 Al)

interface AdminNoticeCreateRes {

noticeIld: number; // M&E Z X ID

HTTP oz 3= a4
401 14000 AT LR
403 14005 22|t Mot EHe
400 12001 4 L &g
500 21001 SX|AR A Al

2 "R
8= g
APIYH SKAtE =3 (Z2[XHE)
dICHOIE /api/admin/notice/:noticeld
HTTP HIAE oUT
Q15 ZQ (Admin)
a4 S HE 3

URL Parameters
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=

noticeld number

Request Body

interface AdminNoticeUpdateReq {
title?: string;

content?: string;

noticeType?: 'G' | 'S' | '"E';
pinnedyn?: 'Y' | 'N';
publicyn?: 'Y' | 'N';

startDt?: string;
endDt?: string;

updatedBy?: string;

Response (A2 Al)

"success": true

HTTP oz 2=
401 14000
403 14005
404 21000
500 21002

9.4.5 3 X| Al AbR|

712 -

mc Ej2l

OIA
=T
0 +H% 2%/ ID
.l
CL:
9E W
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og

=
APIH
ACHOIE

HTTP HIME

re
ol

nx
od

URL Parameters
ol

noticeld

Response (A2 Al)

"success": true

HTTP
401 14000
403 14005
404 21000
500 21003

LH&
SK[ArE AH| (22X
/api/admin/notice/:noticeld
DELETE
ZQ (Admin)
S TRIMS AH
Efe! s EL:
number 0] Ad[e 33X ID
oz 2= a3

A5 ER

Te|xt M UL

=NIWHEE SRS
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a5 e
APIH SX|AFE 2 AH| (2H2|XHE)
AICIOIE /api/admin/notice/delete
HTTP HME POST
Q15 TR (Admin)
a4 o2 SX|AF S ot Hoi| A
Request Body
interface AdminNoticelistDeleteReq {
noticeIds: number[]; // &ME ZX ID =5 (2=)
}
Response (A2 Al)
{
"success": true
}
Y Jtset ol
HTTP ozl 2= 49
401 14000 IZ EHe
403 14005 e[ X Aot He
400 12001 noticelds HE 2t
500 21003 SKIAFeh AFH| Af
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9.5 OpenAPI 7| 22| API

22|xt= AHEXEe] OpenAPI QIZ7|E S2l/8ta{st gta|e 4= AUSLICH
9.5.1 OpenAPI 7| 25§ X2
7|2 ¥d
a5 LHE
APIH OpenAPI 7| =& x3| (#2|X}8)
AIEEQIE /api/admin/openapi/keys
HTTP HIME GET
ol= ZR (Admin)
a4 D= AF2XI9| OpenAPI 2157| 22 X3

Query Parameters

gc Et g a4
page number X O] X| Hz
limit number X HO| XIS g= &
userId number X AH2XHID EE
activeYn string X 2o AEl ZE
searchKeyword string X MO (7| O|8)
pendingOnly boolean X =0l 7|3t X3

Response (42 Al)
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interface AdminOpenApilistRes extends PaginationRes<AdminOpenApiKeyListItem> {

items: AdminOpenApiKeylListItem[];
total: number;

page: number;

limit: number;

totalPages: number;

interface AdminOpenApiKeyListItem {
keyId: number;

userId: number;

authKey: string; /] OFAZ2 Hel=
activeYn: string; /1 Y: S¢el, N: g, P U
startDt?: string;
endDt?: string;
delYn: string;
keyName: string;
activeAt?: string;
latestAccAt?: string;
createdAt: string;
¥
activeYn el 2}
2 AH
y 59I8)
N ] &
p sl 7| &
ad Jtset ol
HTTP o2 2=
401 14000 A= W@
403 14005 2e|X Mot Ee
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9.5.2 OpenAPI 7| &N =3

712 8=

og
i

APIH

=
In

QIE

HTTP HIAE

re
ol

nx
]

URL Parameters
:IIIE

keyId

Response (432 Al)

LHE
OpenAPI 7| &M =2 (Z2|X}E)
/api/admin/openapi/keys/:keyId
GET
ZQ (Admin)

£73 OpenAPI 21E7|9| MA| HHE X3

Eted

1]
1>

number O
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interface AdminOpenApiDetailRes {

in

authKey: AdminOpenApiKeyItem;

terface AdminOpenApiKeyItem {
keyId: number;

userId: number;

authKey: string;
activeYn: string;
startDt?: string;

endDt?: string;

delYn: string;

keyName: string;

keyDesc: string;
keyRejectReason?: string;
activeAt?: string;
latestAccAt?: string;
createdAt: string;
updatedAt?: string;
deletedAt?: string;
createdBy: string;
updatedBy?: string;
deletedBy?: string;

}
Ht M st of2i
HTTP oz 2=
401 14000
403 14005
404 24000

9.5.3 OpenAPI| 7| MM

71

=
—

e

/] Bted Ats=

ro
ol

)

=

ot

il

At

2}

i1z}

OpenAPI 7| £
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s LHE
APIH OpenAPI 7| A (Z2|X}tE)
AICIOIE /api/admin/openapi/keys
HTTP HIAE POST
Q= T (Admin)
Mo 22| Xt7L ZI™ OpenAPI Q15 7| MM

Request Body

interface AdminOpenApiCreateReq {

userId: number; // MEX ID (E=)
keyName: string; // API 0|5 (Z=%)
keyDesc: string; /] AE =S8 (=)
startDt?: string; /] 88 ALY
endDt?: string; /] 2g 8¢
createdBy: string; /] MEX (EF)

¥

Response (A2 Al)

interface AdminOpenApiCreateRes {
keyId: number; // MAEE I ID

authKey: string; // M&&E o159

HTTP oz 2=
401 14000 AT LR
403 14005 22|t Mot EHe
404 16000 AEXIE Ha + 83
400 12001 L~ ge =2
500 24001 OpenAP| 7| A4 Alnj
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9.5.4 OpenAPI 7| £8 (&2l/8H)

712 ¥d
2 T
APIH OpenAPI 7| =8 (Z2|XI8)
AIEEQIE /api/admin/openapi/keys/ :keyId
HTTP HME PUT
ol= 2R (Admin)
a4 OpenAPI 21F57| B2 = (S2l/8hH X2])

URL Parameters

1S Etel B4
keyId number O +™g 7| 1ID
Request Body

interface AdminOpenApiUpdateReq {
keyName?: string;
keyDesc?: string;
startDt?: string;

endDt?: string;

od

activeyYn?: string; // SOl Al (y: &2, N: )

rejectReason?: string; // Bt AbR (activeynOl N [ Z =)

updatedBy: string; /] =8 (EF)
¥

ye Ete) ETS o

keyName string X MZ& API 0|2

keyDesc string X MER A 2H
startDt string X ME22 AIEY
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ye Ete) T 2E
endDt string X MER Z=H
activeyn string X SQl MEf (v: 52, n: )
rejectReason string X Hie] Abs (2] Al )
updatedBy string O ™Rt
Response (42 Al)
{
"success": true
}
2 Jtset ol
HTTP ol2] 2= 29
401 14000 Z EHR
403 14005 ZeE|xp Mot Ee
404 24000 OpenAPI 7|E & + 8IS
400 12001 HEHE &5
500 24002 OpenAPI 7| =3 A1
H|
e activeyn & Y E HFSIH 7|7t SQIE|0] At JhSOHELICEL
e activeyn 2 N O HZAGIHH Ht2E|H, rejectReason TEJF Z4QILICEH

9.5.5 OpenAPI 7| &tH|

712 8=

o2k
Ji
=

fo

APIH OpenAPI 7| AH| (Z2|X}E)
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0%

=
=

AIEEQIE /api/admin/openapi/keys/:keyId

HTTP HME DELETE

Q15 ZQ (Admin)

AdH EH OpenAPI 215 7| AtH|
URL Parameters

uc Er g0

keyId number O Ade 71 1D
Response (A2 Al)

{

"success": true

}

ad 7tset ofl2q
HTTP o2 3= 44

401 14000 IE EHe

403 14005 2e|X Mot Ee

404 24000 OpenAPI 7|2 &2 = 8I3

500 24003 OpenAPI 7| AN Ao
9.5.6 OpenAP| 7| 22 Atx|
72 Hd

aa 2
APIH OpenAPI 7| &2 AtH| (ZHE2|XHE)

LH
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og

= Lj2

S
AIEEQIE /api/admin/openapi/keys/delete
HTTP HIME POST

A5 ZIQ (Admin)

M 0421 OpenAPI 2157|E o Hoj| At

Request Body

interface AdminOpenApilListDeleteReq {
keyIds: number[]; // &M Il ID =5 (E=)

}

Response (A2 Al)

"success": true

HTTP o2 2= a4
401 14000 I ER
403 14005 | X HE EHR
400 12001 keylds ZE 2t
500 24003 OpenAP| 7| AtH| Almj

9.5.7 OpenAPI 7| 7|2t %t

2 88

g
Jha

LHE

APIH OpenAPI 7| 7|2t A& (ZE2|XIE)
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s
ACHOIE
HTTP HAME POST
ol= Z R (Admin)
a4

URL Parameters

o
nc

Eted

keyId number

Request Body

interface AdminOpenApiExtendReq {
startDt?: string;
endDt?: string;

updatedBy: string; //

Response (42 Al)

interface AdminOpenApiExtendRes {

startDt?: string; // SA&E ALY

endDt?: string; // AEE sSaY
}
o Jtset ol
HTTP o2 2=

401 14000
403 14005
404 24000
500 24004

OpenAPI 0157| = 7|7t H

LHE

/api/admin/openapi/keys/:keyId/extend

0z

g2
@ apS il
o4
AAZ R
22X Mot He
OpenAPI 7|1E 2 £ 28

OpenAP| 7| HZF AlTj
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9.5.8 OpenAPI| &E{(EA|) Z=3]

7|2 My
3= TE:
APIY OpenAP| AEf 3| (Z2[XIE)
AIEHQIE /api/admin/openapi/status
HTTP HIME GET
Q= T (Admin)
oy OpenAPI Q1Z7| HEf E4 Z2| (CHA|EER)

Response (43 Al)

interface AdminOpenApiStatsRes {

total: number; // &M I =
active: number; // SelE I %=
expired: number; // StE2E I %=
inactive: number; // BIEA/BtAE I £
pending: number; // s¢el Ul sel 3| =
}
ue Etel o
total number HH| OpenAPI 7| 74
active number SQl=|0] A JHset 7] )
expired number F= 7|7t0| Bt El 7| I
inactive number H|§E“g r= ?I_I-E1EI_I 9' 7H¢-
pending number Sl 7| B2l 7| 74+
I 7S ot ofl24
HTTP olzi 2=
401 14000 T EHQ
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o2 2=

HTTP

14005
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H| 2

o Z2|X} CHA|EEO|AM OpenAPI

9.6 29X} A|™ 22| API (S-Admin M)

o

S-ADMINEH HZ2 7

|
St

#
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il

LHg

or

300

Ok

APIH

/api/admin/accounts/admin

GET

HTTP HIME

ZQ (S-Admin)

Klo
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E-)

se=

S

Ok

B0
Il

Query Parameters

N
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B0
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Eted

U]

HO|X| =
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or
300
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4|0 X|

number

limit
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=
e |

AA0] (1D/0|

string

search

110/ 162



IITP DABT Admin API & A

ue Efe! T =L
status string X AE EE
role string X et EE
affiliation string X 24 HE

Response (432 Al)

interface AdminAccountListRes extends PaginationRes<AdminAccountListItem> {
items: AdminAccountListItem[];
total: number;
page: number;
limit: number;

totalPages: number;

interface AdminAccountListItem {
adminId: number;
loginId: string;
name: string;
role: string;
roleName: string;
status: string;
delYn: string;
createdAt: string;

lastLoginAt?: string;

HTTP olzi 2= b

401 14000 2l

Ol
1z}
FO

403 14005 S-Admin #ot He
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as T
APIH X AE MM =2
AIEHQIE /api/admin/accounts/admin/:adminId
HTTP HIAE GET
Q15 TR (S-Admin)
a4 EH 2 AF M HE =32

URL Parameters

s Ef2l L4

adminId number O

Response (A2 Al)

interface AdminAccountDetailRes {

admin: AdminAccount;

interface AdminAccount {
adminId: number;
loginId: string;
name: string;
role: string;
roleName: string;
affiliation?: string;
description?: string;
note?: string;
status: string;
delYn: string;
createdAt: string;
updatedAt?: string;
deletedAt?: string;
lastLoginAt?: string;
createdBy: string;
updatedBy?: string;
deletedBy?: string;
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ol Jtsst o=

HTTP o2 2= 44

401 14000 AT EUR

403 14005 S-Admin st ZQ

404 17000 2HEXE e £ Sl2
9.6.3 2HX A ‘Y
712 3d

a5 LH&

APIH SR AN MY

AIEHQIE /api/admin/accounts/admin

HTTP HIAE POST

oI5 IR (S-Admin)

o9 ME2 2GR A MM

Request Body

interface AdminAccountCreateReq {

loginId: string;
password: string;
name: string;

role: string;
affiliation?: string;
description?: string;
note?: string;

status?: string;

//
//
//
//
//
/7
//
//

27021 1D

0z = omx b o8
kJoo2 Jp o

m
=
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hc Eted g =k HFAret
loginId string O 230D 4~20Kt, D7t
password string O HZHD 8~At, SE+xAH+EFEXL
name string O 0§ 2~50Xt
role string O g FE (S-ADMIN, ADMIN §) SE AE &X
affiliation string X Ay Z|CH 100K}
description string X A Z|CH 200K}
note string X Hl: Z|CH 500K}
status string X AFEf 712zt o
Response (42 Al)
interface AdminAccountCreateRes {
adminId: number; // &= 2 ID
}
2l ISt o2
HTTP oz 3= 29
401 14000 AZ ER
403 14005 S-Admin 3t EHe
409 17001 o|0| &Xst= 2121 ID
400 12001 U+ L 8
500 17002 X AE A Hf
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og
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APIH

MO

AC=ZQIE

HTTP HIAE PUT

re
ol

nx
od

URL Parameters

1= Etel

adminId

Request Body

interface AdminAccountUpdateReq {
name?: string;
role?: string;
affiliation?: string;
description?: string;
note?: string;

status?: string;

Response (432 Al)

"success": true

oz 2=
401 14000

403 14005

SAHA

~
(=)

/api/admin/accounts/admin/:adminId

ZQ (S-Admin)

A AE 2 +8

g A

0 2T SY} ID
ue

o5 W

S-Admin st He
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HTTP

404

500

7|2 ¥y
s
APIH
ACHQIE
HTTP HIME
o5
o

adminId

Response (A2 Al)

"success": true

X AE A
/api/admin/accounts/admin/:adminId
DELETE

LR (S-Admin)

SEAAE A

Eted

1]
1

number O ALK
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HTTP o2 2=
401 14000 AT LR
403 14005 S-Admin #3H 2R
404 17000 2E|XE HE = O
500 17004 2R AE AH A

H| 2

o Xp7| Rt2Q AE2 AN & HSLICE

=

28R
= g
APIY S AT 2E AH|
AICEHQIE /api/admin/accounts/admin/delete
HTTP HIME POST
oI5 TR (S-Admin)
a9 | 2IAt AZS o Hojl A

Request Body
interface AdminAccountListDeleteReq {
adminIds: number[]; // &HE 29X ID 55 (Z2)

Response (432 Al)

"success": true
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ol Jtsst o=

HTTP o2 2= 44
401 14000 AEZ He
403 14005 S-Admin E3HZQ
400 12001 adminlds ZE +2}
500 17004 2GX AE AX| Ao

oot
I
o

S
APIH 2 HEHS HE

AICHOIE /api/admin/accounts/admin/:adminId/password
HTTP HIME PUT

oI5 QR (S-Admin)

a4 2SR AEe H|EH2 LA HE

URL Parameters

= Efel o4
adminId number O
Request Body

interface AdminAccountPasswordChangeReq {

newPassword: string; // M BIZHS (Z=2%)

Response (432 Al)
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HTTP

"success"
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PUT

HTTP HIME
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zc Eted

adminId number

Request Body

interface AdminAccountRoleUpdateReq {
role: string; /] NE2 98 (2=)

reason?: string; // H& AR

¥ Ef) e
role string @)
reason string X

Response (A2 Al)
{
"success": true
}
2 IS o2
HTTP ol 2=
401 14000
403 14005
404 17000
404 20060
500 17003
H|

1]
1

EL

22 g A= (S-ADMIN, ADMIN 5)
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9.6.9 2} o|H|(22lID) T35 M3

2 882
a5 LiE
APIH 2GAo|HY 5= M2
AICHOIE /api/admin/accounts/admin/email/check
HTTP HIAE POST
oI5 TR (S-Admin)
a4 X AE MY M 2321 ID 5 &0l

Request Body

interface AdminAccountCheckEmailReq {

loginId: string; // &0Clg 27021 ID (=)

Response (432 Al)

interface AdminAccountCheckEmailRes {

available: boolean; // A2 Jis HE

}
uc EfQl L
available boolean true : Af% 7|‘%, false : O|D| Af% %
g 7tset ol
HTTP oz 2= a4
401 14000 oI5 ER
403 14005 S-Admin Hot 2

400 12001
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9.7 At8X} A’ &2| API

Aot Admin (S-ADMIN, ADMIN 25 E2 718)

ZE|XE7E LR ALE AL A|Y S el

I 88
s g
APIH MEXAE S5 =39
AEHOIE /api/admin/accounts/user
HTTP HIME GET
o5 TR (Admin)
449 MEXAE 55 =3

Query Parameters

zc Ete] g+ 44
page number X H|O|X| HZ
limit number X H|o| K| o=
search string X ZAM0o| (O|H|Y/0|E)
status string X A EE
email string X o|m[&d EH

Response (432 Al)
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interface UserAccountlListRes

extends PaginationRes<UserAccountListItem> {

items: UserAccountListItem[];

total: number;
page: number;
limit: number;

totalPages: number;

interface UserAccountListItem {

userId: number;
loginId: string; //

name: string;

status: string;

ol

latestKeyCreatedAt?: string;

latestLoginAt?: string;
keyCount: number; //
delYn: string;

createdAt: string;

401 14000

403 14005

9.7.2 Al AIH AN

2 88

0%t
J

APIH

=
[n

FOIE

HTTP HME

re
Ol

OpenAPI I| JH==

o2 2= 44
oz L@
Be|xt ML
N
x2|
LHg

AFEXEAE AN =2
/api/admin/accounts/user/:userId

GET

TR (Admin)
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og
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Lig

29 EHE MER AZS| HH Y& =3

URL Parameters

1 Etel

userId number

Response (432 Al)

interface UserAccountDetailRes {

user: UserAccount;

interface UserAccount {
userId: number;
loginId: string;
name: string;
status: string;
affiliation?: string;
note?: string;
latestKeyCreatedAt?: string;
latestLoginAt?: string;
keyCount: number;
delYn: string;
createdAt: string;
updatedAt?: string;
deletedAt?: string;
createdBy: string;
updatedBy?: string;
deletedBy?: string;

oz 2=
401 14000

403 14005

/1]
1
|

) AHEXLID

ro
ol
iz}
kO

re
L}
el
rH
rot
e
ko
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HTTP oz 2=

404 16000 AEXE H2

9.7.3 AF2X A|H MM

7|2 ¥
a5
APIH AEXHAE dH
AI=EZEQIE /api/admin/accounts/user
HTTP HIAE POST
AF ZQ (Admin)
a4 2E[X7F AFE AL AIE M-

Request Body

interface UserAccountCreateReq {

loginId: string; // Ol0EY (E=)
password: string; // BIZ2HS (2=)
name: string; // 018 (E=)

affiliation?: string; // &=
note?: string; // 112

status?: string; // &HEd
Response (432 Al)

interface UserAccountCreateRes {

userId: number; // MAE ALSAt ID
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HTTP o2 2= 44
401 14000 oI5 e
403 14005 e|xt Mot e
409 12020 o|0] Atg =2l o|m|Y
400 12001 L4 ge &8
500 20001 MEXF A WA Al
9.7.4 AL8X} AE =7
2 "8
o= Li&
APIH MEX AN £+
AICHOIE /api/admin/accounts/user/:userld
HTTP HIAE PUT
Q15 T2 (Admin)
M9 MEX AN HE X

URL Parameters

o
uc

Eted

e
1

userId number O

Request Body

interface UserAccountUpdateReq {
name?: string;
status?: string;
affiliation?: string;

note?: string;
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Response (A2 Al)

"success": true

HTTP oz 2=
401 14000
403 14005
404 16000
500 20002
H|

. oY Iol

ID)2 =8g + UELICH

9.7.5 AFEXt AIE A

712 ¥
g2 LHE
APIY AMEX A AH|
AICHOIE /api/admin/accounts/user/:userlId
HTTP HIME DELETE
o= T2 (Admin)
a4 AEXE A AfA|

URL Parameters
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o
==

userld

Response (432 Al)

"success": true

401

403

404

500

9.7.6 AF2X} A|™H

I 88

0%
I

APIH

=2
n

ZQIE

HTTP HIME

re
ol

nx
08

Request Body

Er B
number @) ALK AFR XL ID
olg] 2= A
14000 oI5 TR
14005 Be| X Aot Ee
16000 MEXE B2 £ 8lS
20003 AEXAHE APA| i
=1
AZ AR

MEXAE L& A
/api/admin/accounts/user/delete
POST

R (Admin)

o] ALEAL AZS ¢ Hof| A
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interface UserAccountlListDeleteReq {

userIds: number[]; // &HE AIEX ID S5 (Z%)

Response (432 Al)

"success": true

HTTP o2 2=
401 14000 AT LR
403 14005 2| X Mot He
400 12001 userlds ZE 2t
500 20003 AMEXFAE AK| ATH

9.7.7 At2X H|2HS HA

2 "R
= Lie
APIH AHEX H|EHZ HE
AEHOIE /api/admin/accounts/user/:userId/password
HTTP HIME PUT
Q15 UL (Admin)
49 AMEXHS| HIZHZ A HE

URL Parameters
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1S Efe) s
userId number @) AHEXEID
Request Body
interface UserAccountPasswordChangeReq {
newPassword: string; // M HBIZHS (Z%)
}
Response (432 Al)
{
"success": true
}
oM Jtset o2
HTTP oz 2= a9
401 14000 EER
403 14005 Ze|XH Mot He
404 16000 AEXIE &2 £ 813
400 16004 M H|HHS T} L2 ofst
500 20002 H|ZHS A Ay
H|2
o 2t M H|YHS l0| AFEXIC| HEHHS E N2 HES = JASLICE

9.7.8 AlE2X} AEl| HA

7| e
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og

=
APIH
ACHOIE

HTTP HIME

re
ol

nx
od

URL Parameters

uc
userld
Request Body

AFERE HEf HE

/api/admin/accounts/user/:userld/status

PUT

4 (Admin)

AEXL A™Ll AEf HE (2HA/H[ZA)

interface UserAccountStatusUpdateReq {

status: string;

reason?: string;

»c
status

reason

Response (A2 Al)

"success": true

401

Ef us
number O AHEXHID
// NMZ2 AE (E=)
/] HE MR
Efe) ua oo
string O MZ Meff (HH/HEY &)
string X MEf HE AR
oz 2= A
14000 IZ LU
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HTTP o3 &=
403 14005 ZhE|xp Mot EHe
404 16000 MEXE HE = 8l2
500 20002 AElf HZE AOf
H|1
o AEE HIZHSIH ArXH= 2008 £ GlEL|CH
9.7.9 AIEX} O|H[ S5 H2
2 88
a5 e
APIZ ALEXL O|H|Y B= #|=2
AICHOIE /api/admin/accounts/user/email/check
HTTP HIAE POST
oI5 R (Admin)
a4 AEXAE dd H oY = =l
Request Body

interface UserAccountCheckEmailReq {

email: string; // =2 OlHE (2=

Response (A2 Al)

interface UserAccountCheckEmailRes {

available: boolean; // A2 Jis HE
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I
nc

available

401

403

400

400

Eted

boolean

14000

14005

12001

12021

oz 2=
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OK
Ofm
al!

E API= A|AH HAHO|M AL El= ZE OF8 ¥ ZE 7S 22
Base Path: /api/code

ZE 3c 3E:

Group): Z==2| &gt (0 sys_admin_roles , faq_type )
Code): & U2 7HE ZE= 2f (M: s-ADMIN, ADMIN)

—_—

bl

e o
-_—

o o

N =

>
g
Ra R el

Pl
R0z A

°
-
o
A =R
o0 o o o

[ ]
-—
© ¢
'

10.1 AI2X1E2 2| API

10.1.1 O8% 3 E X3

7|2 Mg

'61-5 |_H9.
APIH Y AL X3 (AF2XHE)

A EXOIE /api/code/:grpld

URL Parameters
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ne et "4 CE
grpld string O Z2|e JF ID (Wl: sys_admin_roles )
Response DTO
interface CommonCodeByGroupRes {
codes: CommonCode[]; // Z& ==
by
interface CommonCode {
grpId: string; // & ID
grpNm: string; /] 183
codeId: string; // ZE ID
codeNm: string; // DEY
parentGrpId?: string; // 82 & ID (HS X2 &)
parentCodeId?: string; // %2 Z & ID (HS *X0 &)
codeType: 'B' | 'A' | 'Ss'; // 2E Et
codelLvl?: number; // 2E dE (HS X2 ER)
sortOrder?: number; /B2 &A
codeDes?: string; // DE &9
¥
w2 Jtset ol
HTTP oz 2= a3
404 13020 AMARIZE OFS M2 5+ U3
ol
10.1.2 3 E AN =3
7|2 ¥
a2 e
AP A AN X3 (AL2XR)
AICHOIE /api/code/:grpId/:codeld
HTTP HME GET
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og

=
=

re
Ol

[}
1):]

URL Parameters

bod

grpld string

codeld string

Response DTO

interface CommonCodeByIdRes {

code: CommonCode; // ZE &B

oz 2=

404 13000

0%
I

APIH

=2
n

ZOIE

HTTP HIME

re
ol

nx
():]

olo|

Am

L2
23Q (Public)
TEO| MM HE X3
ol A
=2T
0 a2 D
0 IS ID
a4
NAY BES &S 4 943
L2

H AL X3 (AEXIE)

/api/code/type/:codeType

=L Q (Public)

I X3

rin
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URL Parameters

yc Ete! RS EE

codeType string O TE EfY
Response DTO

interface CommonCodeByTypeRes {

codes: CommonCode[]; // ZE =25
}
ﬂ ol **
10.1.4 512 3 C 7[dt X3 (AIZH)
7|2 ¥
a2 e

APIH 20 AL J|dt 3| (AEXIE)

AIEHQIE /api/code/:grpIld/parent

HTTP HIME GET

oI5 £ Q2 (Public)

23 Sd B2 IEO[ 519 ZE =3 (AE 7=
URL Parameters

He Efel g

grpld string O

Query Parameters
ue Ete) "4
parentCodeId string X B AC D (BleH %

Response DTO
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interface CommonCodeByParentRes {

codes: CommonCode[]; // Z& ==

10.2 Zt2| X} AN Z=2| API

72 82
2
APIH JEY 3C =3 (#2[xtE
AICHOIE /api/code/admin/:grpId
HTTP HIAE GET
ol= ER (Admin)
Ad EMIOES ZE IE X3 (&2

URL Parameters
L= Ef!

grpld string

Response DTO
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interface CommonCodeByGroupDetailRes {

codes: CommonCodeDetail[]; // Z& =25

interface CommonCodeDetail {
grpld: string;
grpNm: string;
codeId: string;
codeNm: string;
parentGrpId?: string;

parentCodeId?: string;

codeType: 'B' | 'A' | 'S';
codelLvl?: number;
sortOrder?: number;
useyn?: 'Y' | 'N'; // ME HE
delyn?: 'Y' | 'N'; // AR =
codeDes?: string;
memo?: string; // el X 02
createdAt?: string; // MELA|
updatedAt?: string; /] =LAl
deletedAt?: string; // AR Al
createdBy?: string; // A
updatedBy?: string; // =8I
deletedBy?: string; // SRR
}
ud 7tset ol
HTTP ol2{ 2 49
401 14000 EER
403 14005 22| Mot 2R
404 13020 AMARIZE DS M2 + U3

10.2.2 3 E

712 8=

SM =3 (22]xHE)
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og

=
APIH
ACHOIE

HTTP HIME

re
ol

nx
od

URL Parameters

-

grpld

codeId

Response DTO

interface CommonCodeByIdDetailRes {

code: CommonCodeDetail;

401

403

404

14000

14005

13000

L&
IE HM =9 (22[X}2)
/api/code/admin/:grpld/:codeld
GET
ZQ (Admin)
EX AL MN HE T3 (M2 B X
Efe) R
string @)
string @)
// ZE &AM EE
ol 2=
oz Ue
Te|xt M UL
Ao AEE RS £+ 8
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og

=
=

HTTP HIME

re
ol

nx
od

URL Parameters
uc
codeType

Response DTO

interface CommonCodeByTypeDetailRes {

codes: CommonCodeDetail[]; // Z& ==

|2 ®Me

og
1

LiE
EtQlH 3E T3] (H2|XHE)
/api/code/admin/type/:codeType
GET
LR (Admin)
EXEIQO B E AE X3 (22| HE 2
Efe! s =L
string O TE EfY
10.2.4 22 3 E 7|8t T3] (#2]|X}E)
LHE
F2 AL 7| =3 (H2[XE)

HTTP HIME

re
Ol

nx
0d

URL Parameters

/api/code/admin/:grpld/parent
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nc Ef2l
grpld string
Query Parameters
zc Eted
parentCodeld string

Response DTO

interface CommonCodeByParentDetailRes {

codes: CommonCodeDetail[]; // Z& =25

10.3 Z2| X2 I8 22| API

1]
1

1]
1

10.3.1 1§ =& =9
712 "d
g2
APIH 8 22 X3| (HE|R8)
AIEZQIE /api/code/admin/groups
HTTP HIME GET
Q15 4 (Admin)
Moy QE JC O 22 X3

Query Parameters
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s et w4 2
search string X O IDEs IEEHOE HM

useYn string X MEHE ZE{ (v, N)

sort string X HE 7|1& (7124 38 ID 2LEA)

Response DTO

interface CommonCodeGroupsRes {

groups: CommonCodeGroup[]; // & =5

interface CommonCodeGroup {

grpIld: string; // 1S ID
grpNm: string; // 18Y
codeType?: 'B' | 'A" | 's'; // 2E EIY

codeCount: number; // 8 W 2E =
createdAt?: string; // M&YAl

updatedAt?: string; // =&8YAl

HTTP olg] 2= M
401 14000 oIz T
403 14005 2|t HeEe

10.3.2 15 MM

712 g1
EE e
APIH OE MM (ZRIRR)
AEHOIE /api/code/admin/group
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=
HTTP HIME POST
o= 42 (Admin)
Moy MER IEAEME (ZE X
Request Body
interface CommonCodeGroupCreateReq {
grpld: string; // 18 ID (E=)
grpNm: string; // AEZ (E=)
codeType: 'B' | 'A' | 'S'; // 2E B (E=x)
codeDes?: string; // A8 &%
codes: Array<{ // =I| DE S5 (=)
codeld: string; // 2Z& 1D
codeNm: string; // DEY
parentCodelId?: string; // %2 2E ID (HSE 7*=xX)
codelLvl?: number; // DE &
sortOrder?: number; // 88 =A
codeDes?: string; // ZE &Y
}>;
}
ye Efl g
grpId string @) JFID (2%
grpNm string O 53
codeType string O
codeDes string X I8 MY
codes array

Response (A2 Al)

"success": true
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ol Jtsst o=

HTTP oz =

401 14000 s EHR
403 14005 22| Xt Mot He
409 13025 olgl &x{st= 3E ID
400 12001 L oe et
500 13021 a5 4 Aloj
10.3.3 1§ +H
712 88
2 g
APIH a8 3 (H2[XHE)
AICEEQIE /api/code/admin/group/:grpld
HTTP HIME PUT
Q15 ZQ (Admin)
49 IEOF EE 3 (O8Y, dH =™ It5)
URL Parameters
ye Ete! T
grpld string @) S

Request Body

interface CommonCodeGroupUpdateReq {
/] 188 (B=)

/A8 293

grpNm: string;
codeDes?: string;
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ic Eted =+
grpNm string 0] MZE22 3
codeDes string X M2 1

Response (432 Al)

{

"success": true

}

4 7tset ol
HTTP oz 2=

401 14000 T TR

403 14005 22Xt Het He

404 13020 22 88

500 13022 a8 3 Aoj
H| 3

e JF IDE 3Y =+ gl&LICY.

o 50| &3t ZEE= O] APIZ £-Y £ IELICH (10.4 & X).

=
10.3.4 1E AN
7|2 ¥4
2 g

APIH OF AMA| (22| XHE)

AIEHOIE /api/code/admin/group/:grpld

HTTP HIME DELETE

AE TR (Admin)
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o= e
Moy T IE MA (O W ZE T=ET B AHA])

URL Parameters

Zc Eted 2
grpId string O APH|et

Response (432 Al)

{

"success": true

}

ad Jtset ol
HTTP oz 2=

401 14000 IS EHR

403 14005 22Xt Het He

404 13020 22 88

500 13023 JF AK| Aoj

H| 2

o JF AW Al OF W 2= 2 EX oA AMFIEIL|CE.
Z=0

[ —
AAEIOM AL B2 52 282 AHE & glaLitt

10.3.5 1§ U= AbF|

2 88

APIH OF 9 M (2EXHE)
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og

=
]

=2
n

ZQIE

HTTP HIME

re
ol

nx
08

Request Body

LH

/api/code/admin/groups/delete

interface CommonCodeGroupListDeleteReq {

grplds: string[];

}

o
uc

grplds

Response (432 Al)

"success": true

401
403
400

500

2

o

POST
4R (Admin)
of2] 252 o Ho| AH|
// AHE 08 ID 55 (2=%)
Ete! =T
string[] @) AlHgt
o2 2=
14000 25 EHR
14005 ze|xt Hot 3
12001 grplds 2E &+
13023 OF AN AMj

148 / 162



IITP DABT Admin API & A

10.4 E2|Xj2 I

10.4.1 3= MM

7| e

og
i

APIH

=
In

IOIE

[

HTTP HIME

re
ol

nx
od

URL Parameters

ye Efe! B4
grpld string O 51D
Request Body
interface CommonCodeCodeCreateReq {
codeld: string; // DE ID (E=%)
codeNm: string; // 2DEY (E=)
parentCodeId?: string; // %2 Z & ID (HS #+XL0 &)
codelLvl?: number; // DE g
sortOrder?: number; /] BE = A
codeDes?: string; // DE &9
}
= Ete) TS R
codeId string O FEID(OE W 2Rd)
codeNm string O I
parentCodeld string X HO JC ID (A& £X)

d

t2| API

r

LH
IE Y (HERHE)
/api/code/admin/:grpId/code
POST
QR (Admin)

S¥ 180 MEe 2= A7t
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ye Ete) Y4 R
codelLvl number X T Y (18 Az
sortOrder number X HE =M (7122 0)
codeDes string X icE A9

Response (432 Al)

{
"success": true
}
ud 7tset ol
HTTP o2 2= 4%
401 14000 EER
403 14005 HE|xF et 2R
404 13020 R PE]
409 13005 o|o] Exst= ZE ID
400 12001 T gL FE
500 13001 TE M Aloj
10.4.2 3E 23
712 ¥y
2 TE
APIH IE =3 (HE[XE)
AICEEQIE /api/code/admin/:grpId/:codeld
HTTP HIME PUT
o1 Q2 (Admin)
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0%

=
-
Ad
URL Parameters
uc
grpId

codeIld

Request Body

interface CommonCodeCodeUpdateReq {

codeNm: string;
codeDes?: string;

sortOrder?: number;

/1<l
In

codeNm
codeDes

sortOrder

Response (A2 Al)

"success": true

401
403

404

Et g2
string O
string O
/) BEY (Ba)
// RE &Y
// B8 &AM
Ete) e
string O
string X
number X
o2 2=
14000 el
14005 22X
13000 IcE
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HTTP o2 2=
500 13002 Ic
H|2
« IE ID= £¥Y = USLICH

10.4.3 £ AbH|

2 88

o
1

APIH

=2
[n

FOIE

[

HTTP HIME

re
ol

[}
):]

URL Parameters

1 4
13

grpld string

codeId string

Response (A2 Al)

"success": true

T AH (ZEXHE)

/api/code/admin/:grpld/:codeld

DELETE

2R (Admin)

EH I M|

Et g
o)
o)
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HTTP o2 2= 44
401 14000 AT LR
403 14005 22| Mot He
404 13000 ICE RS 82
500 13003 TE AW MY
H|2
o AAHIOIM AR 01 ZQ TELE ANE 4 gl&L|Ct
10.4.4 T = YT ALF|
2 ¥y
a8 LHE
APIH TE LIt AE| (2E[XHE)
AICEHQIE /api/code/admin/:grpId/codes/delete
HTTP HIME POST
ol= Z R (Admin)
a4 EX OE Ul o3| ZEE o Hoj| AH|

URL Parameters

o
nc

1]
1

|
i

grpld string

Request Body

interface CommonCodelListDeleteReq {

codeIds: string[]; // &HME ZE ID =5 (=)
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uc EfQ!
codelds string[]
Response (432 Al)
{
"success": true
}
2 IS o2
HTTP
401 14000
403 14005
404 13020
400 12001
500 13003

olz2] 2=

/1]
1

e o
o oM
2o
= o
rot
1121
=0}

|
Hn
o
plai
o
£Q
mjo

1

codelds Z & L2f
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11. BE

11.1 CO|E{ Etg] o4&l

a4 OllAl A4
Shxp + A|ZE 2025-11-04T14:30:00Z UTC 7|&
St + A|ZH (EFUE) 2025-11-04T23:30:00+09:00 ot= AlZH (KST)
ROk 2025-11-04 A7 B E

e /¢ x| o] E|ci Zo| H| 11
O|& (name) 2 50 st/ E
O|HIY (email) - 100 oMY Al HE
Z 791 ID (loginld) 4 20 G E/xXt
H|ZHS (password) 8 20 FE+XAH+ESEXN I
HZ (title) ] 200 ;
B2 UE - 500 -
Z! LI (content) - 5000 HTML Z&t 7ts
2% (affiliation) - 100 -
M (description) - 200 -
H|Z (note) - 500 -
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3) =X} Ef

e gy Et 9
ID number 1~
H|O|X| HZ (page) number 1~
H|o|X| =7/ (limit) aumber 1~100
HE &X (sortOrder) number 0~
Z 2| (hitCnt) number 0~

11.2 URL O}20|E B 7|

1) Path Parameter
URL 220 ZotE|= S5 ZtOR, : HEAIS AFRELICL

géé!: /api/resource/:paramName

OllAl:

e /api/admin/faq/:faqld — /api/admin/faq/123

e /api/code/:grpId/:codeld — /api/code/sys_admin_roles/S-ADMIN

2) Query Parameter

URL #2| EXE R HEE= URE, ? FIOl key=value HE{Z Z-JEILICH.

Al /api/resource?paraml=valuel&param2=value2
O Al

e /api/user/faq/list?page=1&1limit=10&search=3|% &

e /api/admin/qgna?status=N&sort=createdAt-desc

Xt el

Mo

A
an

Jim

[ ]
Ok
rr

%20 EE= o+
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2: URL Q1ZE LY (UTF-8)

ro

11.3 H|O| & X

1) ot2tojE
mj2to| g Eted 7|2 449
page number 1 Zole H|O|X| H=Z (15 E] AlE)
limit number 10 H|O|X|E &= 2 (X|CH 100)
orCcth
2) 85 X
interface PaginationRes<T> {
items: T[]; // &M HOIXICS Olole =5
total: number; // &X OfOI& =
page: number; // M HOIX B35
limit: number; // HIOIXIE OOl =
totalPages: number; // &I HOIX =

—
3) Al&t 34
totalPages = Math.ceil(total / limit)

OllAl:

o TIA| OLO|EH! 257H, limit 10 — totalPages = 3
o 1H|0|X|: items[0-9]

o 2H|O|X|: items[10-19]

o 3H|O|X|: items[20-24]
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11.4 '8E (Sorting)

me
4

=& X3 API= sort IZI0|EE X|2SL|CH.

ogt
>

-4
ot
mx
of

asc RLEXt# (Ascending)
desc LHZ! Xtz (Descending)
ol Al

o sort=createdAt-desc : LA LHZI Xt (2| A )
e sort=hitCnt-desc : 2|4 LHEIXIE (Q17]=)

e sort=sortOrder-asc : 78":"24 -i-*‘l 9%”-’.5

11.5 TypeScript EI2} &£
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// packages/commonUl M EF2 import
import {

ApiResponse,

API_URLS,

UserLoginReq,

UserlLoginRes,

ErrorCode

} from '@iitp-dabt/common’;

// API S (FE)
const response: ApiResponse<UserLoginRes> = await fetch(
API_URLS.AUTH.USER.LOGIN,
{
method: 'POST',
body: JSON.stringify(loginData)
}
)s

// Bty et 2&

if (response.success) {

const token = response.data.token; // Et2 F=&&

2) APl URL & Al

import { API_URLS, FULL_API_URLS } from '@iitp-dabt/common';

// 2E 1. XEH
const url = “${API_URLS.USER.BASE}${API_URLS.USER.FAQ.LIST} ;
// Z3t: "/api/user/faq/list"

// B 2. 22X EH URL AR

const url = FULL_API_URLS.USER.FAQ.LIST;
// Z3t: "/api/user/faq/list"
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3) 021 2= Az

import { ErrorCode, ErrorMetaMap } from '@iitp-dabt/common’;

// Oled H™el
if (!response.success) {
const errorCode =

const errorInfo =

console.log (" Ol &

A,

1) FAQ 8¢
IS ID Icy
(BZX) (B X)
2) QnA &4
=1=41)) acy
(Bt x) (Bfx)
3) SXAFe R
A D
G gk ZX|
S AI&E‘" _CT;_
E O|HE Z

response.errorCode;

U
ofm

0K
Ofm

ErrorMetaMap|[errorCode];

all
In

160/ 162

faqg_type

gna_type

[}
1):]

|
Hn
oot
M

nx
od

|J
iZ(f
oo
B

General Notice
System Notice

Event Notice

${errorInfo.message} (${errorInfo.statusCode})’);

nx
od
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4) B2|xt o2

IS D acdy 2ot 2j|d a9
S-ADMIN A0 22| X} S DE MO EHR (REXAE 22| g
ADMIN Tai=IPN, St ZHIX Sl ALZX} ghe| Aot
EDITOR ol C|E N ElgS ZHIX HE Aot
VIEWER g S E o Mg Aot
11.7 HQt 7|

L
1) M8 Hot J|5
QIE o At
o JWT(JSON Web Token) 7|t Q1= A|AE
» Access Token (15&) / Refresh Token (7)) £2|
o beryptE ALESH H|ZHS A (Salt Rounds: 10)
o g 7|8 A3t 22| (Public/User/Admin/S-Admin)
2Z A LA
o 20 HZ/AI 0| 7|Z (IP =24, User Agent Zg})
e API 2= 21 XI5 7|E (accessLogMiddleware)
o AEXt S 0|3 =X (sysLogUserAccess)
Ho|E| BES
o HZHD WE K& ZX| (berypt sH4)
o 3A H4 AS5S} (decrypt FEEIE])
« CORS d%&& 8¢t =X |zt
n P~
2) ML H
o XA 8Kt
o FE UAZEXL =X, EEZA =g He
o beryptE ALEH THEFSE 6 A
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