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1. Backend 7|2

1.1 Backend g 9l HHe|

[ITP DABT Admin2| Backend= A|AHIS| SHA H|XL|A 2|10} |0|E M2|E HESH= API AHYL|CE.

111 F2 9
1. REST API A|H{ H|2

o 220|211 E(Frontend)2t HIO|E{H|O] A AtO|2] SAAL
« RESTful #&g 2= API AEZQIE X|Z
« JSON 4| 2F/SH Xz

2. H{EL|A 23] X2|

o AMEX S
o CIOIE 4y, £3, AH|
X

o ST
3. HIO|E{H|o| A AHE

o PostgreSQL H|O|E{H|O| A2} S 4
o Sequelize ORM2 E3t H|O|F B2
o ETTM Hi2|

4. AF/017t 2|

e IWTZ|HHEZ YZ U HS
o gt 7|8 M2 X (RBAC)
o Sliding Session2 &%t EZ Xt& 4l

5. 27 % BL|E

« APIHZ ZOXE7IE
o O =5 3l C[HZ

o ZtAI 21 (Audit Log) 22
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1.2 Backend O}7|ElX| 7|2

1.2.1 4| of7|Ellx] 1 M

= AMAHI2 Express App — Router — Middleware — Controller — Service — Repository 71X £

— O

(S LT,
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Client (Frontend)

[
| HTTP Request (JISON)

!

Express Application (index.ts) |
- CORS &3 |
- Body Parser (express.json()) |

- ®ol DlsYo S= |

|
\

Express Router (ZIE OHE) |
- /api/auth - authRouter
- /api/admin -» adminRouter
- /api/user - userRouter

- /api/common - commonRouter

|
s

Middleware Layer (OIS0 A Q) |
- accesslogMiddleware (RE/SE 2&) |
- trimMiddleware (CIOIEH &R&H) |
- authMiddleware (2! XM 3) |
- adminAuthMiddleware (Zt2|A #8h) |

I
{

Controller Layer |
- API UL

- Eg Hl./é)l al A

e
Im

- Service S |

- 2¢ urE (AZ2/0) |

Service Layer |
- HIEUA 22 Hel |
- dg M3 |
- EdME 2t |

S ol HMel |
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X

Repository Layer

- Hiolgdiols &2

- ORM #c| &

- HIoIe H& (Mapper)

|
s

Database (PostgresSQL)

1.3 7|= AEH

1.3.1 Core Technologies

= &
Runtime Node.js
Framework Express.js
Language TypeScript

1.3.2 Database

=& 7lE
DBMS PostgreSQL
ORM Sequelize

22.X
4.x

5x

HH
12.x O|Af

6.x

1.2.3 Security & Authentication

=
T

HI

Authentication

jsonwebtoken

8/112
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I

&7 IlE 8
Password berypt H|ZH S S{A (salt rounds: 10)

Encryption crypto (AES-256-CBC) ot Ha st

1.3.4 Logging & Monitoring

= 7= 2r
Logger Winston =2 A|AH (3-File Strategy)
Log Rotation winston-daily-rotate-file UH 27 ZE|o|M

1.3.5 Development Tools

25 = 2c
Environment dotenv 2hE Ha 2
Build tsc (TypeScript Compiler) TypeScript — JavaScript Het
Process Manager PM2 DTENA 22| W ST IHA|E

1.3.6 Common Package

-.?r o7 [x| g

HI

Shared @iitp-dabt/common BE/FE Z& QY2|E| & EtQ

1.4 X101 2

IITP DABT Admin Z2HE O}7|ElX J}0|E : T=2HE HH| o7 | dY
[ITP DABT Admin Frontend &A| A7 A : Frontend 7H'& &=

AP #Z XM : APl AT AbA|

M BT 5! M%| 710| = : M HHE/AX|/A Jto|=
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2. Common I§7|X] AFM|

2.1 Common I}§7|X| 7|

HM PN ==HE Ot7[ElN J10[= 2.3 & X

I§7|X|H: @iitp-dabt/common

7|5: Backend®t Frontendd|A] 3EQZ AI25t= REIZ|E|

« &= TypeScript=2 %4
o 2 o|=M 22 (Node.js, React S &)
« BE/FEO|A Sct AT 22| 3L EIY AFE

=M

o BE/FE 7! EfQ EX| €tX]
o AZ 2X =2 XA
o API QX/SEEIY AUX| EE

22FR I

e
22143
BackendO|M 28 AZ 7|sQILICT.
oy AHS:

o O|HY YAl HE (RFC 5322 EF)
o ControllerdlX] 2921, 3|7t A| AL
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HYUHS HS:

o U= =H (weak, medium, strong) FEO|AM H|ZHD A0 HAF

isvValidName(name: string): boolean

isvalidAffiliation(affiliation: string): boolean

Al A
-/ a0

of &

[ ]
I
0t
ol

22 6lAl (Backend Controller):

import { isValidEmail, isValidPassword } from '@iitp-dabt/common’;

// 2RAIY RFE &3
if (!isValidEmail(email)) {
return sendError(res, ErrorCode.INVALID_ EMAIL);

}

if (!isValidPassword(password)) {
return sendError(res, ErrorCode.INVALID PASSWORD);

2.2.2 EIY] M| (types/)
APl 23/S EIQl:

e Backend Controller? 2&/2E¢t EFQ
e Frontend APl S & A| SUTHEIR AR
o EIROHHM HE

o2 IE:

o A|AHEIMA o2 ZE HO
o BackendOi|M 0f|2] SE Al A2
o FrontendO|AM 0|2 M2| A| S ZE M3

]|

£ 3c ¥4
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// el S IS

CODE_SYS_ADMIN_ROLES
SUPER_ADMIN: 'S-ADMIN',
ADMIN: 'ADMIN',
EDITOR: 'EDITOR',
VIEWER: 'VIEWER'
// &g fd D&
CODE_SYS_WORK_TYPES = {
BATCH: 'SYS-BATCH',
MANUAL: 'SYS-MANUAL',
USER: 'BY-USER'
s &

&2 Backend0l| A E& M3, Frontenddl|A Ul H[O] A| S

orC
2.2.3 API S =
Backend?| 2= API= S¥E SH #XE A8
interface ApiResponse<T> {
result: 'ok' | ‘'error';
datar?: T;
message?: string;
errorCode?: number;
}
43 SE oAl
{
"result": "ok",
"data": {
"userId": 123,
II%%%"

"name" :

ol2] SE OllAl:

2 A8
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"result": "error",
"errorCode": 14000,

"message": "OI0IY L= HIZLB SO SHIEX 2sUC."

2.3 0|21 3 H|A|

Backend?| 2= 0f|2{= Common I{7|X|0f| M=l ZEE AtEfL|CT.

2.3.1 0|2 = HeY

Hel =5 oAl 2=
11xxx 7| ol UNKNOWN_ERROR, VALIDATION_ERROR
12xxX eF o INVALID_REQUEST, EMAIL_ALREADY_EXISTS
14xxx Q1T Bt AUTH_INVALID_CREDENTIALS, TOKEN_EXPIRED
15xxx A2 X} 2t USER_NOT_FOUND, USER_INACTIVE
16xxX = PN | ADMIN_NOT_FOUND, ADMIN_ACCESS_DENIED
17xxX FAQ & FAQ_NOT_FOUND, FAQ_CREATE_FAILED
18xxx QNA 2 QNA_NOT_FOUND, QNA_ALREADY_REPLIED
19xxx SX|ArE 2t NOTICE_NOT_FOUND
20xxx OpenAP| & OPENAPI_KEY_INVALID
21xxx ZE AC o+ COMMON_CODE_NOT_FOUND
22xxx NESET = SYS_INTERNAL_SERVER_ERROR

2.3.2 2 08| A=
2IZ 2t (14xxx):
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: AUTH_INVALID_CREDENTIALS - 0|02 E£= H]

e 14000

14001

14002

14003

2.

[

#

ret
rd

e 16000
e 16001

MEX

15000

15001

e 15002 :
e 12001 :

14004 :

[y

: TOKEN_REQUIRED - E2 2}
: TOKEN_EXPIRED - E2 0t=2

: TOKEN_INVALID - E2 2%
UNAUTHORIZED - 015 Z@

—

-Hst gl

— - HAO

: FORBIDDEN

: ADMIN_ACCESS_DENIED - Zt2|x} H3t &

(15xxx):

: USER_NOT_FOUND - At2X} 2lg
: USER_INACTIVE - H|&M AH
USER_DELETED - AtH|2l AH

EMAIL_ALREADY EXISTS - 0|HY ==
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3. Backend AMA| A A|

3.1 AT E90f O}7|EllX

3.1.1 M| X2| SE AN

ALIZ|R: AF2X}Tt POST /api/auth/user/login RES HUj= AR

157112
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Client Request
POST /api/auth/user/login
{ loginId, password }

|
{

Express Application (index.ts)

- CORS OISHI0 &
- Body Parser (express.json())

- req.body I}4l &2

|
!

accesslLogMiddleware (&)

- requestId M4 (UUID)
- QE AME A JIF

- req.requestId XN &

|
J

Express Router OHZ

- URL: /api/auth/user/login

- Router: authRouter

- Route: POST /api/auth/user/login

Controller: userLogin

|
J

dREHE OI=3AH HMQ! (routerMiddleware)

1. accessLogMiddleware (0|0 &Al&E, AZ)

2. trimMiddleware

ne
2

- req.body & Xt
- Xss 53 X
3. authMiddleware (2/&
- dataOnly M2l AlE

|
J
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Controller (userAuthController.ts)

- logApiCall() S (API 0¥ =232)

- @& It4l: req.body.loginld, password

- d3&: Common IH3|Xl validation

- IP =4 F=F: extractClientIP()

- User-Agent &713t: normalizeUserAgent()
- Service S &: loginUser()

- 85 Bte: sendSuccess() / sendError()

I
{

Service (userAuthService.ts)

- HlE2UA 278 28

- Repository S =: findByLoginId()
- H2EHsS H3S: berypt.compare()
- JWT M4 : generateAccessToken()
- Refresh Token 244

- 27 JI=: logApiCall()

|
!

Repository (openApiUserRepository.ts)
- Sequelize Model: OpenApiUser
- DB Fc| &&:
User.findOne({
where: {
loginId: ?,
delYn: 'N'
}
}

- OIOlE Bt&: User 2HA

«—

Database (PostgreSQL)

SELECT * FROM open_api_user

WHERE login_id = ? AND del yn = 'N'
LIMIT 1
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!

| Repository » Service - Controller |

| - CIOIE #8 (Mapper) |
| - BIEUA 2 He |
| - 22 dolE 24 |
|

|
J

| - res.send() Jt2XHDI |
| - S A2t A& endTime - startTime |
| - 22 0=: |
| accesslLogger.info(

| "POST - /api/auth/user/login,

| 200, true, {requestId}, 45ms"
|

|

|

)
- access-YYYY-MM-DD.log It 0l X & |

|
!

| HTTP Response

|
|
|
| status: 200 OK |
| Body: {
| success: true,
| data: { |
| token: "...",
| o |
| |
| |
| |
| |

refreshToken: "...",

user: { ... }

3.1.2 O|=5i0] H|A|

Backend? ZE @Me C}2 0|EY0E

mjo

HELICE.

OjSello] & =A:
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. CORS OI=90 (app.use(cors(...)))

. Body Parser (express.json())

. accesslLogMiddleware (API &2 21 &= JIF)

. trimMiddleware (23 CGIOIE 38 HH)

. authMiddleware / adminAuthMiddleware (°9!Z/Z&t)

. Controller &/&

a U A W N R

2} njS o] 4.
1. accessLogMiddleware

e DEAPI QN/SH XIE 7|E
e access-YYYY-MM-DD.log I}!0f| &{Zt
e Method, URL, Status, Duration 7|2

2. trimMiddleware

o 2K O|O|E Q| 2XIE AT 28 Xtz HA
o XSS 34 HiX|
o H|O|Ef M3t

3. authMiddleware

s IWTEZE ZHS
o reg.user O AFEXF ME K&
« Sliding Session X{2|

4. adminAuthMiddleware

o authMiddleware &% = =7t X3
e userType === 'A’ gtol
o ZE[XHHE APIO| HE
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3.2 CHERZ =X

be/
F— src/
— controllers/ # HAEEH (API HEIHLOIE)
|  }— admin/ # 2k AESE
| | | adminAccountController.ts # S0 HE 2l
| | F— adminAuthController.ts # 22l 213
| | F— adminController.ts # 22X Z=2H
| | | adminFagController.ts # FAQ 2cl
| | |— adminNoticeController.ts # SKIALE 2tel
| | — adminOpenApiController.ts # OpenAPI J| &
| | | adminQnaController.ts # QA 2|
| | L— userAccountController.ts # AMEL HE 2tel
|  — common/ # 3 HEE
| | F— commController.ts dAx3a, HA
| | L— commonCodeController.ts s ZE
| L— user/ # AST HESY
| — userAuthController.ts # AISX oIS
| — usercController.ts # ALEX 223
| — userFaqController.ts # FAQ X3l
| F— userNoticeController.ts # SAAE X3
| |— userOpenApiController.ts # OpenAPI J|
| L— userQnaController.ts # Q&A
|
— services/ # HELIA 28

F— admin/
— adminAccountService.ts
F— adminAuthService.ts
— adminFagService.ts
— adminNoticeService.ts
|— adminOpenApiService.ts
— adminQnaService.ts
— adminService.ts
L— userAccountService.ts
— common/
| L— commonCodeService.ts
L— user/

— userAuthService.ts

— userFagService.ts

— userNoticeService.ts

|— userOpenApiService.ts
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[ITP DABT Admin Backend A 7| A

— userQnaService.ts

L— userService.ts

|
|
|
— repositories/ # OOIH &2 AS
| |— openApiAuthKeyRepository.ts
| |— openApiUserRepository.ts
| |— sysAdmAccountRepository.ts
| |— sysCommonCodeRepository.ts
| |— sysFagRepository.ts
| |— sysLogChangeHisRepository.ts
| |— sysLogUserAccessRepository.ts
| |— sysNoticeRepository.ts
| L— sysQnaRepository.ts
|
F— models/ # Sequelize 2& X9
|— openApiAuthKey.ts
— openApiuser.ts
— sysAdmAccount.ts
— sysCommonCode.ts
— sysFagq.ts
|— sysLogChangeHis.ts
|— sysLogUserAccess.ts
— sysNotice.ts

commonCodeMapper.ts

fagMapper.ts

|

|

|

|

|

|

|

|

| |— sysQna.ts

| L— index.ts # 29 =J|3t

|

F— routes/ # 2I2H (API 22 HO9)

| — adminRouter.ts # /api/admin/*
| |— authRouter.ts # /api/auth/*

| |— commonCodeRoutes.ts # /api/common-code/*
| — commonRouter.ts # /api/common/*
| L— userRouter.ts # /api/user/*

|

— middleware/ # 0IS30

| | accessLogMiddleware.ts # API H2 27
| — authMiddleware.ts # IWT 213

| | trimMiddleware.ts # OOIE E™

| L— index.ts # 0S40 S8
|

— mappers/ # OIOIEl &8 (DB o API)

|

|

|

TTT

noticeMapper.ts
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|— openApiMapper.ts
qnaMapper.ts

|

|

.

| | utils/ # SEClEl &=

| | | apiLogger.ts # API 22 T

| | | auth.ts # AE A g

| | | authKeyGenerator.ts # API J| M4

| | | commonutils.ts # 38 RE

| | | customErrors.ts # HAE 0Ol

| | | decrypt.ts # AES-256 =353t

| | | errorHandler.ts # Ol sHsSed

| | | jwt.ts # IWT MH/HS

| | | logger.ts # Winston 2 i

| | | queryParsers.ts # Fcl ItA

| | | response.ts # S N

| | b timeUtils.ts # N2 R€

| | '— trimutils.ts # Eg R<

.

| | types/ # TypeScript Etel HO

| | '— express.d.ts # Express =& Eig
|

| L— index.ts # OHE2IAHO0IE NYH

|

— scripts/ # SEClEl A3"E

| | build-info.js # 94 XY

| | dev-watch.js # Y 2 2Al

| b encrypt-env.js # 2E B 253
| L— test-password-hash.js # H2HS dla HAE
|

— logs/ # 20 IY (s M4)

| F— app-YYYY-MM-DD.log

| |— access-YYYY-MM-DD. log

| L— error-YYYY-MM-DD. log

|

— dist/ # 2= ZZ2 (TypeScript » JavaScript)
— node_modules/ # 24

— .en # 83 ¥x (6it M)

— .env.example # 23 2 OlAl

|— package.json
— tsconfig.json

L— README.md

221112
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3.21 ClHESE A

src/controllers/:

src/services/:

HELIA 2% A5
Hot K3

Repository @&
o[ X2

src/repositories/:

o CO[E{H[O|A HZ2
o Sequelize 2| A3
o GO[E Hhet

src/models/:

e Sequelize 2 M9
o E||O|Z A7|Ot

o A MH (associate)

src/middleware/:

PSP
ot H[=3
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> 0O -y
4. 15 8 Het N3
B M| A MM L T=HE o7 |ElX 7t0|= 3% A x

4.1 JWT EE {1Z

4.1.1 Access Token Payload

interface JwtPayload {

userId: number; // AEXH ID (user_id or adm_id)
userType: 'U' | 'A'; // AFEXF Bt (U: User, A: Admin)
role?: string; // AdminQ! B g D= (S-ADMIN, ADMIN, EDITOR, VIEWER)
iat: number; // Issued At (23 AlZ})
exp: number; // Expiration (BtZ2 AlZ})
}

4.1.2 EZ MM oA

AFEX 239

const accessToken = jwt.sign(

{
userId: user.userld,

userType: 'U'

s
JWT_SECRET,

{ expiresIn: '15m" }

)5

ok 2

IJ
|-O
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IITP DABT Admin Backend & HA|Af

const accessToken = jwt.sign(
{
userId: admin.admId,

userType: 'A',

role: admin.roles // 'S-ADMIN', 'ADMIN', 'EDITOR',

}s
IWT_SECRET,

{ expiresIn: '15m"' }
)5
4.1.3 Refresh Token
7|s: Access Token M52
otz AlZh 72

X & fIXl: Frontend LocalStorage

Rolling Refresh: E2 M% = A| Refresh TokenT™ 74 A4

4.2.1 authMiddleware

]I|‘°E': src/middleware/authMiddleware.ts
IS IWT EZ2 AS S A EX R =&

=Xt
|

M:

H>

25/ 112
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IITP DABT Admin Backend & HA|Af

Authorization OlH0I M Bearer E2 F&
. JWT_SECRETSZ E2 &Z

. PayloadWl Al AIE2X 8 =&

. req.userOl 28 H&

{

userId: number,

A W N R

userType: 'U' | 'A',
actorTag: 'U:123' | 'A:456',
admRole?: string

}

5. Sliding Session XZl
- E2 MENX 22 012 4o
- M Access Token M4
- 89 dldol =JF (X-New-Access-Token)

6. next() ==

oiz] X2

« E2 9IS — 401 (TOKEN_REQUIRED)

« EZ 0IE , 401 (TOKEN_EXPIRED)

o« E32 2% — 401 (TOKEN_INVALID)
HE 4k

o -

® /api/user/* - AFEXE HE API
o /api/admin/* - #2|X} API (adminAuthMiddleware2t B7H|)

4.2.2 adminAuthMiddleware

]II'OE'Z src/middleware/authMiddleware.ts

N
o

- otg| X} Hst skl

- = =

SE &M
1. authMiddleware &3 (HXA)
2. req.user.userType === 'A' Z0I
3. Admin OtLI™ > 403 Forbidden
4. AdminOl™ - next()
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[ITP DABT Admin Backend & #|A{
HE o4
e /api/admin/* EE= ZE[Xt API

Xl
o -

Jim

o userTypelt &3 (Y2 Controller®i A X|3)
o 2= Admin (S-ADMIN, ADMIN, EDITOR, VIEWER) £t

4.3.1 29X A 22| (S-ADMIN H )

HE|XFAHE 2e

N
olr
>
|>

E
icl
n
Ral
a
n
I

export function isSAdmin(adminRole: string | null): boolean {

return adminRole === CODE_SYS_ADMIN_ROLES.SUPER_ADMIN;
}
H3aolg
1. et &S S YX|: L Admin0| 2Q/= S-ADMINSZ SHdt=
2. MAH Kot iy 2EX AY 2al= 210 At 2R
3. A FA: It o A S ROIUER B3| 7|15
HE API

® POST /api/admin/admin-accounts -‘E‘Ooqxf *c'i)g
e PUT /api/admin/admin-accounts/:id/role -

of
|
e DELETE /api/admin/admin-accounts/:id - 23X} AFA|
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H|3 A0 Al: errorcode.FORBIDDEN (403)

A2 oAl

export const createAdminAccount = async (req: Request, res: Response) => {
const adminRole = getAdminRole(req);

// S AAE 22| Xt CHE 22l A MA Dt

if (!isSAdmin(adminRole)) {
appLogger.warn(" [createAdminAccount] &8t 2=: role=${adminRole}");
return sendError(res, ErrorCode.FORBIDDEN, 'S-ADMIN #©st0| 2R &LICH.");

or

// BIE2LIA 28,
1

N
oir
>
|>
g
kU
[N
rr
fiva)
k1
H
o
Pal
ra
e
ox
N
oIr

export function checkSuperRole(req: Request): { adminId: number, isSuper: boolean } | null {
const adminId = req.user?.userld;

const adminRole = req.user?.admRole;
if ('adminId) return null;

return {

adminId,

isSuper: adminRole === CODE_SYS_ ADMIN_ROLES.SUPER_ADMIN
}s

HE API:

e POST /api/common-code/groups - = 15 MM

e POST /api/common-code/codes/:grpIld - Z&= AR M
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e PUT /api/common-code/codes/:grpId/:codeld - T= +7

o
e DELETE /api/common-code/codes/:grpId/:codeld - T = AfK|

K3 Ao Al: Errorcode.FORBIDDEN (403)

4.3.3 AF2X} A|™ 22| (ADMIN 0]4h

7l

or

2t ALEAL A 2E|= ADMIN O] & 22

|3 g4 nhasUserAccountEditPermission(adminRole) (A Q&%)
4%l F2¥: isAdmin(adminRole) (2= Admin 518)

SRl

export function isAdmin(adminRole: string | null): boolean {

return adminRole === CODE_SYS_ADMIN_ROLES.SUPER_ADMIN ||
adminRole === CODE_SYS_ADMIN_ROLES.ADMIN ||
adminRole === CODE_SYS_ADMIN ROLES.EDITOR ||
adminRole === CODE_SYS_ADMIN_ROLES.VIEWER;
}
M3 ol
1. M8 Y, 0|8 S oI EE H2 Hlet

e POST /api/admin/user-accounts - AFEX} AHA
e PUT /api/admin/user-accounts/:id - AFEXt +H

e DELETE /api/admin/user-accounts/:id - Af%ﬂ' é,"Iﬂ

4.3.4 28X Y (EDITOR 0]%)

FAQ, Q&A, 3X|AteH2 EDITOR Ol & HE Jts

N
oIr

=
|1

84 hasContentEditPermission(adminRole) (*e"71| 9—|E)
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7

export function hasContentEditPermission(adminRole: string | null)

return adminRole === CODE_SYS_ADMIN_ROLES.SUPER_ADMIN ||
adminRole === CODE_SYS ADMIN ROLES.ADMIN ||
adminRole === CODE_SYS_ADMIN ROLES.EDITOR;
by
H3ols
1. g 22]: VIEWERE X33t 75
2. BEIX E #2|: EDITORE 2&% #a| M A&
Y A =7t FHXE AN/SHYER HE| 7|2
HME API:

e POST /api/admin/fags - FAQ AAM

e PUT /api/admin/fags/:id - FAQ %

o DELETE /api/admin/fags/:id - FAQ &K
o Q&A, SXAIEE S

4.3.5 2| Hot (2E Admin)
7|s: =2l= 2E 22Xt Its

|3 &4 isadmin(adminRole)

St o
=

--—

1. VIEWER 9&t H& VIEWERE= X3\t 7S
2. HO|E| M. = 22|X}7F 0] =3 4 2
3. ELIE-'EO.I: AlAE‘II MEH §|+9_|

— O O

ME

of
A 7}

ofr et

8 API:

GET /api/admin/user-accounts - APEI EE
GET /api/admin/fags - FAQ =5

GET /api/admin/gnas - Q&A =5

7|E} RE X3 API

30/112
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H|3 A0 Al: errorcode.FORBIDDEN (403)

4.3.6 At M3 g+ =5

san 518 ozt 25 T2l 9IK
Iy E
isSAdmin(role) S-ADMIN 213 utils/auth.ts

hasAccountManagementPermission(role) S-ADMIN utils/auth.ts

ArEXt AIE
hasUserAccountEditPermission(role) ADMIN+ o I utils/auth.ts
—d
hasContentEditPermission(role) EDITOR+ ZHX ME utils/auth.ts
ALL L
isAdmin(role) . 3| Hot utils/auth.ts
Admin
checkSuperRole(req) S-ADMIN sSg dn utils/commonUtils.ts
getAdminRole(req) - oot == utils/auth.ts

MA| g B2 Y AL ofJA]: ZZ=HE 0t7|ElX] 10| = Appendix C
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4.4 #ot Hl3 Flow

[Client Request]
POST /api/admin/faqs
Authorization: Bearer <token>
!
[accessLogMiddleware]
- API E2 2711 JIE AlE
!
[trimMiddleware]
- @& OO 3% HAH
l
[adminAuthMiddleware]
> [authMiddleware]
Fowr 25
} payload ==&

} req.user &3

L sliding Session X3

(BB 22 ® » M 2 M4)

Ls [userType X 3]

userType === 'A'?

I Yes » next()

L No - 403 Forbidden

{
[Controller &18H]

} getAdminRole(req)2 %& ==
P2 M3 g8+ 52

| 0l : hasContentEditPermission(adminRole)

>

i

ro
I

|
F =
| } Yes » service &=

| L No - 483 Forbidden

|
L service » Repository - DB

- 8Z: 200 0K + data

- 0l2d: 4xx/5xx + errorCode

|
|
|
| | { userId, userType, actorTag, admRole }
|
|
|
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[accesslLogMiddleware]
- API B2 211 JI§ &g
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\J

|S: Lt ALEXI7L O|H| Yot H|2HS 2 A|A-I 2015H= 7|5

X2 Flow:

. 2F AHZS (Common WI|X HS &=)
- isValidEmail(email)
- Y s 20l &l
2. DB £3| (open_api_user)
- login_idZ AIEX x=3
- status, del_yn &0l
3. UI2¥HS Hlu (berypt)

[y

- bcrypt.compare(plainPassword, hashedPassword)
4. JWT M4 (userType: 'U')

- Access Token (15%F)

- Refresh Token (7g)
5. 27 JIE (sys_log user_access)

- log_type='LOGIN', act_result='S"'

6. S g

DB HI0|S H=:

Hlo|= g a3

P
Tot

open_api_user A2} olE MH 3ol
El

sys_log_user_access Mo 27921 0[H 7|

Error:
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o O|H|Y YAl QF — ErrorCode.INVALID_EMAIL (400)
o AMEXH Q2 — ErrorCode.USER_NOT_FOUND (404)

=

o HIUHS EUX| — ErrorcCode.AUTH_INVALID_CREDENTIALS (401)

AE H[ZS — ErrorcCode.USER_INACTIVE (403)

MHE AE — Errorcode.USER_DELETED (403)

MZ &3} Access Token + Refresh Token 25, 201 MEf RX|
2t APL: POST /api/auth/login (&M= APl FZM & xX)

5.1.2 22|x} 219

7I's: H2|Xp7t O] Yot H|LHS 2 A|AHIY| 23215HH, HEH(Role) HE T & BH2HEIL|CL
X2| Flow:
ggaé

2. DB £ 3| (sys_adm_account)
- login_idZ& &2k =3
- status, del_yn &0l
3. UI2¥HS Hlu (berypt)
4. JWNT MA (userType: 'A', role L&)
- PayloadOll roles Dt
5. 271 JIE (sys_log_user_access)
- user_type='A', log type='LOGIN'
6. 82 B2 (role 2 &g

DB H|O|E X

Blo|2 g= Mo

sys_adm_account el 22| X} Q1= 8l At M- 310l

sys_log_user_access MM 22| X 23921 0| 7|12
Error:

o 27} ZI2|Xt Q12 — ErrorCode.ADMIN_NOT_FOUND (404)

AF2X} 23213t9| k10|
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o AEX}E: role ME QIS
o H2|X}: role HHE ZEH(S-ADMIN, ADMIN, EDITOR, VIEWER)

28 API: PosT /api/auth/admin/login (&M= APl &AM & X)

5.1.3 E2 2

7|5 Access TokenO| Bt2 &R} S I Refresh TokenS AFE6H0] M| EE8 digtdl= 7|

or

2| Flow:

1. Refresh Token &Z (IWT)

2. EE otg ol (7 OlW)
3. M Access Token M4
- 52 ¢ Payload AIE

4. M Refresh Token 44 (Rolling Refresh)
- 2ot 235

t &t

vl
o

DB EH|0|E %X

Elo|S 25 Add
=] - Refresh Token A&t (DB EZ 813)
Error:

o Refresh Token 812 — ErrorCode.TOKEN REQUIRED (401)
o Refresh Token Zt= — ErrorCode.TOKEN_EXPIRED (401)
o Refresh Token 2 — ErrorCode.TOKEN_INVALID (401)

Sliding Session2}2| x}0]:

o Sliding Session: 2= 2& & At& A4 (ALEX} 21X £EY)
o Refresh Token: &t 0t= 2 MZ (HA|H @H)

|d]

b2 API: POST /api/auth/refresh (&M= APl A &ZX)

"

o2

3 D2 HE OfF[EK 0| MM 43 - E3 LS HFHLIS B
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IITP DABT Admin Backend & HA|Af

5.1.4 ALK} 2|71
7|s: L AFEXIt O|H|YL o HIRHS E M3 A S MMSH=E 7|5

X2 Flow:

1. @& &3 (Common IHI|XI)
- isvValidEmail(email)
- isValidPassword(password)
- isValidName(name)
2. 0|IY == =02l (open_api_user)
3. HIYHS G4 (becrypt, salt rounds: 10)
4. DB M4 (open_api_user)
- status: 'ACTIVE' (JI23})
- del_yn: 'N'

g gttt (userlId)

-

w1
0l0

DB EH|O|E X=X

EHlo|= 8
open_api_user X3 oMY =E£ =0l
open_api_user Mo M AFEXFAE 44

Error:

>

oM = — ErrorCode.EMAIL_INVALID FORMAT (400)

[ ]
o
=

=

e

rE ne

ok ofy ogt

oY J g

Q
— ErrorCode.EMAIL_ALREADY_EXISTS (409)
% AI§ — ErrorCode.INVALID_PASSWORD (400)

(o]
[00)
R
=
rl:l

XyEZ At 0|22t
I§ — ErrorCode.VALIDATION_ERROR (400)

oY 0R
o HO
= M

o ©

[ ]
o

re
n

2 AP POST /api/user/register (&M= APl #ZAA &X)

o
-_—
3
=]
=
o
ol
Ji
Ik
e
>
c
o
5

Jl5: S| #7tY H oMY F40| S5 HEE &Qlot= 7S
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X 2| Flow:

N
|w)
lvs)
Ve
[e]
©
D
|3
Q
©
o
c
(V)]
D
]
=
T
m
el
m
=
(]
[0/¢]
.
>
|
.
Q.
]
avl
p

Elo|= g

vl
Tot

open_api_user

Error:

o Ol @A 2F — ErrorCode.EMAIL_INVALID_FORMAT (400)

=5 { isAvailable: boolean }

0l0

e

# API: POST /api/user/email/check (&A= APl #ZAA &X)

5.2.1 A2 22 X3

IS HE[XE7L FA AEX S ES Z2lot HMEEYSH=E 7S

—

At D= #2|X} (VIEWER &)
X2| Flow:

38/112
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#H&t M3 (isAdmin)

. FAcl met0le ora (HOoIKl, HMH, EH)
B X3l
lél—

(open_api_user)
FEt

A W N R
o

0l
rc

DB H|0|E & =:

EHIO|=S g

open_api_user Eel ALEX =58 9 AE

# 2| m2}ojE:

e page: HO|X| HZ (7]&: 1)
e limit : HO[X|Y 7= (7]2: 10)
e search: AMO] (Olg, o|H

e status : MEl ZE (ACTIVE, INACTIVE)
Error:

. T2} oby  HE AR

re

# API: GET /api/admin/user-accounts (&A= API FEA &xX)

st ADMIN O] A

X2 Flow:
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=
r
o

X
2Z (Common IHI|XI)
- isvalidEmail()
- isValidPassword()
- isvValidName()
Lol == &l

. HIZ2HS GHA (berypt)

3

[N}
FO
0t

r

(open_api_user)

N v b ow
=)
@
0z
X

E|0|=
open_api_user
open_api_user

sys_log change_his

Error:

5.2.3 AlE2X ME £H

15 MEXL| O|F, 2%, AE o

st ADMIN O] A

X 2| Flow:

. HE 27 JI=E (sys_log_change_his)
=2 g

kA
lot

0=
0x

0=
0x
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1. s X3
2. AHEX EM =0l
3. R& &3
4. DB Y OIOIE (open_api_user)
5. #& 21 J|IE (before/after)
6. g &

DB H|0|S & X:

EH|o|= gk
open_api_user e
open_api_user £

. A A
sys_log change_his (SN

Error:
o AEXI IS
o AH|EI AFRX}

5.2.4 A2 X} AtH|
 AFEXLAEE =2
- ADMIN O] A

2| Flow:

5l
ro
é
m

=

>
>

F

M =ol

FHl (del_yn="Y', deleted_at=NOW())
21 JIs

Bt

—

o0
>.

J

0y

JaoR e r
oo rE v

it
rig

eSS

DB H|O|&

18°2

HIolE

7|1Z (JSONB)

Mo et 715 (27 7ts)
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EHlo|= 8 49
open_api_user el A CHA AFEXE &7 =2l
open_api_user > =2| AH X 2| (del_yn="Y")
sys_log change_his Mo Ax o™ 7|=

Error:

o MEX IS

. 0[0] AR|E AFRX}

n
1z
=

SHX| &S (Soft Delete)

715 MEfo o2 ArEAL AIF S o Mol =2] AX5h= 7|s

st ADMIN O] A

2| Flow:
1. s M2
2. AA2X ID BHE & Z (userIds: number[])
3. EAHME AIH
4. 2t AFEX = &0l
5. 22 =2l &M (del_yn="Y' &%)
6. HE 221 L& J|I=
7. EHME HE!
8. SE P& (d3/41 M=)
DB H|0|E &=Z:
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EHlo|= 2r a4
open_api_user el CHAN AP XHE =X &0l
open_api_user es ol2f AR} U =] ALK
sys_log change_his Mo Ax o] Y& V=
Error:
o Mot glE — Errorcode.FORBIDDEN (403)
. YR AIET 9l - EATH B4
o EZHIHM A — ErrorcCode.DATABASE_ERROR (500)
z8 5%
o EfMM BHE: MK M3 E= MA| Aoj
. S8 A1 M. ST Lot 25 B
o AOf &M 8BSt MINSHALEX} ID S5 WS
2t API: POST /api/admin/user-accounts/list-delete (&M= APl A EX)
 ~
5.2.6 At8XI ZZE X3
s 23 AHEXt7} | T2 HEHE X95t= 7|s
Heh ALEX 01T 2
X 2| Flow
1. &8 M3 (authMiddleware)
2. req.user.userld =&
3. DB £3| (open_api_user WHERE user_id = ?)
4., SE EHE (HIZHS [ Q)
DB EHI0|E &=
EHlo|= 2c a4

kA
Tot
M
o

open_api_user
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Error:

SH HlolH:

AT — ErrorCode.UNAUTHORIZED (401)

=
o
X} 218 — ErrorCode.USER_NOT_FOUND (404)

e userld, email, name, affiliation, status, createdAt S

e

H|2|: password (£2H)

52.7 AI2X 2T £H

M API: GET /api/user/profile (XAM|= API 24X &X)

7|s: AEX7F 2019 0| F, 2% S E=H g #d5t= 7|
Heh ALEX 0IZ e
X2| Flow:

1. &gk M3

2. & &3 (name, affiliation)

3. DB 2 0IOIE (open_api_user)

4, HE 27 J|= (before/after)

5. S Bret
DB HI0|= &=

EH|o|= 8

open_api_user 23| =2l AY =l

open_api_user >3 o224

sys_log_change_his A M HA o|H 7|2
Error:

o 215 41§ - ErrorCode.UNAUTHORIZED (401)

o T EE %2 5 ErrorCode.VALIDATION_ERROR (400)
28 7t UE
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o email (O|H|Y HE =71
e userld
22| Xpet HE T}

—

oIr

o status (

)

=

[

re

APIL: PUT /api/user/profile (MA|= API #4A &xX)

OlHS
5.2.8 At2XA H|2HS HE
7Is: ArEXIVH 2010 HIEHS E HESH= 7|5 (®IX H|2H= 2ol HR)
Heh ALEX 01T 2
2| Flow
1. A& M2
2. M HIYBS ZHE (bcrypt.compare)
3. M HIZ¥ S &H3S (isvalidPassword)
4. M HIZHS &l (becrypt.hash)
5. DB 2 0I0IE (open_api_user.password)
6. H& 21 JIF
7. 89 BHE
DB H|0|Z H=:
EHlo|= 8
open_api_user X3 o1l H[2Hz
open_api_user +=3 M H|EH
sys_log_change_his AM HLUHS HA
Error
o il H{ZHS =YX| — ErrorCode.AUTH_INVALID_CREDENTIALS (401)
o M HIZHS Z4F A — Errorcode.INVALID_PASSWORD (400)
o UIXf H|UHSOL S — ErrorCode.SAME_AS_OLD_PASSWORD (400)
Hot
o %X H|YH= H 2ol (Efelo| H|ZHT HE HX])
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« HEO[H ZAIEOJ|E
e berypt Mali & (salt rounds: 10)

e

# API: PUT /api/user/password (&A= API 3 A &xX)

5.3 24X} 22| (S-ADMIN M)

At 2

I

o BE API: S-SADMINEE B2 It

o e
5.3.1 2F%} S5 X9
7|55: S-ADMINO| ZK| 2%t Y 222 Z3stn AeER ELE 7|6
ek S-ADMINEt

X 2| Flow:

A8t M2 (isSAdmin)
#Hel oet0le WAl (D—IAH E'H)
. DB £3| (sys_adm_account)

=2 Cch
S =

A w N R
e

e

DB H|O|E X=X

Elo|S gk 29

X
ot
Mo
02
Pal
N
0z
%8
18
gt
ox
HT
4
ot

sys_adm_account

# 2| m2}olE:

e search: MO (0|E 0|D'||°E')
* role: t ZIE{ (S-ADMIN, ADMIN, EDITOR, VIEWER)

o SH
1=
e status : AME{ ZH
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Error:

o S-ADMIN ot S

e

5.3.2 X} MM
7|ls: S-ADMINO| M| 29Xt AH

#Hgt: S-ADMINEt

2| Flow:
1. #8 X3 (isSAdmin)
2. & &3 (Common IHI|XI)
3. 0|lY == =l
4. HIYHS A (berypt)
5. 9g &#3Z (S-ADMIN, ADMIN,
6. DB A& (sys_adm_account)
7. 93 g1 JIE
8. S Btat
DB EI0|E & Z:
B0l

sys_adm_account

sys_adm_account

sys_log change_his

Error:
o S-ADMIN 3t g2
e O|HY M @2 /FE
o H|ZHS HZ Alnf
o MREIIAY FL
T2 U

(=)
=

# API: GET /api/admin/admin-accounts (&A= APl #ZAA &X)

MNoD HBtg Hofets Jls
EDITOR, VIEWER)
8= A
x| oY F= ol
P M 28R A M (g T8
s SER MY 0l 7|2
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« 9% I S-ADMIN, ADMIN, EDITOR, VIEWER & &Lt

=2 &/ | 12
o HUHS U HS

2| Flow:
1. #& X3 (isSAdmin)
2. 2L EM ol
3. R¥ &3
4. DB YOIOIE (sys_adm_account)
5. #& =27 J|IE (before/after)
6. S Prat

H|o| = 8k a9
sys_adm_account 3 8 A 2R Ex] =l
sys_adm_account >3 29Xt 7|2 32 HO[o|E
sys_log change_his Mo HE M2 0|4 7|E

Error:

« S-ADMIN &gt g3

o (=)
o 22X QS

o AHIE 2SX}

re
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5.3.4 2K} Ag HEY

7l's: 2HX}te| HEH(S-ADMIN, ADMIN, EDITOR, VIEWER)S HZASIH Hst2 2057 Lt 3|5t 7| s
#Hst: S-ADMINEE

X 2| Flow:

(isSAdmin)

S0
/| —

M
02 rﬂ'
b=
I L_J
o=
Ol

>
=

oy

(S-ADMIN, ADMIN, EDITOR, VIEWER)
S

oo

L ©

ys_adm_account.roles)
£ (E2: role H& 0/)

w M
]

o v A W N R
o
@
e 1

00 r&
m oy
T H

rig

P
2

DB H|O|2

EH|o|= g 44
sys_adm_account X3 CH
sys_adm_account +3 e (roles) YOOI E

sys_log change_his M et HAH 0|y 7|&E (?::"Mg)

Error:

[ ]
¢

(o]

re o of JD>
=
Z
r
rot
£
gjo

n >

re nX Ho
net 19 g2
Iy

g N9 0o

T
oY KLU
>

H'|

o =OI9| S.ADMIN H&te HA 27}
o a

=
= =
g HE o[H ZA 210 7=

23 API: puT /api/admin/admin-accounts/:adminId/role (&M= APl #ZA EX)
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(=]
5.3.5 2HX} AtH|
7|15 RGXt AME =2|H o2 AtH|SH= 7|5

#Hst: S-ADMINEE

X2| Flow:
1. #& X3 (isSAdmin)
2. 2L EM &l
3. =0 AN ZX M3A
4. =2l AW (del_yn='Y")
5. ®HE 27 IS
6. S Bret

EHlo|IS g 49
sys_adm_account X3 APH| CHA 2EXE EXY 240l
sys_adm_account =3 =2| A X2 (del_yn="Y")
sys_log change_his M AR oo 7|=

2t API: DELETE /api/admin/admin-accounts/:adminId (&M= APl A & X)

st S.ADMINETE
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X2 Flow:

. #8t M3 (isSAdmin)
olg =4
. DB

H=
b B == )

sys_adm_account)

b} 5t

A w N R

Ol
10

X3
=

o

DB EH|O|E XH=X:

Elo|S 8

M
2

sys_adm_account 3 O|HY S5 22l (login_id)

Error:

o S-ADMIN &3t gl
o OHY A 25

0l0

E B5 & (trueffalse)

e

# API: POST /api/admin/admin-accounts/check-email (&M= APl ZAA|

mH
i}
|

5.3.7 29X}
o

|5 dEist o2 X AIEE o Hofl =2| AFsH= 7|5

—_

#Hst: S-ADMINEE

X 2| Flow:
1. &8 X3 (isSAdmin)
2. 29X ID BHE ZZ (adminIds: number[])
3. =20 ID Z& HE HMIA (Z& Al 8™ HF)
4. EHE AIH
5. 24 2SN =N 2o
6. €& =cl &N (del_yn='Y")
7. 88 27 22 J|=
8. EgiMHM 30
9. Y et
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DB H|0|& & =:

EHlo|S 8 494
sys_adm_account X3 CHAF 2HXE &1 =2tHel
sys_adm_account > o2 2GR L2 =2| AfA|
sys_log change_his M Ax ol Y& 7=

Error:

o S-ADMIN #3t 1S — ErrorCode.FORBIDDEN (403)

o HOIID X8 — ErrorCode.CANNOT DELETE_SELF (403)

Hooxiole |, EalxN Zul
2

Im ru9r

HXHM MO — Errorcode.DATABASE_ERROR (500)

HOb: HOl AIY ek Al TH| = HE
2t API: POST /api/admin/admin-accounts/list-delete (&A= API #ZA &X)

|'IJ

5.3.8 #|x} ZET X3
20013t p2|X|7} 2olo| TR L HEBE X3t J|s

Aok 2= 22[X}

2| Flow:
1. &8 X3 (adminAuthMiddleware)
2. req.user.userld =&
3. DB &3] (sys_adm_account WHERE adm_id = ?)
4., SY Bte (H2Bs H2l)

DB H|0o| S &
Elo|S =1 AH
sys_adm_account X3 SHolomz2ol MH X3
Error:
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|=

o Q1F5 Al — Errorcode.UNAUTHORIZED (401)
#2|Xt 1S — ErrorCode.ADMIN_NOT_FOUND (404)

[ ]
SH HolE:

e adminld, loginld, name, affiliation, roles, status &
o H|Q|: password (£9H

rd

& API: GET /api/admin/profile (A= API &AM &xX)

u A wWwN R
o
@
1%
a
o
Im
~
w
<
w
o
Q
=
)
o
0
o
c
5
‘—r
N

EHlolE
sys_adm_account
sys_adm_account

sys_log change_his

P
0 lot

1

0=
0%

Error:

e 215 A1 - Errorcode.UNAUTHORIZED (401)

o T4 EL S2f . ErrorCode.VALIDATION_ERROR (400)
+d 571 8

e loginld (O|H|& HE E7})
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o roles (P2 S-ADMINZH HE 7t5, HE API AIR)
o status

o]

b2 API: puT /api/admin/profile (AAMl= API #AA &X)

I

N
oir
e
u
A
N
M
o
10
o
iz
[E
ok
i
rE
ox
Ot
rr
N
or
o
=
E
iz
rE
tok
Jot
o
I

X2| Flow
1. &8 M3
2. &M HIZES HS (bcrypt.compare)
3. M BIZ28 S &3 (isvalidPassword)
4. M HIZES1S o4 (bcrypt.hash)
5. bB ZOOIE
6. B8 21 JI=
7. 8 Bret

EHlolE gk
sys_adm_account 23| AZH H]
sys_adm_account > M HIH

0=
0%
o
ne
T

sys_log change_his

ot
o
Ol
ne
m
3
3
o
]
A
o
Q.
®
n
o
=
I|'|'|
>
@
o
—
°
0
P
7
0
=
S
X
o
N
o
S
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o berypt MdH4 (salt rounds: 10)

e

& API: PUT /api/admin/password (AAM|l= APl &AM & X)

Het 312
o X3| (Public): 215 S22 (374 ZH %)
o X3 (User): ArEXL 215 (221 Q&A)
o Z3| (Admin): 22| Xt QIS (HH|)

o MM/AXANY|: EDITOR O Af

5.4.1 FAQ 212
(1) FAQ S& Z=3| (Public)
IS5 =L BHE FAQ S22 Z3E 4 AU IS

X2| Flow:

1. #Hcl otetoly mral
2. DB £3| (use_yn='Y', del_yn='N")

Sg ftet

0|

DB H|0|E & =:

Elo|= 8r a4
sys_faq X3 370 FAQ =5 Z3| (AF8 3¢ AT

Error: §'2

e

# API: GET /api/fags (MAMl= API #EAM & X)
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(2) FAQ MM

Ir

7|s: 22| X7 M2R2 FAQE ZH45h= 7S

or

OF

A3t EDITOR 0| A

X2 Flow:

. d8t M2 (adminAuthMiddleware)

(92 B N w N B
o
vs]
>
=
0x
—~
(7]
<
wn
-+
<))
e
~

Elo|= 8r o
sys_faq A M FAQ A4
sys_log change_his A M FAQ AMA 0| 7|12

Error:

o EDITOR O|& Hot 1S (HA 9k)

23 API: posT /api/admin/fags (&A= API #EA &X)

(3) PUT /api/admin/faqgs/:faqld (FAQ £ - Admin)

Hst: adminAuthMiddleware
1s: 7|1Z FAQ 3

X2 Flow:
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st M3
. FAQ =i &e¢l
.28 233
. DB SOIOIE (sys_faq)
L HE 20 08
=2 =]

a U A W N R

E|o|= 8r 4%
sys_fagq el =3 4 FAQ EX el
sys_faq >3 FAQ HH ¥H|0|E
sys_log change_his M HE M= 0|4 7|&E

Error:

« FAQ 212/ & H|E FAQ

2 APIL: puT /api/admin/fags/:faqld (&M= APl #AM EX)

(4) FAQ 4H|
7I5: FAQE =2|H o2 AMH|st= 7|5 (BF 7tHs)
23t EDITOR 0|4t
X2| Flow:
S
. FAQ EX =l
. =cl AH (del_yn='Y")

gHd 21 JIE
gHet

r
0

u A W N R
r

0l0
@

DB H|0|Z & =:
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E|o|=
sys_faq
sys_faq

sys_log change_his

Error:

. Aol

— - HAO

e FAQ i /0|0] AbH|E

re

#Hst: EDITOR 0|4
2| Flow:
1. @& M2
2. FAQ ID BHE &S (faqlds:
3. EHME A
4. 2 FAQ =M = ol
5. 22 =2 AN
6. HE 2] L& J|I=2
7. EHME HY
8. S utst

Elo| =
sys_faq
sys_faq

sys_log change_his

number[])
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AH| o FAQ ZX 2l
=c| A Xe

eLNEME

& API: DELETE /api/admin/fags/:faqId (&AMl= APl #AA &X)

a3
e FAQE ZE1 2l
2| FAQ €& =2 AH|

AT 0]2 Y 7|2
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Error:

5.4.2 Q&A |

(1) 22! Q&A X3] (User)

Jls: L ALEXE7E =2210] ZHdTt QRA =5

o

Z25t= 715

Hk: AR ol

ol

=he)
X2| Flow:
Ast M2 (authMiddleware)

req.user.userld £&

DB

kA

2| (sys_gna WHERE user_id = ?)

g gre

A W N R
-

010

DB HI0|S H=:

HIO|S g a9

P
ot
riT
o
[®)
go
>
i
Jhu
P
ot

sys_gna

Error:

o 215 A1 - ErrorCode.UNAUTHORIZED (401)

(2) POST /apiluser/qnas (Q&A =M - User)

At juthmiddleware — User 215
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IS AEXZE QRA EE A

X2 Flow:

sys_gna, user_id=req.user.userId)

A w N R
o
w
0z

T 0x
~

El[0| = 2r Mo
sys_ana 4 M QEA ZE2 MM (ALEXt )
Error
o 2IZ ATj
o 4t £&
2H4 API: PoST /api/user/gnas (MMlE APl #ZAM i X)

(3) MMl Q&A Z=3| (Admin)
7I's: HE2[X7t EE AFEXFC] QRAE X2[6t= 7|5 (HIS7H Q&A g

Aok D= H2[X}

M
]

M= (adminAuthMiddleware)

otetol e mhal

B X3
by

(
et

[

W
o

sys_gna &XAl)

A w N R
o

010
mn

DB E|0|= &=

Elo|= 2r Moy

A
ot

sys_gna HH QA =& (HIS7H Z&)
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#2| ot2to|E:

o status : &fEi EE (O|EH/FH2AR)

]

2

e search: A

f= =

d

EH APL: GET /api/admin/qnas (AAl= APl 72N

- EDITOR O] At

2| Flow:

As M3
. Q8A =T ol
g8 uHE 33
. DB ZOOIE (sys_gna.answer, answered_at)
L BHZE 20 JI8
=2 =]

QO v A W N R

DB H|0|S &X:

E|o|= Sk
sys_gna el
sys_gna £
sys_log change_his Mo

Error:

. B S
. Q&ASIS
+ 0|0] Z#E Q8A

82 Xz|:

Ax)
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. NEIS HHAR'R ¥

e

(5) Q&A =4
715: Q&AL AZ = HH
#Hsk EDITOR 0|4
DB H|0|2 &=
EHlo| =
sys_gna
sys_gna

sys_log change_his

Error:
o HOIOUS
e QRAGIS
=

(6) Q&A AtH|

LHE

# API: POST /api/admin/gnas/:qgnald/answer (&M= APl &AM EX)

715

=33 EL:
x3] 27 THY Q8A EA 2ol
23 Q8A B YH[0|E
2 #7021 7|2

# API: PUT /api/admin/gnas/:qnald (&A= APl #ZAA &X)

715: QRAE =2|MOZ MHSH= 7|5 (BT 7ts)

A3t EDITOR 0| A
DB H|0|2 %Ix-
Ello|Z
sys_gna

sys_gna

=13 My
x3| Al T4 Q8A =X ol

0

=] Al K2l

1
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=1

EIO]

N LERIE

s

sys_log change_his

Error:

oo
3

-l

jod
T

ol

« Q&A 8l

APl 2N & X)

L
—_

2 API: DELETE /api/admin/qgnas/:qnald (&A|

FAl

<l

mll
oll

k

(7) Q&A

t: EDITOR O 4t

At

X2 Flow:

H3

2. Q&A ID HiE &HZS (gnalds:

o st

1.

number[])

.

Kr

kd|
=
il

wi

Q%A =X &ol

JF
=

4.

ALK

Hr
ELl

oll

R0

i)l

o3

kd|
=
il

wi

o7l
o)

-

)
010

K
i
I

t

DB E|O]

Elo]

1ol
Kd

sys_gna

2| AfH|

Hl

ol

[Pl
=

o2 Q&A

sys_gna

A

sys_log change_his

Error:

oo
3

jod
T
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. U QBA S (ETUHM Su)
. ETM My

e

# API: POST /api/admin/qgnas/list-delete (&A= APl #AA &X)

Ast: Public
X 2| Flow:
1. #c2| Otetolge kAl

2. DB &3] (public_yn='Y', HAl JI2t W)

3. 84 Bt& (pinned_yn='Y' 2&)

Hlo|= 8k a4
sys_notice Eel S SXIAFE =3 (AIA| Sl ATt
F8 E%:

o 2 ZX|AFE (pinned_yn="Y' ) M HA|
o AA| 7|12t LHS| SXIAFT =3

|d]

F API: GET /api/notices (MMl= APl #ZAM £ X)

I

(2) SX|Are dd

d|

J15: HE[XIE M SAAES 2ot AlA| 712tE 2F5= TIs

r

At EDITOR 0|4
X2| Flow:
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1. s X3

2. R &3

3. HAl D128 B3 (start_dt < end_dt)
4. DB MA (sys_notice)

5. 84 21 JIE

6. g &

EHlol=
sys_notice
sys_log change_his
Error:

ErrorCode.FORBIDDEN (403)

o —
o L ZE 22l ErrorCode.VALIDATION_ERROR (400)
QF — ErrorCode.INVALID_DATE_RANGE (400)

(3) PUT /api/admin/notices/:noticeld (& X|AF2t £ - Admin)

i-l'cl’.'_l': adminAuthMiddleware

715 7|1E SXA =F
DB E|O|E #X
EHlo|IE gk
sys_notice el
sys_notice +=H
sys_log_change_his M

Error:
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o AAIZIZERF

e

# API: PUT /api/admin/notices/:noticeld (&M= APl #Z&A EX)

(4) SRIALE AR
IS SXAEE =X o2 MAstE 7|s (B 7Hs)
A3t EDITOR 0| A

DB EH|O|2 %t%x:

Elo|= 8F 49
sys_notice Eel APH| CHA SXAFS =X 2ol
sys_notice +d =2| A& X2
sys_log change_his MM AR ol 7|=
Error:
o HoHYS

A3t EDITOR 0| A

X2 Flow:
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i
Ao
>_
ool

|

1S
JZ
oo
=

1%

-
o

cTC
=

I

Pl
=

1y
=
Jo
e

o
>

N R
0 g

HU i

|

o i @
i 15!

J

Im g e ¥ |m oW
Jhu

J

0 N U W N R
o
>
=
x
W
—_
>D

0lo
oo
o
righ

1kas
£

DB H|0|S
EHlo|IE
sys_notice
sys_notice

sys_log_change_his

Error:
. Hstglg
. LR ZRIAY oIS (EAMTM Su)
. ETYM M

2k

=X

22| 35 £3

o

544

Paranoid Delete (&=2| 2tA]):

Okl

(o] X=)
LSO

o =2| A SHX|
e del yn='Y' AN
® deleted_at, deleted_by 7=

o A EH (BT TS)
A 0| (sys_log_change_his):

o DEME/FFAN VI

o JSONB HAIl:

{"bf": {..

., "af":i {...

1}

23 (noticelds: number[])

API: POST /api/admin/notices/list-delete (&M= API #EAM EX)
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o ZAXI MH: actor_type, actor_id

AT E:

o A7||: EDITOR O| ATt A/ /A |

o HZ: Controller0f| hascontentEditPermission() F7F

5.5 38 3E 2| (S-ADMIN M)

At 2

A

o« BE API: SSADMINEH EZ2 7t
o X A¥: checkSuperrole() M=

Aot S-ADMINETE

2| Flow:

s
o

M= (checkSuperRole)
| UtetOle oha
B &3l (sys_common_code, GROUP BY grp_id)

Y DS i A

u A W N R
m U g R
[ o

@

Bt

—

ror

DB H|0|& & =:
Elo|S =1 Moy

sys_common_code x99 A OE 22 9l 02 E7
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#2| ot2to|E:

e search: 4M0{ (O & ID, I15F)

o usevYn: AFE 2 EH (Y/N)
Error:

« S-ADMIN #et gis

rd

=
(2) 2E 1S WA
JIs: M ZE OES MMstn 0580 &

#Hgt: S-ADMINEt

X2| Flow:
1. #& X3 (checkSuperRole)
2. RF &S
3. &8 ID &5 &0l
4. DB EHHAE Al
5. D20 &£8 DES U2 MA
6. EHMS HY
7. 58 221 JIE
8. S& st

=

Hlo|=
sys_common_code
sys_common_code

sys_log change_his

Error:

o S-ADMIN &3t gl
e JEIDSE

P
Tot

0=
0%

0>

# API: GET /api/common-code/groups (&M= APl &AM & X)
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)

Az

APl A M

=
—

2t API: POST /api/common-code/groups (&A|

&0
<{F
o
ml
U]
™

-ADMINZH

st S

#

2| Flow:

st X3

1.

KIo

Al
K0

4. DB YOIOIE (sys_common_code WHERE grp_id = ?)

o)
o)

-

ul
010

K
K0
1

F

DB E|0|

E|o]

KA

common_code

Sys_

JE%H(grp_nm) YHIO|E

KO

<+

common_code

Sys_

sys_log change_his

Error:

o S-ADMIN &3t gl

ol

3
1
rl

4|

(1[2]
r

Kk

)

ES

API 713N

=
—

23 API: puT /api/common-code/groups/:grpId (&FAll
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(4) 2 05 AMH|

7l

or

S Q2D =0

= =

1>

ot &

rin
kU
[
i
rr
]
Al
|0
HU
1z
>
ot
rr
N
or

OF

st S.ADMINETH

X2| Flow:
1. #st M3
2. & &M =92
3. AMMAE DE OF 235 M2 (sys_admin_roles &)
4, EciME. 08 W 2 ZE =2 AN
5. HE 21 JI=
6. 85 =
DB H|0|E #=:

EHlo|= 2r Mo
sys_common_code X3 AR CHA O & =X 2ol
sys_common_code X 5 | BE TE =2| Abx|
sys_log_change_his A M AlH o)™ 7|12

. 2888
. NAH TS IE MR AIE

HOt sys admin_roles , sys data_status S A|AH T4 FE OF2 AMH 27t

22 API: DELETE /api/common-code/groups/:grpId (&A= API 1

ih]
x
ozt
L

st S.ADMINETH
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X{2| Flow:
1. @&t M=
2. 8 &N =2l
3. ZE 1D S5 &0l
4. DB M4 (sys_common_code)
5. ®HE 27 IS
6. SY gr&

Elo|S 2c
sys_common_code X9 JEZ Y IESE
sys_common_code MMM M 3E X7}
sys_log_change_his MM IE MM o|H 7|=E

Error:

e« IE IDEE

e

b2 API: POST /api/common-code/codes/:grpId (MAMl= APl #EAM EX)

st S.ADMINETE

X2| Flow:
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]
o

b [=1
Z TH

H=
==}

In

ol

-

o

F0 KU
0]

B 2 0OIE (sys_common_code)
2 JI=E
=]

=T

= - =

AT

2
o

A
o g

ol
=

DB HI0|S H=:

Hlo|= 2c 49
sys_common_code X3 28 A FE =X =40l
sys_common_code =3 Iy, Y dE &M gHIolE
sys_log change_his M HE 0|y 7|=E

Error:

FO|: 3L ID= HE 27t (AMAE HAH| 2, Frontendd| A & X)

23 API: puT /api/common-code/codes/:grpld/:codeld (&A= APl #ZA EX)

st S.ADMINETH

X2| Flow:
1. &gt X2
2. D& =T Eol
3. AIAE 2 I ES XA
4. =c| AHl (del_yn='Y")
5. 54 21 JIS
6. 22 etal
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DB H|0|& & =:

Elo|= 8 a4
sys_common_code X3 APK| CHAN ZE =X <ol
sys_common_code > =2| &H| X2
sys_log_change_his Mo Ax| olH 7|=

Error:
e S-ADMIN 3t 813
« ZE QIS
o MAHR T AE MY AT
Kotk S-.ADMIN, ADMIN, EDITOR, VIEWER € ggt [ E= AfX| 27t
22 API: DELETE /api/common-code/codes/:grpId/:codeld (M= API #&AN &HX)
5.5.3 &5 I L X3| (Public)
(1) 124 AC X3
7|s: FrontendOil | EECHR, HE S0l A8 ZE S52 X25t=7|s
#t: Public
X2| Flow:
1. DB &3] (sys_common_code WHERE grp_id = ?, use_yn='Y'")
2. g v
DB E|0]E &X:
Hlo|= 8 44
sys_common_code el JEE IE 55 (M8 3¢l ATh

Error: §l5 (2l HE gtet 7ts)
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22 o|Al:
o FAQEIY EECIR
o XA @3 TE

=

&

o

o SEH MEH ZH

23 APIL: GET /api/common-code/:grpId (MAMl= API F#HA &X)

Elo|= g a3

sys_common_code ) T AN HE X7

2t API: GET /api/common-code/:grpId/:codeld (&M= APl &AM EX)

e sys_admin_roles : &t2|X} H& (S-ADMIN, ADMIN, EDITOR, VIEWER)

e sys_data_status : O|O|E{ &EH

® sys_work_type: i *Y

> O[2{3t AIAH W4 DEE ARAHE A AT 23 He
A BE K.

e parent_grp_id, parent _code id : & T
e code_ lvl: T ZH (1,2, 3..)
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e sort_order: HE =M

IC Ele:

’J;
a
<
Q
>
o
@
-
[
IH
kU
M In

e s (System): AlﬁEE*! IE

Mtk

2.
o -

o Frontend: ESLCI2, ZE, 2t HA|
o Backend: &Ef AZ, EI M=

5.6 OpenAPI 7| 2|

el

& HIZEL|A 7]5: 1ITP DABT Z21E2] Open API AMH|A HSE fet 2157 22|

k

At 2

HI

o AF2X} (User): 201 7|0t =3
o ZE|X} (Admin): TH| 7| =3/
o Xl 91 authmiddleware (User), adminAuthMiddleware (Admin) £4

5.6.1 AF2X} OpenAPI 7| 22| (User)

(1) 221 API 7| 22 Z3|

o

7|5 AF X7t 2210| AKX OpenAPI Q157| 22S X3|6t= 7|5

X 2| Flow:
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. @8 M= (authMmiddleware)
. req.user.userld &

open_api_auth_key WHERE user_id = ?)

A W N R
o

B X3 (
g st

0l
o

DB H|0|E & =:

Elo|S gk a3

v
fot
M

(o]

open_api_auth_key O|o| API 7| B & X3

Error:

S MI§ — ErrorCode.UNAUTHORIZED (401)

[ ]
ro

re

# API: GET /api/user/open-api (&AM|= API FEA &xX)

(2) API 7| &M Z=2]

715 EF API 7|2| M| HEE Z3[5t= 7|5 (2¢ 71T

ElolS 2r Mo
open_api_auth_key X3 APl 7| MM HE Bl AQH =0l
Error:

o 7| 292 — ErrorCode.API_KEY_NOT_FOUND (404)
o CtE AFEX}Q| 7| — Errorcode.FORBIDDEN (403)
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.
#

(3) API 7| A1A

- AF2 X7 MZ2 OpenAPI Q15 7|E AMAESE

7|

rir
olr

D AREAL QIZ ER

X2 Flow:

gt M3
.28 38 (31 018, £9)

. API J| M4 (utils/authKeyGenerator.ts)

1
HO
pa
ne
0z
0x

- crypto.randomBytes(30) J|Et 60Xt 16%&
- Al /r[a-f8-9]{60}$/

. DB & (open_api_auth_key)

- active yn='N' (Z2lX &2 TiIl)

- user_id &%

. g gtE (3] 1D)

DB EH|O|E X=X

open_api_auth_key

EHIO|S gk

Error:

= @3 &I — ErrorCode.VALIDATION_ERROR (400)
7| ¥ AZ A0 — ErrorCode.VALIDATION ERROR (400)

z9 5%
o MH ZAl MHEZ|X|T active_yn="N' (H|ZHH)
o ZE|X} 52 = 2 M3 (active_yn="Y', active_at 7|F)

rd

(
crypto.randomBytes 7|8t 1R 7|2 5= £7}
60Xt 16T 2XFE HA! (hex)

# API: POST /api/user/open-api (&AMl= APl #AA &X)

781112

MM M API 7| Al

# API: GET /api/user/open-api/:keyId (&AMl= APl #AA &X)

I'd (&

olC

—

M
=

of

7] 2EH)
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(4) AP1 7| A% 2%

715: 71E API 7|9 R=7|2t HES 2F%= 7S
Aok AL 21T EHe

X2 Flow:

a v A W N R

Elo|= 8T
open_api_auth_key X3
open_api_auth_key =X

Error:

[ ]
A}
£Q

0z H alo

— ErrorCode.API_KEY_NOT_FOUND (404)

b

212 — ErrorCode.FORBIDDEN (403)

et 40

[ ]
=

7| — ErrorCode.API_KEY_INACTIVE (403)

rd

(5) API 7| kx|

7|15 AH8XE7E 2019l API 7|1E =2| &H5t= 7|s

Ak ArEAL 2l

ol

L)

X2 Flow:

79/ 112
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1. &8 M3
2.7 EM & A7dA =0l
3. =2l &AM (del_yn='Y")
4. HEF 27 JIE
5. S Bre

DB H|0|S H=:

E|o|= gk
open_api_auth_key X3
open_api_auth_key +3
sys_log change_his MM

Error:

ErrorCode.API_KEY_NOT_FOUND (404)
— ErrorCode.FORBIDDEN (403)

5.6.2 2t2| X} OpenAPI 7| 22| (Admin)

22 X3

1™

(1) MH| API 7|

</l

e
il

2|Xt7t 2 E AHE XS] OpenAPI 7| S&88 =2

=

d|

. DS 32Xt (VIEWER E&)

r

]

]

M= (adminAuthMiddleware)

otet0le mal (24, 2, HolE)

2| (open_api_auth_key JOIN open_api_user)
|,

W
n

o

B

A W N R

S
'

0
rc

=

0l
I

Xt

AT

DB H|O|&

80/112
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APK|| CHA 7|
=2| A (del_yn="Y")

AR o]z 7|2

: DELETE /api/user/open-api/:keyId (MAM|l= API F#EA &xX)
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rr
or

-
o
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EHlo|S 2 49
open_api_auth_key X3 H™H APl 7| 28 X3
open_api_user X3 JOIN - AI2X M- st

# 2| m2}olE:

o page: HO|X| Hz

e limit : H[O[X|E 7{=

o search: AMO| (7| O|F, AHEXI 0| S/0|H|Y)
o activeyn: 23} MEH EE (Y/N)

=
o status: SQl AEH EE
Error:
o E|X}F At 212 — Errorcode.FORBIDDEN (403)

2t API: GET /api/admin/open-api (&A= API #ZM E=X)

(2) API 7| 84| ==
7|5: OpenAPI 7| 81"t EAE X2I8t= 7|5 (HHAIEEE)
Aok 2= 2H2[X}

X2 Flow:

1. &8 M3
2. DB A Hcl
- COUNT(*) WHERE del_yn='N' (&Xl)
- COUNT(*) WHERE active yn='Y' (Z4)
- COUNT(*) WHERE active_yn='N' AND del _yn='N' (&¢ CiJl])

Ct BhE

=0 =

w
010

DB H|0|E & =:

Elo|S 2r Mo

A
ot

open_api_auth_key

£7) ZA| (COUNT, GROUP BY)
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Y HlolH:

totalKeys: MA| 7| £
activeKeys: &4 7| &

inactiveKeys: H|ZA 7|

pendingKeys: ¢! th7| 7|

2t API: GET /api/admin/open-api/status (&A= API 74 A &X)

(3) API 7| &M =3]

J1s: EF MEXIS API 7| M EE Z3[5t= 7ls

open_api_auth_key JOIN open_api_user)

EHIO|S g a3

APl 7| &AM EE

P
Tot

open_api_auth_key

P
Tot

ALEXL HE (JOIN)

open_api_user

Error:

o 7| /2 — ErrorCode.API_KEY_NOT_FOUND (404)

rd

# API: GET /api/admin/open-api/:keyId (&M= APl &AM EX)

(4) API 7| X 44

S HE[X7EEF MEXIE flet API 7|2 AT Y5t 7|5 (BAl &gt
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st ADMIN O] A

X2 Flow:

]

0z o

X3
AMEX =M &2l (user_id)
QE HE (3 018, &9, #a712h)
API J| M A (authKeyGenerator.ts)
- crypto.randomBytes(30) J|Et 60Xt 168l E2XZ MY
- g4l /~[a-fo-9]{60}$/
5. DB M4 (open_api_auth_key)

A W N R
0 2
i

- active yn='Y' (SAl 243})
- start_dt, end_dt &%
- active at JI=

6. H& 27 JIE

F B

—

r
0

piis

0l
i

DB H|0|Z H=:

EHlo|= =1 Moy
open_api_user X3 CHAF AP X} =Y 210l
open_api_auth_key A M API 7| dM (FA| E4H)

sys_log_change_his MM 7| MM 0o|H 7|12

Error:

ErrorCode.FORBIDDEN (403)
ErrorCode.USER_NOT_FOUND (404)
ErrorCode.VALIDATION_ERROR (400)

AEXL 21 ate] xto:

© active_yn='N' (¢! CH7()
=
-

NS
o ZE|X} MM active_yn="Y' (
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(5) API 7| 3 (52/HT)

715 AERIZL LIETE API 7| S5 HRSH= 7S

st ADMIN O] A
X2 Flow:
1. #& A3
2. 21 =N &0l
3. 32 Al:

- active yn='Y' &3

- active_at JIE

- start_dt, end dt &3
4. HF Al:

- active_yn='N' =X

- key_reject_reason J|I&
5. DB &OO0IE

6. BH& 21 JIE
7. 8 &
DB H|O|E &E=:
EHlo|S 2r
open_api_auth_key X3 CHAL 7| =Hol
open_api_auth_key >3 S0l AEf S AR EOI0|E
sys_log_change_his MM Al EPIE

Error:

o H3t QS — ErrorCode.FORBIDDEN (403)
o 7| 212 — Errorcode.API_KEY_NOT_FOUND (404)
o 0|0] 2M3tEl 7| — ErrorCode.API_KEY_ALREADY_ACTIVE (400)

rk

b2 API: puT /api/admin/open-api/:keyId (&A= APl #ZAA EHX)

(6) AP1 7| A% ¢l

|5 A EXL| API 7| HE 2FE 2%t fr7|Zs HESH= 7S

od
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st ADMIN O] A

2| Flow:
1. &8 X3
2. I EMN =l
3. & JIZ2F HA (o B BESE + 90Y)
4. DB ZOIOIE (end_dt H&)
5. 84 21 JIE
6. Y Bt&
DB H|O|E &E=:

El0|E 8F
open_api_auth_key el
open_api_auth_key =
sys_log change_his MM

812 — ErrorCode.API_KEY_NOT_FOUND (404)
2l 7| — ErrorCode.API_KEY_INACTIVE (403)

23 API: posT /api/admin/open-api/:keyId/extend (&A= APl #ZAA &EX)

(7) API 7| AN
7|5: EX AIEXIQ API 7|2 =2| AN|St= 7|5
st ADMIN O] A

2| Flow:
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1. &gt M3

2. I =N =2l

3. =2l &AM (del_yn='Y")
4 21 JI=s

5 g

r

AT

2
[=]

oo re

g e

rig

DB H|O|E & X

EHlo| = 8c a4
open_api_auth_key X3 AMH| CHAF 7] =Hol
open_api_auth_key +3 =2| AH| (del_yn="Y")
sys_log_change_his M AR o] 7| =

Error:
o H?t QS — Errorcode.FORBIDDEN (403)
e 7| 2'2 — ErrorCode.API_KEY_NOT_FOUND (404)

23 API: DELETE /api/admin/open-api/:keyId (&AMl= APl #EA EHX)

A3t ADMIN O] A

X2| Flow:
1. #st M3
2. I ID i€ &3S (keylds: number[])
3. ERAAE AIH
4. 2 I EMN =l
5. 22 =2| AN
6. B1d 21 22 J|I=
7. EgHMHE 3O
8. Y bttt
DB H|0|= &=:
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Hlol= 8
open_api_auth_key el
open_api_auth_key >
sys_log change_his Mo

Error:

1= — ErrorCode.FORBIDDEN (403)
s - EdMME S

2 M

—

40§ — ErrorCode.DATABASE_ERROR (500)

OF HH 45 L= A Af

AEHl EXI
= =

5.6.3 OpenAPI 7| A|A Xl

7l

0x
0x

el B

Ht 12

27 &t

utils/authKeyGenerator.ts

e UUID v4 7|
[ ] XE

o TR:

7| 2Io|ZAO| E:

APL: poST /api/admin/open-api/list-delete (&A= API#AA EHX)

[AFE] » [52 U] » [SU/HR] » [E4] » [HE] » [2H=/4H]
! ! ) ! X !
User active_yn="N' Admin active_yn='Y' User del_yn='Y
start_dt/end_dt
active _at JIS
el 2|

e start_dt, end dt: 72 7|7t
e active at: 2tdst A2t
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e latest_acc_at: %|Z B2 AlZ (API 2= A| YH|0|E)

Hot:
o ALEXHE 2O 7|3t ™2 THs
o E|XH= A 7| 22| 7ts
o MAE F|l= 57 Jts (=2 AH)
o MIZE JF|=APIZE E7}
Yazze
1. AF8XF MH 5 active yn="N' (CH7])
2. BH3|KF &£Q1 —» active yn="Y', active at 7|2, £& 7|7t MH
3. AF8%} A8 — 1atest_acc_at O|O[E
4. 0t3 QHE Al ALKV HE QA
5 #2|x} HE 52l - end_dt HE
6. BER Al - AFEXHZE|XI7F ALK
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6. Cl[O|E{H{| O] & & A|

HMA| DB 7|R: T=HE Of7|ElX 710|= 6% £E

6.1 Sequelize 22

6.1.1 22! X7|2} (models/index.ts)

HIO|E{H|0| A AHZA:

89 /112
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import { Sequelize } from 'sequelize’;

import { getDecryptedEnv } from '../utils/decrypt’;

const dbHost = process.env.DB HOST || 'localhost';
const dbPort = parseIlnt(process.env.DB_PORT || '5432');
const dbName = process.env.DB_NAME || 'iitp_dabt_admin';
const dbUser = process.env.DB _USER || 'postgres';
const dbPassword = getDecryptedEnv('DB_PASSWORD') || '';

// Sequelize CIAEA MY

const sequelize = new Sequelize(dbName, dbUser, dbPassword, {
host: dbHost,
port: dbPort,

dialect: 'postgres',

logging: process.env.NODE_ENV ==

pool: {
max: 5,
min: @,

acquire: 30000,
idle: 10000
}
1

// 22 =Jlst
initOpenApiUser(sequelize);
initOpenApiAuthKey(sequelize);
initSysAdmAccount(sequelize);
initSysCommonCode(sequelize);
initSysFaq(sequelize);
initSysQna(sequelize);
initSysNotice(sequelize);
initSyslLogUserAccess(sequelize);

initSysLogChangeHis(sequelize);

export default sequelize;

6.1.2 23 Oi L=

HE o EHIO|=E

openApiUser.ts open_api_user
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D oy
openApiAuthKey.ts
sysAdmAccount.ts
sysCommonCode. ts
sysFaq.ts
sysQna.ts
sysNotice.ts
sysLogUserAccess.ts

sysLogChangeHis.ts

EHIo|IEE
open_api_auth_key
sys_adm_account
sys_common_code
sys_faq
sys_gna
sys_notice
sys_log_user_access

sys_log change_his

6.2 2 H|0|= &l

6.2.1 open_api_user (Y4t A}2X}
HIOIEY: open_api_user

e Yot AEXAE EE

A7(0}:

e PK: user_id (INTEGER, AUTO_INCREMENT)
e UK: login_id (O|H|&)

Fo .

e login id : 2191 0|HY (VARCHAR(100), UNIQUE)
o password : berypt SHA| (CHAR(60))

e user_name : AFEX} 0|5 (VARCHAR(100))

e status : A& HEH (VARCHAR(20))

o del_yn: &H| 0§ (CHAR(1), 7|2 'N')

o affiliation: 2% (VARCHAR(100))

91/112
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o latest_login_at : %[22 21l A|Z (TIMESTAMP)

re

clA-
—_—

» UNIQUE(login_id)

Xl
o -

im

o =2| K| X[ ( del_yn )

 Sequelize Paranoid OJAtE

6.2.2 sys_adm_account (22| X})
EO|ZH: sys adm_account

8 PalR AN U d M

A7|Ot:

e PK: adm_id (INTEGER, AUTO_INCREMENT)
o UK: login_id (O|H¥)

Fo .

o login_id: #2|X} O|H¥ (VARCHAR(100), UNIQUE)

e password : berypt S{A| (CHAR(60))

o name : Z2|Xt 0|2 (VARCHAR(100))

e roles: g A= (VARCHAR(20)) - S-ADMIN, ADMIN, EDITOR, VIEWER
e status : A& &Ej (VARCHAR(20))

o del_yn: &K & (CHAR(1), 7|2 'N")

e affiliation : 2% (VARCHAR(100))

o description: &% (VARCHAR(500))

oldlA-
— .

e UNIQUE(login_id)
o INDEX(roles, status)
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« roles AE: At K|A|2| Al

6.2.3 sys_common_code (3 I E)

El0|=H: sys_common_code

e PK: (grp_id, code_id) (5&7|)

e #H:

e grp_id: ZE JF ID (VARCHAR(50))

e grp_nm: ZE 15 0|F (VARCHAR(100))

e code_id : ZE ID (VARCHAR(50))

e code_nm: ZE O|F (VARCHAR(100))

e code_type : ZE EI (CHAR(1)) - B/A/S

e parent_grp_id : 2 15 ID (VARCHAR(50))
e parent_code_id : 2 3= ID (VARCHAR(50))
e code_lvl: TE Z|H (INTEGER)

o sort_order : & &=A (INTEGER)

o use_yn: A2 & (CHAR(1), 7|2 'Y")

e del_yn: &IH| {8 (CHAR(1), 7|2 'N')

oldIA.-
=

e PRIMARY KEY(grp_id, code_id)
o INDEX(grp_id, use_yn, del_yn)

&

dim

o AZ X X|¥ (parent_grp_id, parent_code_id)
o MNAHI FEHS 22X L@
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6.2.4 sys_faq/ sys_qgna/ sys_notice (2EHIX)

Xl
o.

OH

E
=]

m

o =2| &K X[ (del_yn="Y")
o MAM/=H/AH| Al sys_log change_his 7|5

e created_by, updated_by , deleted_by ZE o2 AKX =X
sys_faq:

e PK: faq_id

o &R ?él_"r':'! question, answer , use_yn
Sys_(qna:

e PK: gna_id
e FK: user_id — open_api_user.user_id

o =8 ZAH: question, answer , answered_at, status
sys_notice:

e PK: notice_id

o 8 ZAH: title, content, pinned_yn, public_yn, start _dt, end dt

6.2.5 sys_log_user_access (HZ £1)
EIO]EY: sys_log_user_access
e 2790/270t2 0|H 7|2
A7|Ot:
e PK: log_id (BIGINT, AUTO_INCREMENT)
Fo Y.

e user_id: AFEX[/ZE[X} ID (INTEGER)

® user_type . AHEXL EFR (CHAR(1)) - U/A

e log type : 21 Et2! (VARCHAR(8)) - LOGIN/LOGOUT
e act_result : A1} (CHAR(1)) - S(H3)/F(& 1)

e err_code : 0|21 2= (VARCHAR(10))
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e err_msg: 0{|2] HIA|X| (VARCHAR(200))

e ip_addr: IP =2 (VARCHAR(50))

e user_agent : User Agent (VARCHAR(512))
o access_tm: B2 AlZH (TIMESTAMP)

oA -
—_—_—

re

o INDEX(user _id, user_type, log_type)

Xl
o -

Jim

If

REIIE
AME

2 o

[ ]
HL ox
oN >

6.2.6 sys_log_change_his (14 21)
HIOJ2H: sys_log change his

8 00| HE 0|3 =X (Audit Log)

A7|Ot:

e PK: log_id (BIGINT, AUTO_INCREMENT)

Fo .

e actor_type : 2%} EIR! (CHAR(1)) - U/A

e actor_id : X} ID (BIGINT)

e action_type : HM EtR (VARCHAR(36)) - CREATE/UPDATE/DELETE
o target_type : LA EtR (VARCHAR(64)) - USER/ADMIN/FAQ &
o target_id: CHA ID (BIGINT)

e act_result : 21 (CHAR(1)) - S/IF

o chg_summary : HZ L& (JSONB) - {"bf": {...}, "af": {_..}}

e err_code : 0|21 2= (VARCHAR(10))

e err_msg: 0ll2] HA|X] (VARCHAR(200))

e ip_addr:IP 2 (VARCHAR(50))

o act_tm: &M A|Zf (TIMESTAMP)

oldiA
——1—

o INDEX(actor_type, actor_id, action_type)
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o INDEX(target_type, target_id)

- JSONB &d: HE XM= 00| M

o
e DEFR XU IIE
. Ay 27 2w
HZ LI of|A|
{
"bf { "name =d=s", "affiliation": "AE" },
af": { "name =s2s", "affiliation": "BE" }
}

6.2.7 open_api_auth_key (OpenAPI 215 7])

HIO|E®: open_api_auth_key

i

8L OpenAP| QI57| &g &l 22|

A7|a}:

e PK: key id (INTEGER, AUTO_INCREMENT)
e FK: user _id — open_api_user.user_id

o UK: auth_key (2/5 7| 2XtE, UNIQUE)

Fo .

e key_id:7| 115 ID (INTEGER)

o user_id: 2FXt AFEXIID (INTEGER, FK, NOT NULL)

o auth_key : 215 7| EXIE (VARCHAR(255), UNIQUE, NOT NULL)
o active yn: M3 {& (CHAR(1), DEFAULT 'N') - Y/N

e start_dt: 2 A|ZY (DATE, NULLABLE)

e end_dt: 19r§. %E% (DATE, NULLABLE)

o del yn: &K 648 (CHAR(1), DEFAULT 'N')

e key_name : 3| 0|E (VARCHAR(100), NOT NULL)

o key desc: 7| 2% (TEXT, NULLABLE)

o key reject_reason : A5 AMR (TEXT, NULLABLE) - A5 A[{|2F
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o active_at : 243} A|ZF (TIMESTAMP, NULLABLE)

o latest_acc_at : %[& T2 AlZ (TIMESTAMP, NULLABLE)

e created_at, updated_at, deleted_at : Sequelize timestamps

e created_by, updated_ by, deleted_by : 22X} =X (VARCHAR)

ol A

[ S |

o UNIQUE(auth_key) - 7| 2XtE £= &iX|

o INDEX(user_id, active_yn) - At2X}H A 7
« INDEX(active_yn, del_yn) - ®X| &M/cH7] 7
o INDEX(end_dt) - 2t2 7| X3

Xl
o.

im

=

MH XA del_yn="v' (57 7tS)

| IERLR: active_yn="N' (CH7]) — active_yn="v' (52l)

o B X2|: key reject_reason O]l HE AL 7|2
o M FAM: 1atest_acc_at CE OIX[Y API & A2} 7|8
A

e belongsTo: open_api_user (user_id — user_id)
o THAREXH= 2] API 7| ER 7ts
o CASCADE =M QS (ALEX} &tH| Al 7| FX)

D o src/models/openApiAuthKey.ts

Mtk

.
O -

o Frontend: AFEX} "My API Keys" &tH, 2t2|X} "API 7| 2t2|" 2tH
e Backend: API /5 (Auth Key %)
o External API: 2|5 A|AEIO| 0] 7|2 ITP DABT Platform APl &

o HTTPS S &
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# AH 23
NODE_ENV=production
PORT=30000

# OIOIEHIOIA

DB_HOST=your-db-host

DB_PORT=5432

DB_NAME=iitp_dabt_admin

DB_USER=your-db-user

DB_PASSWORD=your-db-password # = ENC(2 S =2t gl)

# JIWT
JWT_SECRET=your-jwt-secret
JWT_ISSUER=iitp-dabt-api
ACCESS_TOKEN_EXPIRES_IN=15m
REFRESH_TOKEN_EXPIRES_IN=7d

# S35t

ENC_SECRET=your-encryption-secret

# CORS
CORS_ORIGINS=https://your-domain.com,https://www.your-domain.com

# 22
LOG_LEVEL=warn
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IITP DABT Admin Backend A3 A| A
7.2 21 Sl H{j X (ZIEF)

Ml 710|E: M HHZE 512X 7H0[= H =

7.21 2Z i

# 1. 2/&=4d &X

npm install

# 2. Common DKl E2E (2=

cd ../packages/common && npm run build && cd ../../be

# 3. Backend €&

npm run build

#4, A

npm start

UiC ZME: be/dist/

7.2.2 AMH{ H{Z (PM2)

# PM2Z A B
pm2 start dist/index.js --name iitp-dabt-adm-be

# A
pm2 restart iitp-dabt-adm-be

# 27 Eol
pm2 logs iitp-dabt-adm-be

# ofEf =0l

pm2 status

PM2 87 script/start-server-be.js XX
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7.2.3 HiEX ™ HIAZ|AE

O .env OIY MH 2tz (2Y &HE 2)
U NODE_ENV=production *é"g

(0 DB ¢Z& HM& =l

0J JWT_SECRET Z&et gfoz 431
0 izt FE e+53t (ENC(...))

(J CORS_ORIGINS H&ts| MH

(J LOG_LEVEL=warn 8% (29%)

(J Common I7|X| L E 2t=

M| BHIE =X} e 8IS0 AX] V10| = FHx

7.3 EZ (Winston 3-File Strategy)

MM AH: TZHE O}F|ElA 710|E MM 8.3 &X

= ALE2 e 2O MU= =205 Z2|5H0] ZE[L(Ct

7.3.1 App Log (app-YYYY-MM-DD.log)
8L H|ELA 2] 0 E2|A|0]d O[HIE
2. be/logs/app-YYYY-MM-DD.log

2 YY: info O[A (info, warn, error)

Al
-1.

=3

ot

[2024-11-06 10:30:45] [INFO] 3 & Jt
[2024-11-06 10:31:20] [WARN] E2 2t2 2
[2024-11-06 10:32:10] [ERROR] DB & Z A/Il: connection timeout

2l 4Z&: userId=123
2 22 &

ALE: appLogger.info() , appLogger.warn() , appLogger.error()
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2o X src/utils/logger.ts

7.3.2 Access Log (access-YYYY-MM-DD.log)
8. I = API 2¥/SE XI5 7|5

H=R: be/logs/access-YYYY-MM-DD.log

EIOYHE: info

Al
—-.

=3

ot

[2024-11-06 10:30:45] : GET /api/user/profile 200 45ms
[2024-11-06 10:30:50] : POST /api/auth/login 200 123ms
[2024-11-06 10:31:00] : GET /api/admin/fags 401 5ms

XS 7|12: accessLogMiddleware 7t ZE API S A| AI50E 7|2

fllot

.
o AP| A2 THEl EM
o M5 TLEZ (=2 API EHX])

. E2fzl 24

T8 2] src/middleware/accessLogMiddleware.ts

7.3.3 Error Log (error-YYYY-MM-DD.log)
L of22t Ex ME (- o2 =H)
ZE: be/logs/error-YYYY-MM-DD. log

23 Y4 error
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[2024-11-06 10:32:10] [ERROR] DB HZ& A/I{: connection timeout
Error: connect ETIMEDOUT 192.168.1.100:5432
at TCPConnectWrap.afterConnect [as oncomplete] (net.js:1144:16)

at Protocol. enqueue (/app/node_modules/sequelize/lib/dialects/postgres/connection-manager.:

£ A8 Edjjo|A X

73421 2E MXN

21 ZH|0|M:

L]
IO HL of

2O MY (217 ),

LOG_LEVEL=info # JiZ: debug, 2%: warn

2 49 71= Hel
debug ClH DE 20 (L)
info pS)=] info, warn, error (7| 2)
warn Pl warn, error (2F ##)
error 01|21 error2t
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# App =1
tail -f be/logs/app-$(date +%Y-%m-%d).log

# Access £
tail -f be/logs/access-$(date +%Y-%m-%d).log

# Error Z2_]
tail -f be/logs/error-$(date +%Y-%m-%d).log

oll2] ZM:

# SE 0l 2

grep -i "database" be/logs/error-*.log

# =2l API ZD| (1006ms O] 4})
grep -E "[0-9]{3,}ms" be/logs/access-$(date +%Y-%m-%d).log
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. 2ot M2 T=HE OFF[E|X 710|= MM 8 &x

= -

8.1 & 4 ot S 35} (AES-256-CBC)

Jls: M ME(DB H|YHS JWT H|ZI) ES

ot 5} |hAl- AES-256-CBC (Jasypt AEtY)

cd be

node scripts/encrypt-env.js

# ISZEN et 8=
Enter encryption secret: your-enc-secret

Enter value to encrypt: mysecretpassword

# 210

Encrypted: ENC(aGVsbG93b3JsZA==...)

AJEE Q%] be/scripts/encrypt-env.js
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# 21 2 g33ot0 MNE
DB_PASSWORD=ENC(aGVsbG93b3JsZA==...)

JWT_SECRET=ENC(bX1zZWNyZXRrzXk=. . .)

# ENC_SECRET2 BRI (B &2l)
ENC_SECRET=your-encryption-secret

8.1.3 X} B33} (decrypt.ts)

JHH: getDecryptedenv() L7t AHSCE X5t 255}

=Xt
S

-1.
1. &4 H4 20| Enc(...) 2 A|ESHH — AES-256-CBC £33t
2. =X ¢toH , ME Ol 2 diet

ALE O Al

import { getDecryptedEnv } from './utils/decrypt’;

/I AEs =538t

const dbPassword = getDecryptedEnv('DB_PASSWORD');
// ENC(...)0lH =553, OtLIH B2 BHat

// BIOIEHIOI A &1

const sequelize = new Sequelize(dbName, dbUser, dbPassword, {...});

¢ 1K be/src/utils/decrypt.ts

8.1.4 HOl FO|AlS

o

= Yot 7| EEfr:

e ENC_SECRET 2 .env O}I0| WEOZ X%t
o 2% MHOA= EH HL2TH M- AT

o Gitoll HSISHX| Z A
o MH HZ Hoto| = 22| X2 Zotof &
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otsat o4

« DB_PASSWORD
« JWT SECRET
o JIEt2IH HE

A=l 2

« DB_HOST, DB_PORT (27l M &)
« NODE_ENV, PORT (2IZt8tX| 2t2)

8.2 HIZH= 3| (berypt)
Ils: ALK HILHSS SRS X

2t 12|E: berypt (salt rounds: 10)

8.2.1 H|'LtHT s Al
S| IIAH|ILUHS HA Al

import bcrypt from ‘bcrypt’;
// BF HZEHS > oAl

const hashedPassword = await bcrypt.hash(password, 10);
// Z3: $2b$10$N9qo8uL0ickgx2ZMRZoMyeIjZAgcfl. ..

XZ "A: CHAR(60) (berypt SiAl 17 Z0])

T 2IA]: Service AE (2|7, HIEHD HE 27])
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OIS H=
8.2.2 Hl EIHJQ ?:'.la
2791 Al
// BE HILHS2 oAl Bl

const isValid = await bcrypt.compare(plainPassword, hashedPassword);
// true/false PH&t

8.2.3 H{UHS SHjAl HIAE

# HHAE ADEHE

node scripts/test-password-hash.js "your-password"
# 21
Plain: your-password

Hash: $2b$10$N9qo8ulL0ickgx2ZMRZoMyeIjZAgcfl. ..

Verify: true

ASEE 21X be/scripts/test-password-hash.js
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AME

kA

L'_I-__I_I_

=

22
Appendix A: APl 2E 31X

11 Common If7|X|0of| He|&El HEZE S

Ct
=

ok
0[0

1438

>

"
)

"ok

—~~

"result":
123,

"data": {

"userId":
"name": "SZS",

"email": "user@example.com"

s
"message": "Success"

e g
result : SrAl"
data: %'X'” =

ok"
B CIOIE] (EtRI2 APIOICE CHE)

ZESRVINPY

=1
message ; MEHE

ScCh
A.2 0|2 SE
{
"result": "error",
"errorCode": 14000,
"message": "OI0IY L= HIZLBSI SHIE2X 20T "
}
g 88
2t "error”
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e errorCode : Common I7|X|2| 0f|2f = (11xxx~22xxX)
o message : AFEXIO|AH| EA[E of[2] HIA[X]
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Appendix B: EB{E#E

B.1 CI|OJE{Hf|O] A HZ= &y

S A Backend 23 A| DB ¥Z 0f|2{
ghol upty.

# PostgresSQL &fE{ =tQl
sudo systemctl status postgresql

# 32 HAE

psql -h $DB_HOST -U $DB_USER -d $DB_NAME

# =270 ol
tail -f be/logs/error-$(date +%Y-%m-%d).log

il gl 6 &:

. PostgreSQL O|&3 — sudo systemctl start postgresql
.DBH|ZHD @F — .env I =0l
.DBSAE 28 , {Eg3 =0l

U5 oE H|UHS 255t AT — ENC_SECRET

A WODN -

el
©

2TE EE

W

o[

M Error: listen EADDRINUSE: address already in use :::30000

Juok

O] HitH.
- O H-

# LE AE =0l

=

netstat -tulpn | grep :30000
# &=

lsof -i :30000

# Z2MA B2

kill -9 <PID>

110/ 112



[ITP DABT Admin Backend 43 A|A{

sH&:
e JIEIOEZMNAZE
env 0| Al porT HHZA

—
o &

JWT E2 0f|3]
I

b TOKEN_INVALID Off2§
= iz

0}
>

o

el
1. JWT_SECRET =% 4| (BE A% =
2. N2t 5713t 28| (M AlZE 22K])

ME

o
0

sl &:
Stot0d

09
]

# JWT_SECRET 11& (29
.env I} 0l ENC(...)&

#
|

[l

# A2 SJI3t &0

date

=2t 5t0|
o o _/ —

# 21 ClEEL
du -sh be/logs/

# Qo= =27 =0l
1s -1h be/logs/
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# 302 Ol 227 &M (KS)
# Winston Daily Rotate FileO| XIS 22|

# =3 AHM (R Al
find be/logs/ -name "*.log" -mtime +30 -delete
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