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1. Frontend A|AE! JHQ

1171
IITP DABT Admin Frontend= React 7|2t2| Single Page Application(SPA)2 2, AtEXtet 2a2|XHE ¢Ieh X2t ol 2 QIE{H|0| A S M3 EtL|Ch.
=8 E%:

o Modern Stack: React 18, TypeScript, Vite, Material-Ul

o Component-Based Architecture: XAl 7tsot ZIHE X

« Monorepo tZ=: Common Il7|X| £ E% BE/FE ZE 57

o E2I MM 22|: User/Admin SA| 2191 X|2
 Role-Based Ul Control: #st Ul x}&3} (VIEWER/EDITOR/ADMIN/S-ADMIN)

1.2 Frontend g 3 zHol

a9 Mol
UIlux AHEXE QIHTO|A X|Z B! ALEAL B X[t
Client-Side AZ = HlojH &4l AZ (Common IH7|X| 28)
Q15 MEj 22 JWT E2 2], Xts A, ot #32
gt 718k Ul Hjof A M F/HE BA| B (UX 25)
APl EAl Backend APl & 8l S X2
oz #HEY AHE XL XISHA of[2] HIAIX] ZA|
2ted SPAZI2E 2! Aot 7|8 T2 H|of
1371 &4
1.3.1 702 &3 (E+)
A HH =1
Node.js 22.x 0|4 N ME M 5l Z2HM UE (H)
npm 9.x O| & oj7|X| 22|
59
o JHL/UE Al: Node.js 2=
o HIUM(HEIY) Al: E2t2K0] M HH (Node js EER)
o IZME A2 H Node.jst npm HE S HA SISHA| 2.
1.3.2 Core 2}0|E2{2]

{71 x| HH =1
react 78.2.0 ul 2to|=z{z|
react-dom 78.2.0 React DOM #IC{&
react-router-dom 26.20.1 SPA 228
typescript A5.X HH EIY M
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1.3.3 Ul Z|Y g2

7| x| HH 2k
@mui/material 75.15.0 Material-Ul ZEZHE
@muilicons-material 75.15.0 Material-Ul O}O| &
@emotion/react AM1.11.1 CSS-in-JS (MUI 2|=4)
@emotion/styled "M1.11.0 Styled Components (MUl 2|Z&4)
1.3.4 HTTP E2}0|HE 3! YEl &2
o7 |x| HH gk
axios AM.11.0 HTTP 220|HE (MM Z £ fetch AFR)
jwt-decode 74.0.0 JWT ESC|2Y
B3 A FAHM = axios CHAl fetch APIE ZIT AMSEILICL
1.3.54HE £
7| x| HH gk
vite 15.0.8 U =7 3R M
@vitejs/plugin-react 21 Vite React £2{3¢!
1.3.6 Common Ii7|X|
7| x| LAl
@iitp-dabt/common ../packages/common BE/FE &SR =

Common I{7|X| H| 2 7|5:

. ?:"% Q-’f— isValidEmail , isValidPassword , isValidName =
 ErrorCode M|7|: 11xxx-22xxx H$| o2 2=
. ZE EIY: API 28/2E EfY)

=]
o A APIURL, Z2|X} 8 IE S

1.4 Common Ij7|X| &£

Frontend0®lA] Common I§7|X|E CtS2t 20| g8L|Ct:

import {
isValidEmail,
isvalidPassword,
ErrorCode,
FULL_API_URLS,
CODE_SYS_ADMIN_ROLES

} from '@iitp-dabt/common’;

| Al:

fuit

2
=)

2

?:-II

1.

1)
an
ol

if (!isvalidEmail(email)) {

return 'SEoHA 22 0l HAALICH"
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2. ErrorCode OH&!:

if (data.errorCode === ErrorCode.UNAUTHORIZED) {
return 'QIE0| ZRELICH.";
¥
3. APl URL:

const url = " ${API_BASE_URL}${FULL_API_URLS.AUTH.USER.LOGIN} ;

4. H2 Xt AE H3:

if (adminRole === CODE_SYS_ADMIN_ROLES.SUPER_ADMIN) {
// S-Admin ¥ & J|s

1.5 &1 2 M

« IITP DABT Admin ZE2H E O}7[8IX] 7}0|E : ZTENE HA| O}7|&H HH
o |ITP DABT Admin Backend & Al H7|A{ : Backend &AMl A7 A

o API A : APl AT AN

o MH HHE 5! &X| 7t0|= : M BHE/MK|/AE Jto|=

7182
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2. Frontend O} 7| Ell x]

2.1 Frontend O7|ElX 7JHR (Component-Based Architecture)

Frontend= Component-Based ArchitectureS 7|29 2 5719| AZOZ M EIL|Ct

211 4E 12X

Presentation Layer |
(Pages - 3t8) |

Container Layer |
(Components - MAIS ZZHE) |

Business Logic Layer |
(Store + Utils - &Ef ¥ 23&) |

Data Layer |
(API Client - Backend S4l) |

Routing Layer |
(React Router - URL » Page OHE) |

21.2 415 7t MO S8
Frontend®| 2} A &2 **¢tatsF H|0|E| SE(Unidirectional Data Flow)**S [HEL|Ct.

23 SE (Request Flow):

Browser (URL /&3 28g)

{

React Router (Route OHZE)
{

Route Guard (23 XM 3: PrivateRoute/AdminProtectedRoute)
{

Page Component (Lazy Loading + Suspense)
{

useDataFetching Hook (&HEH 22l)
{

API Client (apiFetch/publicApiFetch)
{

Backend API (HTTP Request)

0l

£l SE (Response Flow):

Backend API (HTTP Response)

{

API Client (2E It&, 0l ™Mal, EF A4e)
{

useDataFetching Hook (&EH HOIOIE: loading » success/error)
{

Page Component (2IBHE E2lH)
{

Container Components (Props &)
{

Presentation Layer (UI 83 2&2)
{

Browser (3% HEAl)
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HEl

-l

2

lot
o

2 & isloading = true — LoadingSpinner HA|

o 83 data YH|O|E — HA| Cl0E Ul AHY

Hu

o O2{: isError = true — ErrorAlert HA|
o YW OOIE]: isempty = true — EmptyState HEA|

22 E 3= YA

2.2.1 T HE|O|M A= (Presentation Layer) - Pages
A ALZRHO|AH 20X = MH| ot

74

e /src/pages/public - 70 H|O|X| (202l ELQ)
e /src/pages/user - Lt AKX} H|O|X| (User 215 ZR)
e /src/pages/admin - Z2|X} H|O| X[ (Admin 215 E Q)

am

Xl
(-3

« 2 I|0|X|*= Container ZZHEZS Zetsio] 1M
 Business Logic2 %|A%tst0 E
o APl ZZ2 Data LayerE £ &3

o
=2
it}
ofA

Ol[Al:

// src/pages/admin/FaqlList.tsx
export default function FaqList() {
const [faqs, setFaqs] = useState([]);

useEffect(() => {
fetchFaqgs(); // Data Layer S &
o [Ds

return (
<Layout>
<PageHeader title="FAQ &¢2l|" />
<DataTable data={faqgs} />
</Layout>
)s

2.2.2 Z1€]|0]] A= (Container Layer) - Components

o HALE Tttt Ul AEHE K|

(]

74

e /src/components/common - HE HEAE (DataTable, Pagination §)
e /src/components/admin - ZEZ|X} ME HIHE (SideNav, AdminPageHeader)
e /src/components - 7|E} 38 HAIXLEE (Layout, Footer S)

-

im

o PropsE S¢% C|O|Ef MY
o THAIE Y 23t

o H|EL|A 2% T8} 5|4}

Oi[Al:
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// src/components/common/DataTable.tsx
export function DataTable({ data, columns, onRowClick }) {
return (
<TableContainer>
<Table>
{/* HOIE& &g */}
</Table>
</TableContainer>

)5

o /src/store/auth.ts - Q15 AEf 22| (E2 N E/Z2|/A L)

=
o /src/store/user.ts - ALSXAFE t2|
e /src/utils/auth.ts - Mo X3 g4
e /src/utils/jut.ts - JWT EZ X2|

e /src/utils/date.ts - =Mt ZOHE

o HL
S o

e /src/utils/openApiStatus.ts - OpenAP| AEfl 2]

x|
S

m

o LocalStorageE £t MEf F&35t

o User/Admin =& M4 22| (prefix 22[)
Al
o

AN SIA =
o =EULF

Oi[Al:

// src/store/auth.ts

export function saveTokens(accessToken: string, refreshToken: string) {
const prefix = getCurrentPrefix(); // user_ or admin_
localStorage.setItem(prefix + 'accessToken', accessToken);

localStorage.setItem(prefix + 'refreshToken', refreshToken);

2.2.4 H|0|E{| A|Z (Data Layer) - API Client
& Backend APl 41 5! H|0|E{ A2
7.

o /src/api/api.ts - &5 APl 28 &~ (apiFetch, publicApiFetch)
o /src/api/user.ts - AF2Xt Q1S5 API

e /src/api/admin.ts - Zt2|X} 215 API

e /src/api/faq.ts - FAQAPI

e /src/api/gna.ts - QnAAPI

. S (APIZEHE 22))

-

im

o EZ XIS A4 (401 021 Al)
« ErrorCode 7|gt 0f2] X2
o EtR0IR Bl THA| = 2E]

Oi[Al:
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// src/api/faq.ts
export async function getFaqgs(params) {
return await apiFetch('/api/admin/faq', {
method: 'GET',
/] S ES ZE, 401 Al IS A

b

2.2.5 2t28! A= (Routing Layer) - React Router
Agh URLZ Page ZAEHE oHd, A3t 7|8t HZ H[0f
=4

e /src/routes/index.ts - 2t2E 2| (ROUTES ZHH|)

e /src/App.tsx - EtRE MH 5 Guard M2

e /src/components/ProtectedRoute.tsx - #8t M3 Guard

x|
S

Am

o Public / User / Admin / Common 2t E £2]
o PrivateRoute - Lt ALEX} QIF M3

e AdminProtectedRoute - Zt2|X} QIF H|3

. 91z Ay A 2391 Ho|x| 2/ctol2E

Oi[Al:

// src/App.tsx
<Route
path="/admin/faqs"
element={
<AdminProtectedRoute>
<FaqList />
</AdminProtectedRoute>

/>

E o2 SYE N2 SES WELITH AFZXIE URLE YHstHLE A3 E S2IS WRE SHHO| 2| A~ nintx| o] TA| 2hds dFelLct

2.3.1 MM X2| S 2 (oll: FAQ 22| H|o|X])

ALt2|R: AF2XE7L 7admin/fags URLO| 23t FAQ 22S ZT3|8tE 2R

11782
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| React Router (BrowserRouter)

| - URL OH&: /admin/fags
| - Route OHZ': ROUTES.ADMIN.FAQ.LIST
L

- Route A9 EO0I: App.tsx

T
{

| Route Guard (AdminProtectedRoute)

| - isAdminAuthenticated() &Z

| |- admin_accessToken S&?

| | L VvES > O4S X XE

| - NO » /admin/login 2ICIOIEE

| (state: { from: '/admin/faqs' } M&)
L

T
{

| Lazy Loading (Suspense)
- AdminFaqList ZXHE S= import

| - 29 =: <LoadingSpinner loading={true} /> HEAl
| - 2E 28: ALHE QI2E
L

T
!

| Page Component (FaqlList.tsx)
- BZUE OI2E (useEffect A8H)

| - useDataFetching Hook ZJ|3t
| - AEH =DIg8t: { status: 'loading' }
L

T
{

| useDataFetching Hook

- fetchFunction: () => getAdminFaqList({ ... })

- autoFetch: true (XIS &l&H)

| - dependencies: [page, limit, searchTerm, ...]
| - AEH: { status: 'loading' }
L

T
{

| API Client (apiFetch)

- URL: /api/admin/faq
- Method: GET

- Headers:

- Content-Type: application/json

| - Authorization: Bearer {admin_accessToken}
| - Request Body: { page: 1, limit: 10, ... }
L

T
!

| Backend API (HTTP Request)
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| POST /api/admin/faq |
| { page: 1, limit: 10, ... } |

T
{

| Backend API (HTTP Response)

Status: 200 OK

1

I

I

I I
| Body: { I
| success: true, |
| data: { |
| items: [...], |
| total: 50, |
I page: 1, I
| limit: 1e, [
| totalPages: 5 |
I} |
| 3 |
L ]

| API client (2% H2l) |

| - 2¢ & res.json() |
| - enhanceApiResponse() & & |
| - o2t M32: res.ok ol |
| - 401 Ol2f Al: E2 2 AT (IS) |
|
L

- H42: ApiResponse<T> £hat |

T
!

| useDataFetching Hook (AEH CIO0IE) |

| - 2% CIOIE #0l: response.success & response.data |

| - WOIZ GIOIEl =0l: items HIZ =W o8 |
| - NEH 2dOolE: |

| { status: 'success', data: response.data } |

| - ZZUE laga E21A |
L

T
!

| Page Component (Z212 ) |

| - isLoading M 3: false (2Y 22) |
| - isError M 3: false (OI2 %S |
| - data =Ql: fagData?.items Z=Xi |
| - isEmpty M 3: false (GIOIEl AS |
| - A vl AdY: |
| <ListScaffold>

| <DataTable data={fagData.items} />

| <Pagination ... />

| </ListScaffold>

L

T
!

| Container Components |

| - ListScaffold: HOIX 2 0/0i2 |
| - DataTable: FAQ 2= HI0IE I
| - Pagination: HIOIXILHIOI& HE
I
L

L

- 2 BEYUE Props &Y |

T
!

Presentation Layer (ZZ @lHY) |
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|

|

| - AElY & (CSS-in-3S) |
| - &3 2F5 EA 22 |
L

- AT FA
- oA It

or <
~ o
LT

Route Guard (AdminProtectedRoute)

b isAdminAuthenticated() = false

L Navigate to /admin/login
(state: { from: '/admin/fags' } X&)

|

|

|

L2730 42 = 2y HONZ =2
API 0f|2] Al:

Backend API (HTTP Response)
b Status: 401 Unauthorized
| L API client: E2 & AT
Az - 28 8 MAE
L AT > 229 HOIX 2ICtolHE

o

L useDataFetching: { status: 'error’', error: '&2 S0l ASLICH." }

|- status: 4@3 Forbidden
| L Page Component: <ErrorAlert error={error} />
L status: 500 Internal Server Error

L useDataFetching: { status: 'error’, error: 'AHl 2FI} LMAHSLIC."

L page Component: <ErrorAlert error={error} />

28 Mej

e

El;

useDataFetching Hook

b status: 'loading’
| L Page Component: <LoadingSpinner loading={true} />

|- status: 'success' && data.items.length > @
| L page Component: & Xl GIOIE vl G

|— status: 'success' &% data.items.length ===
| L Page Component: <EmptyState message="ClIOIEIJ} &LICH." />

L status: 'error’

L Page Component: <ErrorAlert error={error} />

23332 EX

1. Lazy Loading (Z2E AZ2|E])
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o E2|X} HO|X|E 1lazy() 2 SH import

o X7 2E AZFEE
A
o

e Suspense & Z&

2. XE HlolE] HiHE

EH EA|

AlSH

® useDataFetching 9| autoFetch: true & OF2E A| XtS A

e dependencies HE Al X5 THE2

3. el 7[R

e isloading, isError , isEmpty AFEHO|| [t2} Ul £7]

o AIEX BY 2| X3t

4. E3 X3 AN

 API ClientOfl A 401 021 Al ZtS E2 A4
o AFZXIHEY Lol MM RX|

2.4 Ul Ho} & AEFY (Material-Ul)

Material-Ul v52 AF2310] User?t Admin AIO|EQ| S&IMOIl HOFE 5$tL|Ct,

241 E|Op 2 3 A A

o src/theme/index.ts , src/theme/mui.ts

Frontend= User2t Admin E[0IS

User ElO} - B0 FI25F mpzta

user: {

"#OBSFFF',

'#00B8D9 ',

background: '#F5F7FB',
'#FFFFFF',

'#OF172A",

primary:
secondary:

paper:
text:

textSecondary:

'#475569",

o.
=

//
//
//
//
//
//

o re o 8T
oo Jz o
ton
z

o

= e
i
Jz

Jurlo
=

Admin HIO} - 20|10 K25t H[0]H] AE:

admin: {

"#1E3A8A',

'#3B82F6",

background: '#F1F5F9°',
'#FFFFFF',

'#111827°',

primary:

secondary:

paper:
text:

textSecondary:

// Admin 88 &3
spacing: 6,
borderRadius: 8,

button size: ‘small’,

Public H|O|X] - User E|O} A

'#6B7280",

t:

//
//
//
//
//
//

//
//
//

5T mA
fo rio

oore

ot mA

E]
]
=]

urorgl
e

3|M HHE
e

Bl BAE

=

o

oo Jz

3

compact (User= 8)

X2 radius (User= 10)

42 HE (User= 'medium')

o 27 H|O|X|(/, /faq, /qna, /notice)= User E|OF M2
[e]

o UTE AEX BH WS
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Eiop 72 W

// src/theme/index.ts

export const getThemeColors
return THEME_COLORS[theme];

}s

/] AFE OIAl

= (theme: 'user'

const colors = getThemeColors('user');

const colors = getThemeColors('admin');

Material-UI Ef|0} 24:

// src/theme/mui.ts

export function createAppTheme(type: ‘'user' |

return createTheme({

...common,
...(type === 'admin' ? adminTheme :
...densityPreset

b

2.4.2 HjoPH A|ZHH kjo|

24
Primary 44
Spacing
Border Radius
Button Size
TextField Size

771
—a

H|o|X|%E Elof H&:

// User HIOIXI

#OB5FFF (842 mf2

8px
10px

medium

const colors = getThemeColors('user');

// Admin MOl X|

const colors = getThemeColors('admin');

// Public HIOIXl (User HIOF AFE)

const colors = getThemeColors('user');

2.4.3 HiOf AEIY RE2|E|

OHY: src/theme/index.ts

// User HIOIXI
// Admin M Ol X|

'admin'): ThemeColors => {

‘admin', density = 'default') {

Admin H|O}

#1E3ABA (22 HlolH])

B6px
8px
small

small
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[ITP DABT Admin Frontend & A

export const themeStyles = {
// HIOIXl EtOIE AEtY (HIOHE)
pageTitle: (theme: 'user' | 'admin') => ({
color: THEME_COLORS[theme].primary,
fontWeight: 600,
borderBottom: ~2px solid ${THEME_COLORS[theme].primary}20"
1)

// IS AERY (HIOHE)

card: (theme: 'user' | 'admin') => ({
backgroundColor: THEME_COLORS[theme].paper,
boxShadow: "0 4px 12px ${THEME_COLORS[theme].primary}15",
border: “1px solid ${THEME_COLORS[theme].border}"

1)

// HE AEIY (HIOHE)
primaryButton: (theme: 'user' | ‘'admin') => ({
bgcolor: THEME_COLORS[theme].primary,
color: '#f8f9fa’,
fontWeight: 'bold',
"&:hover': {
bgcolor: THEME_COLORS[theme].primary,
opacity: 0.9,
}
1)
}s

EE oA

// User HIOIX|
<ThemedButton theme="user" /> // A HE
<ThemedCard theme="user" /> // User AEIY JtE

// Admin H| Ol X|

<ThemedButton theme="admin" /> // UlolEl HE
<ThemedCard theme="admin" /> // Admin AEHY JtE

24.4HDoZE|R

/theme-preview H|O|X|OAN FR HEHE AEIAS =Holgt 4 QUGL|CE

ol: src/pages/ThemePreview.tsx

o

21 7t

or

24

o HE (primary, secondary, outlined, text)
E (paper, border)

.
\u
—_

(status, type)
1 ZLIC (textfield, select)

24
4 E2||E (primary, secondary, success, error, warning, info)

L]
1= 1o m*
n
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[ITP DABT Admin Frontend & A
2.5 2|=M A

Pages (3t%) |

L | L I |

|
| Public | | user | | Admin | |
|
I

T T
| |
I 1

|
!
|
|

M 1

Components (IHAIZ) |

T 1T 1T | |
| common | | Admin | | Layout | |
L | I ] |

|

T T !
| | |
I I I
| | |
| | |

Store & Utils (HIZLIA 27 |

I
|
| [ 1 [ 1 [ 1 |
| | Auth | | user | | JwT | |
| I
L ]

API Client (GIOIEf) |

| user | | Admin | | FAQ |
L | L | L |

[
|
| [ 1 [ 1 [ 1
|
|
L

[ M 1

Backend API Server

@iitp-dabt/common (2% |

ErrorCode, 23 &4, 35 EIY, API URL |

S

lok
it

1. Pages — Components — Store/Utils — API Client — Backend
2. BE AZE - Common I{7|X| (2R RE)

3. React Router — Pages (22 &)
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[ITP DABT Admin Frontend & A

3.CjHER| X

3.1 M| ClHEE2| E2|

3.1.1 /src/pages - HO|X| ZAXHE

Public H|0o|X] (219! 2EQ):

src/pages/
ThemePreview.tsx

public/
OpenApiAbout.tsx
Privacy.tsx

Terms.tsx

User H|O|X] (Y4t ALK} Q1

src/pages/user/
Dashboard.tsx
Home. tsx
Login.tsx
Register.tsx

UserProfile.tsx
FagList.tsx

NoticelList.tsx
NoticeDetail.tsx

Qnalist.tsx
QnaDetail.tsx
QnaCreate.tsx

QnaHistory.tsx

OpenApiManagement.tsx

Admin H|0| X| (2t2]|X} Q1F

ml
=

)

#* H H

# o #H O H #

#

H* H H H

UI Hi0

OpenAPI

Zel® HOIX

208 HWIOIXI

Helgd

AEX BAIEE

5

=

A
A
At

00 00 O

[OIXI (SH + A=HF QI
A z1¢l
xgl

I zzg

(U}

)

200ty
ped}

ZH)
2H)
(95 2R)

SIAER

OpenAPI J| 22| (AIEXE)
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src/pages/admin/
AdminLogin.tsx # el 230l
AdminDashboard.tsx # el HAIEE
AdminProfile.tsx # el =228
FagList.tsx # FAQ 22| (85)
FagCreate.tsx # FAQ &4
FagDetail.tsx # FAQ & Al
FagEdit.tsx # FAQ =38
QnaManage. tsx # QnA 22| (B8)
QnaDetail.tsx # QnA &HAl (22X E
QnaReply.tsx # QnA €8 =4
QnaEdit.tsx # QnA =3
NoticeManage.tsx # SKALE 22l (88)
NoticeCreate.tsx # SKAE M4
NoticeDetail.tsx # SKAIALE &M (22X8)
NoticeEdit.tsx # SAAME =3

UserManagement . tsx # MBI 22l (8F)
UserCreate.tsx # ANEX MY
UserDetail.tsx # AL AA
UserEdit.tsx # A2 =3

OperatorManagement.tsx # G 22l (55, S-ADMIN M &)
OperatorCreate.tsx # 23 M4 (S-ADMIN 82
OperatorDetail.tsx # 23X &AM (S-ADMIN &M &)
OperatorEdit.tsx # 23X =& (S-ADMIN &8 8)

OpenApiManage.tsx # OpenAPI 22I0|HE 22|
OpenApiDetail.tsx # OpenAPI 22I0IHE AAl
OpenApiEdit.tsx # OpenAPI ZC2I0|HE £+=3J
OpenApiRequests.tsx # OpenAPI J| &2 Q& =
OpenApiRequestDetail.tsx # OpenAPI J| &¢I Q& &Al
CodeManagement . tsx # D& A2l (55, S-ADMIN & 2
CodeGroupDetail.tsx # D& )5 &AM (S-ADMIN & &)
CodeCreate.tsx # D& MA (S-ADMIN M &
CodeDetail.tsx # DS &AM (S-ADMIN &2

3.1.2 /src/components - == HEHE

Zlojotr HEHE:

src/components/
Layout.tsx # &I dO0I0IR (Header + Content + Footer)
AppBar.tsx # ALEX A bt
AppBarCommon . tsx # 38 YU (2H BR)
AdminMenuBar.tsx # 2tel Xt Ol =t
Footer.tsx # FH
LoginForm.tsx # 210 F (38)
ProfileForm.tsx # I2Z & (38)
ProtectedRoute.tsx # #A5 M2 Guard (PrivateRoute, AdminProtectedRoute)
LoadingSpinner.tsx # 24 ALY
ErrorAlert.tsx # 0l 28
CommonDialog.tsx # 38 Ctolgzl
CommonToast.tsx # B8 EAE
ToastProvider.tsx EAE ZT2H0IH

Admin M8 HEHE:
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src/components/admin/
AdminPageHeader.tsx

SideNav.tsx

Common Ul AEXHE:

src/components/common/
DataTable.tsx
TablelistBody.tsx
CardListBody.tsx
ListItemCard.tsx
EmptyState.tsx

PageHeader.tsx
PageTitle.tsx
ListHeader.tsx
ListScaffold.tsx
ListTotal.tsx

SelectField.tsx
ThemedButton.tsx

H* #

#* o H H H

# o H H #

2tel X+ HolXl &l
el Xt AOIE Uil Aol A

CIOIE EIOIE
HOIS cIAE =&

JtE 2lAE =

HIOIXI &l
HOIXI M=
2lAE old
2|AE AWEE

elAE & M=

gue @we

BytelLimitHelper.tsx # HIOIE Mt &1
StatusChip.tsx # AEH &
QnaTypeChip.tsx # QnA EIE &
Pagination.tsx # HOlIXIHlol&
ThemedCard.tsx # HIOF 2tE
ExtendKeyDialog.tsx # API J| ¥ O0IE=210

3.1.3 /src/api - APl 22}0|UE

src/api/

api.ts # 35 API & &= (apiFetch, publicApiFetch)
index.ts # API 285 =& Export
user.ts # MEX 1E % 22| API
admin.ts # 22l Xt 15 API
account.ts # el HE 22l API
common.ts # 33 API (IWT &3 &)
commonCode. ts # 38 D& &2l API
faq.ts # FAQ 22l API
gna.ts # QnA 22| API
notice.ts # 3XAE 22l API
openApi.ts # OpenAPI 3| 22| API

3.1.4 /src/store - AEH 2|

src/store/
auth.ts # OIS AE 22 (E2 ME/ZSI/HLA)
user.ts # AP HE2 22| (User/Admin HE 22l)
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- uE B4

3.1.5 /src/utils

src/utils/
auth.ts
jwt.ts
date.ts
openApiStatus.ts

apiResponseHandler.ts

d

23

3.1.6 /src/routes - BISE!
src/routes/
index.ts

guards/
PublicRoute.tsx

3.1.7 /src/theme - Ul E|Ot

src/theme/
index.ts

mui.ts

3.1.8 /src/constants -

src/constants/
spacing.ts
pagination.ts

noticeTypes.ts

#*# o o H H

=

#* H H

%= (isSAdmin, hasContentEditPermission &)

, 28 M3, WA B

2t E &2 (ROUTES, ROUTE_META, RouteUtils)

o El
T2

BIOF A& MOl (User/Admin £2|), themeStyles 2l El

Material-UI HIOF 44 (createAppTheme)

HIOIX| 2+ &b~ (SPACING, PAGE_SPACING)

3.1.9 /src/hooks - Custom React Hooks

src/hooks/
useDataFetching.ts
usePasswordValidation.ts
useQuerySync.ts
usePagination.ts
useInputWithTrim.ts
useErrorHandler.ts

useCommonCode.ts

3.1.10 /src/types - ElQ] H9|

src/types/
api.ts
errorCodes.ts

3.1.11 7|E} o}

src/
App.tsx
main.tsx
config.ts
vite-env.d.ts
App.css
index.css
assets/

react.svg

** H* H O H O#H H H H®

#

H* o O H O H H

HIOIXIUlOI& DJl=gt (DEFAULT_PAGE, DEFAULT_LIMIT)
SAALE EFY A=

OOl HE =8 & (29, 0ld, B &t 22l)
HYHS 25 =

URL #Hel SIIst £ (HM, HOIA)

HOIXIUIOIE AEH 22| =

e gt trim M2l &

olel sHsa =

2 2E X3 =

API 23/SE EtY IO

ErrorCode Et2l (Common THIIXl THA2l)

Z &P App BEUE (2HRE £3F)
HIEe|l EQIE (ReactDOM.render)
& W= ZF (API_BASE_URL )
Vite &3 B4 B FHQ

& css

SE css

React 21
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3.1.12 /public - MH Xpo

public/
iitp_cms_logo_img_1.png # IITP 210 (OIQ)
iitp_cms_logo_img_2.png # IITP 210 (MB)
vite.svg # Vite 21
index.html # HTML IS
oAgh W Al dist/ 2 SAtEE F& ot
32 Y 4% ol
3.2.1 vite.config.ts - Vite HE MH
import { defineConfig, loadEnv } from 'vite'
import react from '@vitejs/plugin-react’
export default defineConfig(({ mode }) => {
const env = loadEnv(mode, process.cwd(), '")
return {
plugins: [react()],
base: env.VITE_BASE || '/",
server: {
port: Number(env.VITE_PORT) || 5173,
s
build: {
outDir: 'dist',
}s
}
1
F2 4%
o plugins: @vitejs/plugin-react AFZ
o base: M2 ZZ HYE X|@ (vITE_BASE £t )
« server.port: 7 A ZE (7|2 5173)
« build.outDir: 2= =3 C[AE2| (dist/)
3.2.2 tsconfig.json - TypeScript 48
{
"files": [],
"references": [
{ "path": "../packages/common" },
{ "path": "./tsconfig.app.json" },
{ "path": "./tsconfig.node.json" }
1,
"compilerOptions": {
"baseUrl": ".",
"paths": {
"packages/common/*": ["../packages/common/*"]
}
}
}
0 4%

« references: Project ReferencesZ Common I{7|X| &=
o paths: @iitp-dabt/common ZZ OiZ
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3.2.3 package.json - 2EM G ATRE

FQ A3gE:

{
"scripts": {
"dev": "vite",
"build": "rimraf dist && tsc -b && vite build && node scripts/build-info.js",
"build:clean": "rimraf dist &% tsc -b && vite build && node scripts/build-info.js",
"preview": "vite preview",
"prebuild": "node scripts/build-info.js"
}
}

o dev: 7HEF A AlSH
o build: TEEM Y (UC Mg MM TEh
o build:clean: 22! £=

o preview: 2= Z1E 0|2|&7|

3.2.4 scripts/ - HE AJRE

scripts/
build-info.js UE HE MH (version, buildDate)
build.sh LUE AIJYE (Linux/Mac)
setup.sh # =) 43 AJEYE

scripts/build-info.js:

// 2 HEY AH

8 Md AJEHE

0x

const buildInfo = {

version: pkg.version,

buildDate: getLocalDateTimeString()
s

fs.writeFileSync(path.join(distPath, 'build-info.json'),
JSON.stringify(buildInfo, null, 2));

s 9lc MM 3 UE AZF2 dist/build-info.json OF £

fe/
.env # 23 B 83 (22Z, git ignore)
.env.sample # 23 B M2 It
package.json # 2AEH 2 AJHE
package-lock.json # o EH &=z ItY
vite.config.ts # Vite 2E &3
tsconfig.json # TypeScript 2E &3&F (Project References)
tsconfig.app.json # App TypeScript &%
tsconfig.node.json # Node TypeScript & (vite €& AQEHESR)
eslint.config.js # ESLint £33
index.html # HTML AER2| EQE
README . md # Z2HE 49

3.2.6 public/

public/
iitp_cms_logo_img_1.png # IITP 210 (02)
iitp_cms_logo_img_2.png # IITP 21 (ME)
vite.svg # Vite 21
index.html # HTML BIS3 (Z2E Al AIB)
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ogh 2C Al dist/ 2 SAEE M Ot (210, 0102 &)
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4. 21F 5! Mot HA
Frontend= JWT 7|4t 2153} Role-Based A%t H|3 S EHL|Ct
S8 Frontend?| 215 3! #ot H3= UXO|H, M| k2 BackendOi| A BHEefL|Ct,
4.1 JWT EZ 22|
411 EZ A3 2
O src/utils/jwt.ts

R

og

A
T

import { jwtDecode } from 'jwt-decode';

/I E2 €A 838

export function isValidTokenFormat(token: string): boolean {

if (!token || typeof token !== 'string') return false;

const parts = token.split('.');

return parts.length === 3; // header.payload.signature
}

/I EEZ 8 =&
export function extractTokenInfo(token: string): TokenInfo | null {
try {
const decoded = jwtDecode(token) as any;
if (!decoded || !decoded.exp || !decoded.iat) return null;

return {
exp: decoded.exp,
iat: decoded.iat,
expiresIn: JWT_CONFIG.accessTokenExpiresIn,
s
} catch {

return null;
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412 E3 0tz 29l

/] E2 otz 0% ol

export function isTokenExpired(token: string): boolean {

try {
const decoded = jwtDecode(token) as any;
if (!decoded || !decoded.exp) return true;

const currentTime = Math.floor(Date.now() / 1000);
return decoded.exp < currentTime;
catch {

return true;

-

/] EZ BIENK 82 A2t (X)
export function getTokenTimeRemaining(token: string): number {

try {
const decoded = jwtDecode(token) as any;
if (!decoded || !decoded.exp) return -1;

const currentTime = Math.floor(Date.now() / 1000);
return decoded.exp - currentTime;

} catch {
return -1;

4.1.3 E2 744 ooh(Otg 52 M)

/] E2 HL0l EREHA &l (D23t &g 58 H)
export function shouldRefreshToken(

token: string,

bufferSeconds: number = 300 // 5=

): boolean {
const timeRemaining = getTokenTimeRemaining(token);

return timeRemaining > © && timeRemaining <= bufferSeconds;

o CUIE7IX| 52 Ols} HAS m AL TR
o O[0| Bt2E HRE AU A
e bufferSeconds LI2IO0|EZ HAM A|™ =™ Tt

O src/store/auth.ts

27182
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// User/Admin S&& MEZS <8 prefix &=
const USER_PREFIX = 'user_';
const ADMIN_PREFIX = ‘admin_';

/7 B 24 ASX B0 XE prefix AtS EHE
function getCurrentPrefix(): string {
const userType = getUserType();
return userType === 'A' ? ADMIN_PREFIX : USER_PREFIX;

// EZ NE
export function saveTokens(accessToken: string, refreshToken: string) {
if (!isValidTokenFormat(accessToken) || !isValidTokenFormat(refreshToken)) {
console.warn('Invalid token format detected');

return;

const prefix = getCurrentPrefix();
localStorage.setItem(prefix + 'accessToken', accessToken);
localStorage.setItem(prefix + 'refreshToken', refreshToken);

// Access Token JIH 2D

export function getAccessToken(): string | null {
const prefix = getCurrentPrefix();
const token = localStorage.setItem(prefix + 'accessToken');
if (!token || !isValidTokenFormat(token)) return null;

return token;

-

X% RIX]: Localstorage

e User EZ: user_accessToken , user_refreshToken

e Admin E2: admin_accessToken , admin_refreshToken
422 E32 Utz 29l

// Access Token 22 0=
export function isAccessTokenExpired(): boolean {
const token = getAccessToken();

return !token || isTokenExpired(token);

// Refresh Token 2t 0%
export function isRefreshTokenExpired(): boolean {
const token = getRefreshToken();

return !token || isTokenExpired(token);

// Access Token 24l ZE O

export function shouldRefreshAccessToken(): boolean {
const token = getAccessToken();
return token ? shouldRefreshToken(token) : true;

I

1. Access TokenO| 3tz 58 M o
2. Access TokenO| Bt |2 11 Refresh TokenO| K& &t i

AM Flow:
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/] E2 HE ol L HA (AP RF M S5)
export async function ensureValidToken(): Promise<string | null> {

validateAndCleanTokens(); // S&4 ZAr & Hel

const accessToken = getAccessToken();

const refreshToken = getRefreshToken();

// E20| 12H null et
if (laccessToken) {
// Access S8 > Refresh& &l A&
if (refreshToken && !isTokenExpired(refreshToken)) {
return await tryRefreshToken(refreshToken);
}

return null;

// Access TokenOl RS56t1) H4al ZE QIodH OUHZE AS
if (!isTokenExpired(accessToken) && !shouldRefreshToken(accessToken)) {

return accessToken;

// Access 2t E= 2tz & » Refresh2 Al A&
if (refreshToken && !isTokenExpired(refreshToken)) {

return await tryRefreshToken(refreshToken);

return null; // A& 2T

// Refresh Token2Z Access/Refresh MZ= AlE
async function tryRefreshToken(refreshToken: string): Promise<string | null> {
try {
const userType = getUserType();
const url = userType === 'A’
? FULL_API_URLS.AUTH.ADMIN.REFRESH
FULL_API_URLS.AUTH.USER.REFRESH;

const res = await fetch( ${API_BASE_URL}${url}", {
method: 'POST',
headers: { 'Content-Type': 'application/json' },
body: JSON.stringify({ refreshToken })

1)

if (!res.ok) throw new Error( Refresh failed: ${res.status} );

const data = await res.json();
const newAccess = data?.data?.token || data?.token;

const newRefresh = data?.data?.refreshToken || data?.refreshToken;

if (newAccess && newRefresh &&
isvalidTokenFormat(newAccess) &&
isvalidTokenFormat(newRefresh)) {
saveTokens(newAccess, newRefresh);

return newAccess;

throw new Error('Invalid refresh response');

—

catch (error) {

console.error('Token refresh failed:', error);
removeTokens();

clearLoginInfo();

return null;
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Flow C}0|0{ O %:

API RF &

v
ensureValidToken() S &
- Access Token 218?
| - Refresh Token UD RE? » WA AT
| F 43 > M Access Token Et&
| L &I » null BHE (200 ZQ)

b Access Token 41 |52 (
| L Otz A=
|
L Access Token ©t2 L= 0t2 28ty (52 0|U)
L Refresh Token2@2 4l
- 42 > M Access Token 2t
L ATH 5 null gHE (200 ZQ)

)
il
v
il
B
=t}

>
in

'l

4.2.4 9l

ol

Y

ok

/] Jl2 1S dE =l
export function isAuthenticated(): boolean {
const accessToken = getAccessToken();

const refreshToken = getRefreshToken();

return (!l!accessToken && !isTokenExpired(accessToken)) ||

(!'refreshToken && !isTokenExpired(refreshToken));

// LB AER IS AH 2ol
export function isUserAuthenticated(): boolean {
const userAccessToken = localStorage.getItem('user_accessToken');

const userRefreshToken = localStorage.getItem('user_refreshToken');

const hasValidUserToken =
(userAccessToken && !isTokenExpired(userAccessToken)) ||

(userRefreshToken && !isTokenExpired(userRefreshToken));

const userInfo = localStorage.getItem('user_userInfo');

return !!(hasvValidUserToken && userInfo);

ol

=

/] Zelkt AS SEd

export function isAdminAuthenticated(): boolean {

I

const adminAccessToken = localStorage.getItem('admin_accessToken');

const adminRefreshToken = localStorage.getItem('admin_refreshToken');

const hasValidAdminToken =
(adminAccessToken && !isTokenExpired(adminAccessToken)) ||
(adminRefreshToken && !isTokenExpired(adminRefreshToken));

const adminInfo = localStorage.getItem('admin_userInfo');
return !!(hasValidAdminToken && adminInfo);
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4.3 AI2X "MH e
4.3.1 A\ 8X HE ME/x3)

OHY: src/store/user.ts

interface UserInfo {
userId: number;
email: string;
name: string;
userType: 'U' | 'A';
role?: string; // 2elke B role &

roleName?: string; // Z2IXte B role 0I5

/I NEX HE NE

export function saveUserInfo(userInfo: UserInfo) {
const prefix = getCurrentPrefix(userInfo.userType);

localStorage.setItem(prefix + 'userInfo', JSON.stringify(userInfo));

// MNEX BE M2
export function getUserInfo(): UserInfo | null {

const prefix = getCurrentPrefix();

const userInfoStr = localStorage.getItem(prefix + 'userInfo');

if (luserInfoStr) return null;

try {
return JSON.parse(userInfoStr);
} catch (error) {

console.error('Failed to parse user info:', error);

return null;

31/82



[ITP DABT Admin Frontend & A
4.3.2 Admin Role =3

// @8t M3AE Admin Role Br&t (userInfo.role AIE)
export function getAdminRole(): string {
const adminInfoStr = localStorage.getItem('admin_userInfo');

if (ladminInfoStr) return H

try {
const adminInfo = JSON.parse(adminInfoStr);
return adminInfo?.role || '';
} catch (error) {
console.error('Failed to parse admin info:', error);
return '';
}

// 3t HAIE Admin Role Name &t

export function getAdminRoleName(): string {
const adminInfoStr = localStorage.getItem('admin_userInfo');
if (ladminInfoStr) return 'Z2|Xt';

try {
const adminInfo = JSON.parse(adminInfoStr);
return adminInfo?.roleName || 'Z2[X";

} catch (error) {

console.error('Failed to parse admin info:', error);

return "ZelXt’;

4.3.3 2391 HHE XE/AN|

// 2° Al MBS B2} E22 8N HE
export function saveLoginInfo(

userInfo: UserInfo,

accessToken: string,

refreshToken: string

) o

saveUserInfo(userInfo);

saveTokens(accessToken, refreshToken);

// BN 24 AST Bee 200 28 T
export function clearLoginInfo() {

removeUserInfo(); // S EtL2 AIEX F2F HA
removeTokens(); // 8 Bt E202F HMH

// SE ASX Bte 210 Z28 MA

export function clearLoginInfoByType(userType: 'U' | 'A') {
removeUserInfoByType(userType);
removeTokensByType(userType);

// 2 Ete 200 HE 2& HA
export function clearAllLoginInfo() {
removeAllUserInfo();

removeAllTokens();
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4.4 User/Admin S& MM Zi2| (eH4

Frontend= User®t Admin2| SE&0l SA| 2212

4.4.1 LocalStorage prefix 22| (user_,

HE RE:
LocalStorage:
user_accessToken # 2B ALE X Access Token
user_refreshToken # 28t ALEX Refresh Token
user_userInfo # 28 ALEX FE
admin_accessToken # 22l Xt Access Token
admin_refreshToken # 22| Xt Refresh Token
admin_userInfo # 22l 38
Pl
o
o EZIH MIM: User2t Admin MMO| MZ F&2 —’F—X
o SA 219l 6tLto| H2tX oA Useret Admin &
o MM X2t 21012 910| User «> Admin X%t 7ka

4.4.2 SA| 21091 x| H7{L|E

M 2 AR EHY LS T

// BN 24 ASEX B s s (Admin M)

export function getUserType(): 'U' | 'A' | null {

// Admin BE 91X ol (2429

const adminInfo = localStorage.getItem('admin_userInfo');

if (adminInfo) {

try {
const parsed = JSON.parse(adminInfo);

if (parsed && parsed.userType === 'A') return '

} catch {}

// User 82 &0l

const userInfo = localStorage.getItem('user_userInfo');

if (userInfo) {

try {
const parsed = JSON.parse(userInfo);

if (parsed && parsed.userType === 'U') return '

} catch {}

return null; // & O AW null

2422]: Admin > User

o Admin@=Z 2 QIE|0{ QO™ Admin MM At
o AdminO| 111 UserZt A2 E User MM AL
o ELCHGCM nu11 (EIQ EHR)

4.4.3 XtE AFEX} EFY THEH (Admin £4)

prefix X\}S ZAH:
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function getCurrentPrefix(): string {
const userType = getUserType();
return userType === 'A' ? ADMIN_PREFIX : USER_PREFIX;

gt
ol

o saveTokens() : YA 2 EtU0) A EE ME
o getAccessToken() : &Xl 24 EfRIQ|
ME

e saveUserInfo() : A &M

4.4.4 J|M ™2t Flow

ALI2|2 1: User — Admin J &t

1. User2 27101 AEH

- user_accessToken, user_userInfo &1

2. Admin £2¢! (/admin/login)

- admin_accessToken, admin_userInfo &

3. getUserType() S &

- Admin & > '

=
LS
0

o

4. 0|F 2E API 2F
- User HIEE &

AlLt2|2 2: Admin — User Mgt

1. Admin22 Z 7101 AHE

- admin_accessToken, admin_adminInfo &I

2. Admin 20t%2 (clearLoginInfoByType('A'))
- admin_ prefix OIOIE AfH

3. getUserType() &

o

- Admin 818 > User &0l - 'U' BHE

4. User MECZ2 TtsS dM&
AlLtz|e 3: gid 230t

1. UserZ% Admin 25 Z 01 AMEf
2. & Z0t2 (clearAllLoginInfo())
- user_ prefix OIOIE AtH

- admin_ prefix CIOIE AbA

3. getUserType() S &
- null BHEF (200 2R)

4.4.5 821X XF H|o|E &
Frontend= LocalStorage2t SessionStorageS AIE35t0 215 3! ALEX MEE XNEEL|CE

LocalStorage (Z MZ:

_ olE "
7| 0|12 N =1 Ofl Al 2
SiAl
o=
user_accessToken JWT Ut eyJhbGci0iJIUzIINiIs. ..
ZXE  AF8Xt
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_ Blo|E]
7|1 0|1 . gk Ol Al 24
SiAl
o=
Access
Token
st
JWT AHEX}
user_refreshToken [ eyJhbGciOiJIUzIINiTs...
EXE  Refresh
Token
old}
= -
JSON _
user_userInfo o7t AHEXF {"userId":1,"email": "user@example.com", "name":"&2 S", "userType":"U"}
ey @E
22| xt
JWT
admin_accessToken SRt Access eyJhbGciOiJIUzIINiTs...
L =
Token
FEIPN;
JWT
admin_refreshToken Sxjo Refresh eyJhbGciOiJIUzIINiIs. ..
= =
Token
22| xt
JSON e
admin_userInfo St (rol {"userId":1,"email": "admin@example.com", "name":" 22l X", "userType": "A","role": "S-ADMIN", "roleName": "Su
TATE role
=gt)
SessionStorage (8 SO M AtH)):
7| 0IE CloJE] 4] 8T
returnTo =X (URL EE) QIE A Al Y2 Ho]X] 22 M (222 = Ats =)

X% cllo|E £3:

o User®t Admin 2t £2|: prefix2 7 25t0] Sl M4 X[
. 2012 A| MEfE AR
o clearLoginInfoByType('U') — user_ prefix2t A
o clearLoginInfoByType('A') — admin_ prefix@h AFK|
o clearAllloginInfo() — 2= Cl|O|E A
 SessionStorage Z&: H|0|X| S22 2/t YAl C0|E (2ot L3t
o XIE HE|: RE0IX| %2 EES XS A7 (validateAndCleanTokens )

Hot najArst:

« LocalStorage= XSS 30| 2t (JavaScript2 M2 7ts)
o EF YA HZ (isvalidTokenFormat ) ME

o EZ MZ M3 (isTokenExpired ) HE

o HTTPS E41 W4 (T2CiM)

4.5 Het M3 [EE|

4.5.1 9g 7|4k At {3 e (87H)

O src/utils/auth.ts
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import { CODE_SYS_ADMIN_ROLES } from '@iitp-dabt/common’;
// 1. S-Admin &b 0l (x10 HEH)

export function isSAdmin(adminRole: string | null): boolean {
return adminRole === CODE_SYS_ADMIN_ROLES.SUPER_ADMIN;

// 2. LBt Admin P& =Ol (ADMIN, EDITOR, VIEWER X&)

export function isAdmin(adminRole: string | null): boolean {

return adminRole === CODE_SYS_ADMIN_ROLES.SUPER_ADMIN
|| adminRole === CODE_SYS_ADMIN_ROLES.ADMIN
|| adminRole === CODE_SYS_ADMIN_ROLES.EDITOR
|| adminRole === CODE_SYS_ADMIN_ROLES.VIEWER;
}
// 3. 2EI= HE AS 202l (S-ADMIN, ADMIN, EDITOR)
export function hasContentEditPermission(adminRole: string | null): boolean {
return adminRole === CODE_SYS_ADMIN_ROLES.SUPER_ADMIN
|| adminRole === CODE_SYS_ADMIN_ROLES.ADMIN
|| adminRole === CODE_SYS_ADMIN_ROLES.EDITOR;

// 4. 40| As &el (RE 22l

export function hasReadPermission(adminRole: string | null): boolean {

return adminRole === CODE_SYS_ADMIN_ROLES.SUPER_ADMIN
|| adminRole === CODE_SYS_ADMIN_ROLES.ADMIN
|| adminRole === CODE_SYS_ADMIN_ROLES.EDITOR
|| adminRole === CODE_SYS_ADMIN_ROLES.VIEWER;

// 5. 29X HAE 22| Hs =0l (S-ADMINGH)
export function hasAccountManagementPermission(adminRole: string | null): boolean {
return adminRole === CODE_SYS_ADMIN_ROLES.SUPER_ADMIN;

// 6. AFER AE 3| st ol (RE 22X

export function hasUserAccountReadPermission(adminRole: string | null): boolean {

return adminRole === CODE_SYS_ADMIN_ROLES.SUPER_ADMIN
|| adminRole === CODE_SYS_ADMIN_ROLES.ADMIN
|| adminRole === CODE_SYS_ADMIN_ROLES.EDITOR

|| adminRole === CODE_SYS_ADMIN_ROLES.VIEWER;

/] 7. AbEX HE #HE As =0l (S-ADMIN, ADMINEH)
export function hasUserAccountEditPermission(adminRole: string | null): boolean {
return adminRole === CODE_SYS_ADMIN_ROLES.SUPER_ADMIN
|| adminRole === CODE_SYS_ADMIN_ROLES.ADMIN;

// 8. ANAE &F s =2l (S-ADMINEH)
export function hasSystemConfigPermission(adminRole: string | null): boolean {
return adminRole === CODE_SYS_ADMIN_ROLES.SUPER_ADMIN;

-

s VIEWER EDITOR ADMIN S-ADMIN
ZHX 3] (FAQ, QnA, Notice) 0 0 o] 0
ZHX HY (HG/FAH) X o 0 0
AEXAY =3 o o o ¢}
AP AY HE X X o} o
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s VIEWER EDITOR
SR AH e X X
Ac e X X
INESCIESRS) X X

452 M7 M2 Hst M3

export function hasMenuAccess(adminRole: string | null, menuName: string): boolean {
switch (menuName) {
case 'dashboard':
case 'openapi':
case 'gna':
case 'faq':
case 'notice':
case 'user-management':

return hasReadPermission(adminRole);

case 'operator-management':
case 'code-management':

return hasAccountManagementPermission(adminRole);

default:

return hasReadPermission(adminRole);

E&: A0|= HHIAIO| M tiF EA/SY HOf

453 HE/HM At M3

export function hasActionPermission(adminRole: string | null, actionType: string): boolean {
switch (actionType) {
case 'create':
case 'update':
case 'delete’:
return hasContentEditPermission(adminRole);

case 'user-create':
case 'user-update':
case 'user-delete':

return hasUserAccountEditPermission(adminRole);

case 'operator-create':
case 'operator-update':
case 'operator-delete':

return hasAccountManagementPermission(adminRole);

case 'code-create':
case 'code-update':
case 'code-delete':
return hasAccountManagementPermission(adminRole);

default:

return hasReadPermission(adminRole);

-

2E: HE gyoptegel, Z1 HAIX] EA|

37182
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4.6 2}LE 7IE

4.6.1 PrivateRoute - Ut A}EX} Ol

ol

H3

opd: src/components/ProtectedRoute.tsx

import { Navigate, uselocation } from 'react-router-dom';

import { useEffect } from 'react’;

import { validateAndCleanTokens, isUserAuthenticated } from '../store/auth';
import { ROUTES } from '../routes';

/] 25 B3 cRE ZFEHUE (LB AIEXE)
export function PrivateRoute({ children }: { children: React.ReactNode }) {
const isLoggedIn = isUserAuthenticated();

const location = uselocation();

/] EE2 R84 IAN E FHel
useEffect(() => {

validateAndCleanTokens();
3 [1)s

if (!isLoggedIn) {
return <Navigate to={ROUTES.PUBLIC.LOGIN} state={{ from: location }} replace />;

return <>{children}</>;

}
=X}
o=
1. isUserAuthenticated() @=Z User E2 S84 20l

2. REGIX| A2HM /10gin 2 E E[CIO[HE
3. location.state Of| 2l HO|X| ZE & (ZO2 = £¢)

Hg mio|x|:

o /dashbd - AFS X CHA|EE

e /profile - TZT 22|

e /user/gna/create - QnA 44

e /user/openapi - OpenAPI| 7| &2

ofA

4.6.2 AdminProtectedRoute - ZE|X} OIS M3

// 22k 25 ARE FEY

export function AdminProtectedRoute({ children }: { children: React.ReactNode }) {

Im

const isLoggedIn = isAdminAuthenticated();

const location = uselLocation();

/] EZ ssd ZA L FHel

useEffect(() => {
validateAndCleanTokens();

3 [Ds

if (!isLoggedIn) {

return <Navigate to={ROUTES.ADMIN.LOGIN} state={{ from: location }} replace />;

return <>{children}</>;

1. isAdminAuthenticated() S=Z Admin E2 S84 2ol
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2. QESHX| %49 /admin/login 22 E|CO[HE
3. location.state Of &2 I|O|X| ZZ XZ}

HE Ho|x]:

o /admin/dashbd - ZH2|Xt LHAIEE
e /admin/fags/* - FAQ Z2|
e /admin/gnas/* - QnA 2|
e /admin/notices/* - ZX|AFE 22|

e /admin/users/* - AF2X} 22|

e /admin/operators/* - 2} 22|
e /admin/openapi/* - OpenAPI 22|

e /admin/code/* - ZE 2|

4.6.3 21= M1jf A| 2|Clo|HE

Flow:

MEXIL BSE HOIX 2

v

PrivateRoute / AdminProtectedRoute

|
l_
|
|
L

= b

SESFER
- HoOIXl &
o M2
L 2370 HoIXIZ 2ICtolAnE

|- state: { from: location }

L 270 842 & 2 HoIX2 =
S oAl

// Login.tsx

const location = uselocation();

const from = location.state?.from?.pathname || '/dashbd';

const handleLoginSuccess = () => {

navigate(from, { replace: true });

}s
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5. API 20| E

5.1 APl 22}0|QIE 1X gl ZE ZX|

Frontend2| 2 & Backend APl S412 src/api/ CIEMEZ|Q ZES £l 0]
=8 E%:
o ET QM B apiretch() (2S5 EQ), publicApifetch() (27H)
o XtE EZ Bl E2 AM otz §3
o ErrorCode 7|4t X2|: AFEX} XISt OA|X| Het
o Ef0}R Gl ZHAIE: HIEQIA 27 HE|
5.1.1 apiFetch() VS publicApiFetch() XIO|
= apiFetch()
EZ U008 T4 (RI9H null gheh
ES A 2F ® Xtz AN
AL2 H|0|X| User/Admin ¢1Z H|O|X|
Authorization 8IC{ ShAF TSt

5.1.2 EZ X3 744 (401 0|2 A])

apifetch() 42 Flow:

API @& A 5 ensureValidToken()
- Access Token R& (2t 52
| L auz sme
L Access Token Bt2 £ 9t2 2u

L Refresh Token@2 &l AlE
- 42 > M Access Token A2

L AT 5 null BHa (API 2F =G
publicApiFetch() %! Flow:

API @& - 401 Ol LM Al
L Refresh TokenQ2 24l A&
43 - 5S2 28 MAIZ (138

LAl - ol S ua

5.1.3 MM S& M2| ( apiResponse<T> LX)

Et} He|: src/types/api.ts

export interface ApiResponse<T = any> {
success: boolean;
data?: T;
errorCode?: number;
errorMessage?: string;
// FE &8 &% ZCE
showPopup?: boolean; /] B EA 22 %
redirectTo?: string; // cICIOl 2 E URL
autolLogout?: boolean; // AEs 202 22 R
details?: any; /] =t &AM EE

}

FojFLCt.

publicApiFetch()
ME (Qlo TIR)
401 024 Al RHA|=
274 H|0|X| (FAQ, QnA, Notice)

£2 I8 ugt 23

jo
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5.1.4 0f|2{ 2& X2| (ErrorCode — AF2X} XIS} MA|X])

ErrorCode 7|4t HA|X] 2} ( src/api/api.ts ):

ErrorCode
UNAUTHORIZED (40101) QIE0| HREtL|CL ChA| 218 M K.
TOKEN_EXPIRED (40102) 2301 MMo| BHEE[
INVALID_TOKEN (40103) FEOHX| 2 Q15 MEQLICE CHAl 23
ACCESS_DENIED (40301) st glELICH
USER_NOT_FOUND (40401) AFEXIE &S & gl&LICh

LOGIN_FAILED (40001)
NETWORK_ERROR (50301) HEHI @F7F EMASLICH

REQUEST_TIMEOUT (50801) 2K AZHO] XutE|AELICE

SEH 23} ( src/utils/apiResponseHandler.ts ):

-

o showpopup : B HA| 2R {5 X5 Tt
e redirectTo : 2|CIO|HE URL At5 M4 (User/Admin EFH)
e autologout : AHE 20} TR O THct

5.1.5 A= 2= (EIA0IR, HEYA 2F)

Efelore &

o

o 7|2 EIRIOIR: 10 ( API_TIMEOUT )

o HAHE EtRIOIR: options.timeoutMs 2 XM Jts
KA HA:

o 401 0fl3] (215 Aml): E2 AA = 13| A=
o EIRAOIR: AT S (021 HIAIXK] EA|)
o HEYI 2F: MAI= i (ol HIAIX| EAl)

= (=Y |
5.2 APl 2 & 5& (HI0|S HEl)
o zQ o4
api.ts apiFetch, publicApiFetch
user.ts login, register, getProfile, updateProfile, changePassword
admin.ts loginAdmin , refreshAdminToken , getAdminProfile
getAdminAccounts , createAdminAccount , updateAdminAccount ,
account.ts
deleteAdminAccount
common.ts getJwtConfig , getSystemInfo

getCommonCodes , getCodesByGroup , createCode , updateCode ,
commonCode. ts
deleteCode

faq.t getFaqs , getFagById, createFaq, updateFaq, deleteFaq,
aqg.ts
batchDeleteFaq

gna.ts getQnas , getQnaById , createQna, updateQna, deleteQna, replyQna

41/82

AEXE HIAX]

SLICH CHAl 232081 F M Q.

S F=MR.

LHSE 2AQliFH L.

=
L)
Ral
n-]

0z
e
L)

0K
ofm
a1l
[
r
il

FAQ 22|

QnA 2|

A%

HEAPIEE

2301, ol §ote, Z2EH H|O[X|

#e[Xh 2391, T2 H|0|X|

2GAt 22| Ho|X| (S-ADMIN)

£ 22| T|Oo|X] (S-ADMIN)

FAQ S5, #A|, 44, =3 Ho[X|

QnA S5, g, 44, BH HO|X|
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o zQ o4
getNotices , getNoticeById, createNotice, updateNotice ,
notice.ts
deleteNotice
getOpenApiClients , approveOpenApiKey , rejectOpenApiKey ,
openApi.ts
extendOpenApiKey
EX|-
0o

o. get*, create*, update*, delete* , batchDelete*

2 OHH: TypeScript MU|2l2 St EtY F2
o 02 S 2E B+ = ApiResponse<T> Bt

42 /82
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6. 2f2E 1=

6.1 2IE H9|

6.1.1 rouTes Z4X| = (PUBLIC, USER, ADMIN, COMMON)

O} src/routes/index.ts
Frontend= 4THA| 2IRE 2R E AIEEILICH

1. PUBLIC - 27l HO[X| (209! 22 Q)

HOME: '/’

THEME_PREVIEW: '/theme-preview'

NOTICE: '/notice'

NOTICE_DETAIL: '/notice/:noticeld’

FAQ: '/faq'

QNA: '/gna’

QNA_DETAIL: '/qgna/:gnald’

ABOUT: '/about' # OpenAPI 4 Jf
TERMS: '/terms' # 0l &2t
PRIVACY: '/privacy' # QI EE XHelga
LOGIN: '/login'

REGISTER: '/register'

2. USER - 4t AL X} H[O[X| (User 215 ER)

DASHBOARD: '/dashbd’

PROFILE: '/profile'

QNA_CREATE: '/user/gna/create’
QNA_HISTORY: '/user/gna/history’
OPEN_API_MANAGEMENT: '/user/openapi'

3. ADMIN - 2t2|X} 10| X| (Admin 215 ER)

s 2}2E mje
AIEE /admin/dashbd
FAQ &2 /admin/faqs/*
QnA 22| /admin/qgnas/*
SXAtE 22| /admin/notices/*
AHEXt 22| /admin/users/*
2GXt 22| /admin/operators/*

/admin/openapi/clients/* , /admin/openapi/requests/*

/admin/code/*

4. COMMON - 3-& H[0|X|

NOT_FOUND: '/404'
ERROR: '/error'

Y AN 1 E:

tnl

43 /82
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n
It

Fa| Xt

VIEWER+ (Z3]), EDITOR+ (HZ!)
VIEWER+ (Z3]), EDITOR+ (HZ!)
VIEWER+ (%£2]), EDITOR+ (HZ)

VIEWER+ (Z2]), ADMIN+ (HE)

DE 22X} (ZZ]), ADMIN+ (521/78)

S-ADMIN &&
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ADMIN: {
FAQ: {
LIST: '/admin/fags',
CREATE: '/admin/fags/create',
EDIT: '/admin/faqs/:id/edit’,
DETAIL: '/admin/faqs/:id',

6.1.2 RouTE_META - Li|H|#|O|M H|E}H|O|E]
HEH|O|E| 2=:

export const ROUTE_META = {
[ROUTES.ADMIN.DASHBOARD]: {
title: "HHAIEE",
icon: ‘'Dashboard’,
requiresAuth: true,

minRole: CODE_SYS_ADMIN_ROLES.VIEWER,
s

[ROUTES.ADMIN.OPERATORS.LIST]: {
title: ' A 2el',
icon: 'AdminPanelSettings’,
requiresAuth: true,
minRole: CODE_SYS_ADMIN_ROLES.SUPER_ADMIN, // S-ADMIN & &

1

s
=o.

o title: H|O|X| M= (H|H|A[0O]M, H2|=3 )
e icon: Material-Ul O}0|2 0|2
o|= ml

e requiresAuth: Q5 T &
e minRole : X4 @7 Hot

6.1.3 RouteUtils

ngt
H
oot

A
T

export const RouteUtils = {
/] S& c*E 44 (0: /faq/:id » /faq/123)
createDynamicRoute: (route: string, params: Record<string, string | number>): string => {
let result = route;
Object.entries(params).forEach(([key, value]) => {
result = result.replace( :", String(value));
1)

return result;

1

// FAQ & Al HOIXI
createFagDetailRoute: (id: string | number): string => {
return RouteUtils.createDynamicRoute(ROUTES.USER.FAQ DETAIL, { id });

1

// Zelk FAQ B E
createAdminFaqEditRoute: (id: string | number): string => {
return RouteUtils.createDynamicRoute(ROUTES.ADMIN.FAQ.EDIT, { id });

b
1
AL Of|Al:
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// FAQ & Al HOIXIZ 0ls
navigate(RouteUtils.createFaqDetailRoute(123)); // /user/faq/123

// 2elX FAQ & HIOIXZ 0ls
navigate(RouteUtils.createAdminFaqEditRoute(456)); // /admin/faqs/456/edit

6.2 2I*E! Flow

6.2.1 URL ®2 Al At M3 Flow

IA: src/App.tsx

<Routes>
<Route path="/" element={<Layout />}>
{/* 34 HOIX (2102 =2ZX) */}
<Route index element={<Home />} />
<Route path="/faq" element={<FaqList />} />
<Route path="/login" element={<Login />} />

{/* LBt AtEX HOIXl (PrivateRoute Guard) */}
<Route
path="/dashbd"
element={
<PrivateRoute>
<Dashboard />
</PrivateRoute>
¥
/>

{/* 22X HOIXl (AdminProtectedRoute Guard) */}
<Route
path="/admin/faqgs"
element={
<AdminProtectedRoute>
<AdminFaqList />
</AdminProtectedRoute>
}
/>
</Route>

</Routes>

At H|3 Flow:
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MEZXIF URL B2 (Ol: /admin/faqs)
v

React Router - Route OHZ
v

<AdminProtectedRoute> Guard

|- isAdminAuthenticated() &

[

| | Admin E2 R&?

| L YES » HIOIX BHE

| L Admin E2 gi8/2t2?

| L NO » /admin/login 2ICOIEE

| (state: { from: '/admin/fags' } M&)
|

v

HOIXl HEHE (AdminFaglList)

UI A& M3 (hasContentEditPermission)
b VIEWER » X310 Jis (HE HIZ2&3)
- EDITOR+ » 2E D ts

or
)

6.2.2 21= Almj A 2|Cto|HME

PrivateRoute Z|C[O|HIE:

// src/components/ProtectedRoute.tsx
if (!isUserAuthenticated()) {
return <Navigate to={ROUTES.PUBLIC.LOGIN} state={{ from: location }} replace />;

AdminProtectedRoute 2|CI0|HE:

if (!isAdminAuthenticated()) {
return <Navigate to={ROUTES.ADMIN.LOGIN} state={{ from: location }} replace />;

-

B0 S =3l

—_

// src/pages/user/Login.tsx
const location = uselocation();

const from = location.state?.from?.pathname || '/dashbd';

const handleLoginSuccess = () => {
navigate(from, { replace: true }); // &ci HOIXZ =&
s

ALtE|R:

MEXIIt /user/gna/create H2 (HIZ109l)

. PrivateRouteOlA 21E AIH 2K

. /login@ 2 2|0l E (state: { from: '/user/qna/create’ })
AT 2090 43

. /user/qna/createZ IS =&

u A W N R
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6.2.3 st £ A A2|

Ul 3|8l M5t M3

// src/pages/admin/FaqlList.tsx
const adminRole = getAdminRole();
const cankEdit = hasContentEditPermission(adminRole);

return (
<div>
<DataTable data={faqs} />

{canEdit ? (
<Button onClick={handleCreate}>44</Button>
) (
<Tooltip title="H& RS0l ASLICH. ">
<span>
<Button disabled># & </Button>
</span>
</Tooltip>
)}

</div>

)5

st B A Ka] WAl

1. HE H|EM3}: VIEWERE MA/ST/AK| HE H|IZE M3t

2. Y HAl: "HE AHsto| SAELICH" HIAIX|

3. M &2: S-ADMIN M & Hi7& CHE g2 &2

4. B HAX]: 2™ URL M2 Al "HZ ETH0| LELICE" EA

ZE8: Frontend?| #ot X3 = UX 7| SX0|H, BackendOi| A A H$t

H=
[=K=)

o

e
TOOH
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7. =82 0| X| AN
mo|x|Y M Wz

o HO|X| =5

o URLZEZ

o T HP (Public / User / Admin etd)

- FRIIs

o A2 API (APl FENM EX)

o Ao Ul xH0] (VIEWER/EDITOR/ADMIN/S-ADMIN)
o 02| M2| (RIF Aml, Mot 2= API 2F)

7.1 271 HO|X] (Public) - 2|5 2
7.1.1 Z HIO|X] - /

HO|X]: MH|A HjQl H[O|X] (Z7 + MEHH QIF)

URL EZ: /

I: src/pages/user/Home. tsx

I At

o Public (239 22Q)
o 270l Al User HE HA| (MEHE QIF)

FRI|s:

o MHIA ATH
o X[ SXIAF OJ2|E7|

« FAQO|2|27]

o 2791 A| JAIEE H}27}7]

API:
o publicApiFetch AME (EZ MEHE ILgh
Error:
o API 2F — 0i[2] HIA|X] EA| (MH|A A% 0|2 Tts)
7.1.2 2392 HO|X]| - /1ogin
HO|X|: et ALEX} 212!
URL EZ: /login
I src/pages/user/Login.tsx
M2 sk

o Public (232! glo| FZ 7t5)
o O[0| 21921E 22 = = 2l Ho|X|2 2|CHo[HE

FRIs:

o Ofm|/H|2H U=

o 2101 2| ( loginuser API)

o EIQI HIj Al Ofl2] HIAIX] EA|
o 210l

A3 Al 2l HO|X] Z# ( 1ocation.state.from)
o Admin 2191 2| (User 2MH &tH)

API (MAl= APl RZM & E):
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e POST /api/user/login - AF2Xt 219l

=82 X2| Flow:
1. 010 user 21012 » & L= A HOIXZ 2ITHOIHE
2. Ol /HIYHsS 4=
3. Admin MI& &2l (clearLoginInfoByType('A'))
4. loginUser() API S &
5. &Z Al > location.state.from E£= '/dashbd'Z 0l&
6. A Al > Oldd OIAIXI EAl

Error:

o 291 Ml ( LOGIN_FAILED ) — "O}O|C|2} H|HHS E SQlsFMR."
o HERI QT - "HEYI QFIH LMAMSLICE"

7.1.3 2IA7IY HOIX| - /register
HO|X]: et ALEX} 2|7+
URL AZ: /register
I} src/pages/user/Register.tsx
M2 Hskh:
o Public (232! glo| FZ 7t5)

FRIIS:

N

o O|HiY, H|2HZ, O|F &

o Common Ii7|X| & g4 At
o isValidEmail(email)
o isValidPassword(password)
o isValidName(name)

o SR X2

o 843 Al 232 H0|X|2 0|F

APl (MMlE APl FZM EX):

e POST /api/user/register - AF2X} 2|7+

Error
o Ol B5 — "o|0] AHE F¢l ofm|JL|ct”
. HIUHS A U - "8X} 0|4, SR/RXYS S 2R} HB
o HEIA 2F —, 0f|2] HIAIX| EA|

71.4FAQ S5 (37M) - /faq
HOIX|: it 2= HE =5 =3 (37H)
URL EZ: /faq
WY src/pages/user/Faglist.tsx
M Ak

« Public (219! 2T Q)
FoIls:

. FAQ 22 3| (0%, Z4)
- el LefY

o FAQ &Ml 27|
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API (A M= API 72 M EX):

o GET /api/public/faq - FAQ 58 =3
Error:

o API 23 — 0f|2] HIAIX] ZA|
° ‘.j_l EE "EEEI FAQ7|' HAk:Il'l EI' " EA'

7.1.5 QnA SE/4M (370) - /qna, /qna/:qna1d

Ho|x|: 221 Bt S5 5 &M =3 (S7H)

o ZE: /gna
Al

o XMl /gna/:qnald

e src/pages/user/QnaList.tsx

e src/pages/user/QnaDetail.tsx
HZ A

 Public (219 22Q)
F2J|s:

. QnASE X3 (Ho|E, 2A)
o BN 2AE/OH7| Ale TeEfY

[}

. QnA AN B7| (ZE + EH)
API (MMl= APl #2M EZE):

e GET /api/public/qna - QA ZE X3
e GET /api/public/qna/:id - QnA &M =3

Error:

« QPA SIS (404) - "EIES XS & giAL|Ct"

o API 23 — 0l|2] HIAIX| EA|
7.1.6 ZX|ATE ZE/MM| (Z27H) - /notice, /notice/:noticeld
HO|X]: SX|ALE S 2 gl MM 3| (37H)
URL E&:

= /notice
Al

o MMl /notice/:noticeId

LR

® src/pages/user/NoticeList.tsx

e src/pages/user/NoticeDetail.tsx
M2 sk

+ Public (210 EEQ)
FRIls:

o SAMEY 55 9| (W0]F)
s § A
o o

XIAFE &M 2]

API (AH|= APl FZA &E):
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e GET /api/public/notice - SX|AIE 22 X3

e GET /api/public/notice/:id - =KX|AFSH AN| =3
Error:

o SXIALE F (404) - "SEAFEE HES = ELICH"

o API 23 — 0i|2] HIAIX] EA|

7.1.7 @A HO|X] - /about , /terms, /privacy

Hl0|X]: HX 2E = HO|X|
URL BE:

o /about - OpenAP| 274
o /terms - 0|89zt

o /privacy - JHQI™E K2|LH

e src/pages/public/OpenApiAbout.tsx
e src/pages/public/Terms.tsx

e src/pages/public/Privacy.tsx
M2 AHsth

« Public (219! 222)

F27s:
o X ZHX HA|
e APIZE Q2

7.2 At2X} H|O|X| (User) - €t AEX} QIS TR
7.2.1 M 8K} LHA|2E - /dashbd
HO]X]: AFE X} TR CHAIEE
URL ZE: /dashbd
I}Y: src/pages/user/Dashboard. tsx
M2 sk
o User Q1F S ( privateRoute )
FRIs:

o AMEXLFE HA
o My QnA 4| (ZHd%t QnA &, B CH7| B)
o My OpenAPI 7| E7 (&4 7|, &2l th7])

o X ZX[AFR
API (AHH|= API 2 A &E):

e GET /api/user/stats - AFEXt EH| (=)
e GET /api/user/gna - LIS QnASE
® GET /api/user/open-api - Lto| API 7| B8

Error:
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o QIZ MI§ — /1ogin E|CIOAE

o API 27 — olig MMTtof|2] A
722 D28 2| - /profile
HO|X]: AFEX} Z2E X3|/4F, H|PHS HY
URL &Z: /profile
I src/pages/user/UserProfile. tsx
M Ak
o User 215 L (privateRoute )

FR8J|s:

API (A H= APl 2 M & X):

e GET /api/user/profile - T2 X3
e PUT /api/user/profile - 2L X
® PUT /api/user/password - HZHS HE

Error:
o 215 A1 — /login Z|CIO[HE
=] § =
F — Oll2] HIAIX] A
7.2.3 My QnA 22| - /user/qgna/*
HOIX|: Lo HZ =Y, =3, 22|

URL ZE:

>

o MA: /user/qna/create
A

o O|AEZ|: /user/gna/history
o

® src/pages/user/QnaCreate.tsx

e src/pages/user/QnaHistory.tsx
M2 sk

o User 21Z L ( PrivateRoute )
FRIs:

o« QnA MY (M5, LHE, 37 oF)
e LI°l QnA 22 Z3

==

o QnA MM 7] (ZE + 22| Xt EtH)
API (&M= API 72 M HXE):

e POST /api/user/gqna - QnA M4
e GET /api/user/gna - LI2| QnA 2=
e GET /api/user/gna/:id - QnA &AM

Error:

o Q1F HI§ — /login Z[CIO[HE
29 7
=

AT AT S HIYHST} URBH

15 A0 - "HS 1 LIES YHAFMHR."
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o API 2F — 0i|2] HIAIX] EA|

7.2.4 OpenAPI 7| 22| - /user/openapi

H|O|X]: OpenAPI 2157| MK, =

ot

re

2l

URL HE: /user/openapi

hi-1R src/pages/user/OpenApiManagement.tsx

M Ak
o @@ User Q15 R (privateRoute )
FR2I|s:

« API 7| 2™ (7| 0|8, HE, RF7I7hH
° APl 9| EE Xgl

o API 7| MMl 7| HE, R
o API 7| Al *._1% (7271
o API 7| AR (=2 AfH|
o API 7| 2A} (2RIEE)

It 20
-, ©
)

7

ot

AFEH)

L o

]
ra

API (A M|= APl FZA & E):

o GET /api/user/open-api - LI2| API 7| 55

e POST /api/user/open-api - APl 7| A&

e PUT /api/user/open-api/:id/extend - APl 7| &% A
e DELETE /api/user/open-api/:id - APl 7| &K

API 7| AEl:

o PENDING ( activeyn="N', activeAt=null)- 52! CH7|
o ACTIVE ( activeyn="Y' , S27|Zt L) - &N

+ EXPIRED ( activevn='v' , R&7/2t 2t&) - 2t&

e REJECTED ( keyRejectReason Z=Xff) - L&

APl 7| ¥4
o AL 60Xt Z0[2] 1674 2RI (hex)
o M4 /~[a-fo-9]{60}$/
o MM YA Backend®| authKeyGenerator.generate() 24 AME

o crypto.randomBytes(30) 7|8t M4 (30 bytes = 60 hex characters)
o GIAl: a1b2c3d4e5f6789012345678901234567890abcdef1234567890abcdef123456

o HA|: FrontendOllX 7| EAL 7|5 MIZ (2R EE SAL
o DE ALK SY (KK API 7|2 2H2])

o Q1B A — /login 2|CIOME

o UM AZ M - 7| 0|S 2t MES LHHFMLR."
2RF - 0fl2] HAIX] EA|

7.2.5 2X|AF& X8| - Juser/notice/*
H|O|X|: AFEXLE SKIALE SE/A4A|

URL B=:

e ZE: /user/notice
Al

o XMl /user/notice/:id
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ol:

e src/pages/user/NoticeList.tsx

e src/pages/user/NoticeDetail.tsx

Mz AHsh

API (&M= APl FZM EE):

® GET /api/user/notice - SN =5
e GET /api/user/notice/:id - XA ALN|

Error:

— /login 2lCto|E
. ZXARE 9IS (404) - "ERIMES BE 4 SlALICH

7.3 22|X} HO|X| (Admin) - E2|X} 21F
7.3.1 E2|X} 2391 - /admin/login

HO|X|: 2t2|X} 270l

URL Z&: /admin/login

op: src/pages/admin/AdminLogin.tsx

2 At

o 0|0] Zt2[Xt 2392IEl B /admin/dashbd 2 2|CHO[EE
FRIIs:

o O|HY/H[YH
o ZZ|Xt 2321 M2 ( 10ginAdmin API)
o 201 M A| 22 HO|X| B

o User 210! H2| (Admin SMH &)
API (&M= API 72A EX):

e POST /api/admin/login - Zt2|X} 2719

8 X2| Flow:
1. OI0I Admin 279I? » /admin/dashbdZ cICHOIHE
2. OlHY/HILHS o=
3. User MI& A2l (clearLoginInfoByType('U'))
4. loginAdmin() API S
5. &3 Al > location.state.from &= '/admin/dashbd'Z 0lS
6. &I Al » 0ldd OIAIXI EAl

Error:

o EIQI M - "Xt HEE elsiFAL."
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o HEYI 2F — ofl2{ HAIX] FA|
7.3.2 #2|X} tHA|EE - /admin/dashbd
H|o|X|: 2ta|x} ool tHA|ZE
URL B2 /admin/dashbd
OHY: src/pages/admin/AdminDashboard. tsx

HZ Atk

o Admin 21Z ER ( AdminProtectedRoute )
o DE HE[Xt I W2 Its (VIEWER+)

FR8J|s:

o OpenAPI 7| 84 (37|, &4 7|, &2 7
e QnA E7 (5 QnA, B 2t

o N2 EE Y
API (A H= APl 2 M & X):

e GET /api/admin/openapi/stats - OpenAP| E7|
e GET /api/admin/gna/stats - QnA E7|

QIZ A — /admin/login E|CHO[EE
o API 2T —

1l

7.3.3 22|X} T2E . /admin/profile
H|O|X|: &e2|Xt T2E X3|/+H, HUHS HE
URL HZ: /admin/profile
o: src/pages/admin/AdminProfile.tsx
2 A

o Admin 21F ER ( AdminProtectedRoute )

FR2Is:

[H

r'E uE e

=1
=2

ol
=

ot

(oloi, 01Z, %z
ol8)

P
S

[H
oF gy

.
=
rE oz

API (MM= APl 2 M & X):

® GET /api/admin/profile o=

4? b

e PUT /api/admin/profile - Z2H
o PUT /api/admin/password - H|ZHZ

— "o HI”a'“dRﬂ LRG| &

"SA HOIHE S22= & 2LF I 2AYECH"

Lct
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7.3.4 FAQ 2t2| (EDITOR*) - /admin/faqs/*

HO[X]: FAQ ¥, +H, A, 2tz
URL ZE:

. £: /admin/fags

. A /admin/faqs/create

=

. /admin/faqs/:id
/admin/faqs/:id/edit

4> 0x oz o

0

e src/pages/admin/FaqList.tsx
e src/pages/admin/FaqCreate.tsx
® src/pages/admin/FagDetail.tsx

e src/pages/admin/FaqEdit.tsx
M Ak

o Admin 215 HQ ( AdninProtectedRoute )
o ZX3|: VIEWER+ (2E Z2|Xh
o MMM EDITOR+ ( hasContentEditPermission )

FR2I|s:

« FAQ S5 z8| (o], ZM, 7te|na| ZE)
« FAQ 448 (M=, L8, 7tH|12])

- FAQ 3

o FAQ 4| (=2| AfHl)

o FAQ €2 4

API (A M|= APl FZA & E):

e GET /api/admin/faq - FAQ &

e POST /api/admin/faq - FAQ A

o GET /api/admin/faq/:id - FAQ &Al

e PUT /api/admin/faq/:id - FAQ &%

e DELETE /api/admin/fag/:id - FAQ &K

o DELETE /api/admin/faq/batch - FAQ 22t AMK|

HEHE Ul Afol:

o VIEWER: SE/4M| =30 MM/4F /M HE &2
« EDITOR/ADMIN/S-ADMIN: 2= 7|5 A& 7Hs

Error:
o QIFZ MI§ — /admin/login E|CIO[HE
o HBLEZ , HE H|ZAM3} + "HE HEt0| YELICH" EE
o U AZ MM - "HZD LIRS YT
o API 2F — 0i|2] HIAIX] ZA|

7.3.5 QnA 22| (EDITOR+) - /admin/qnas/*
H[O|X]: QnA Z3|, BHtd =tA | 2tz

URL Z&:

H

/admin/qgnas

=

/admin/gnas/:id
/admin/gnas/:id/reply

4> oz o

o

/admin/gnas/:id/edit
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e src/pages/admin/QnaManage.tsx
e src/pages/admin/QnaDetail.tsx
e src/pages/admin/QnaReply.tsx

® src/pages/admin/QnaEdit.tsx
M2 At

o Admin 215 HQ ( AdninProtectedRoute )
o X3|: VIEWER+ (2 E Z2|Xh

o EHH/LB/MHE|: EDITOR+ ( hasContentEditPermission )

FRI|s:

e QnA ZE X3| (H|o|H, AM, H
o QnA A E7| (ZE + EHH)

o QnA B 2Hyd

e QnATHE

o QnA MK (=2| AFH|)

o QnA 2 AH|
APl (MAl= APl RZAM & ).

e GET /api/admin/qna - QnA 5
e GET /api/admin/gna/:id - QnA AN

o POST /api/admin/qna/:id/reply - Bt &4

e PUT /api/admin/qna/:id - QnA &=
e DELETE /api/admin/qna/:id - QnA &K

e DELETE /api/admin/gna/batch - QnA 22 ALF|

HEHE Ul Xjol:

e VIEWER: S5/4A Z2|2
« EDITOR/ADMIN/S-ADMIN: EftH &t -

bal

Error:

o Q1Z A - /admin/login Z|CIO[HE
5 &

S EE , HIE Hlgts

URL E&:
e ZE: /admin/notices
o MM sadmin/notices/create
o XMl /admin/notices/:id
o % /admin/notices/:id/edit

e src/pages/admin/NoticeManage.tsx
e src/pages/admin/NoticeCreate.tsx
e src/pages/admin/NoticeDetail.tsx

e src/pages/admin/NoticeEdit.tsx
M2 Hsh:

o Admin 21Z E8 ( AdminProtectedRoute )
o ZX3|: VIEWER+ (ZE 22|X})

A EHe AREH TE)
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o ‘MM H/MHE|: EDITOR+ ( hasContentEditPermission )

z27l5:
. XA 22 2] (W0l P
. XA MY (HS, 1)
. TAE 2
- TXIAR AR (2] A
. TXIA L AT

API (A M= APl M EX):

e GET /api/admin/notice - &X|AIE 55

® POST /api/admin/notice - SX|AFS MM

e GET /api/admin/notice/:id - SX|AFE AN

e PUT /api/admin/notice/:id - SX|AFE =3

o DELETE /api/admin/notice/:id - XA ALK|

A
o DELETE /api/admin/notice/batch - ZX|AtEH U2k AbF|

et vl xfol:

o VIEWER: SE/&M| =22t
» EDITOR/ADMIN/S-ADMIN: 2= 7|5 AH& 7ts

Error:

« API 2

F — ofl2] HIAIX] EA

H — /admin/login Z|C}O[EHIE

25 - HE 248

7.3.7 AF2X} 22| (ADMIN+) - /admin/users/*

HOJX]: L8 ALt AIY =2, 4,

URL Z&:

(]
4> 0z ox I
o Z 0z

: /admin/users

. /admin/users/create

/admin/users/:id

/admin/users/:id/edit

A
e

~

e src/pages/admin/UserManagement.tsx

® src/pages/admin/UserCreate.tsx

e src/pages/admin/UserDetail.tsx

® src/pages/admin/UserEdit.tsx

2 gk

A

o, T

o Admin 21Z E8 ( AdminProtectedRoute )
o Z3|: VIEWER+ ( hasUserAccountReadPermission )

o MM/ZH/AMH: ADMIN+ ( hasUserAccountEditPermission )

F8J|s:

, A,

. A8 22 X3 (10|
o AFXE MA

AE

i 2E)
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API (A M= API 72 M EX):

e GET /api/admin/user-accounts - AtEX} B2
e POST /api/admin/user-accounts - AEX; MM

e GET /api/admin/user-accounts/:id - AL X} AkA|

® PUT /api/admin/user-accounts/:id - AR} +H

o DELETE /api/admin/user-accounts/:id - AF2X} AHK|

e DELETE /api/admin/user-accounts/batch - AFEX} 22t Abx|
st vl xtol:

o VIEWER/EDITOR: SE/4M| Z3|0t Md/F/AH HE &4
o ADMIN/S-ADMIN: 2= 7|5 At 7ts

Error:

B — /admin/login EZ|CIO|EE
. P EE - HIE 820+ T o] gLtk S8
ol F5 - ojo] b8 F9l oo UelLct”

— Ofl2] HIAIX] EA|

7.3.8 22| X} A 22| (S-ADMIN) - /admin/operators/*

HO[X]: 2SXH(RI2|XL) AY WY, =7, AlX|, H 22

URL Z&:

: /admin/operators

0z Jhu

. /admin/operators/create

=

. /admin/operators/:id

4> 0z ox 1o

0z

. /admin/operators/:id/edit

e src/pages/admin/OperatorManagement.tsx
e src/pages/admin/OperatorCreate.tsx
® src/pages/admin/OperatorDetail.tsx

e src/pages/admin/OperatorEdit.tsx
M2 Hsh:

o Admin 21Z E8 ( AdminProtectedRoute )

o S-ADMIN £ ( hasAccountManagementPermission )

FRIIs:
o G 25 T3 (WY, AN, AF L)
o G YY (O, HIZHS, 0|5, HY)
o 2 YA 2T
o 281+ (0I5, A, YH)
o 2t AH (=2 AH)
o 2SX L A
. OjHY B ol
. HZHD HP

APl (MM APl FAM EHZE):

® GET /api/admin/account/:id - 2EXE AN
e PUT /api/admin/account/:id - X X

o
e DELETE /api/admin/account/:id - 2EX} AHK|
e DELETE /api/admin/account/batch - &
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e POST /api/admin/account/check-email - O|HY &= =fol
28 Ul x}o|:

« VIEWER/EDITOR/ADMIN: | Xtx| 7} &2
o S-ADMIN: 2 E 7|5 A& 7ts

Error:

o Q1F HI§ — /admin/login Z|CIO[HE

st 2= (S-ADMIN Oy — "2 Aeto| gl&Lct”
ol == _, "0|0| AF2 =9I o|H|Y QL |t
2 — ofl2] HAIX] EA|

7.3.9 OpenAPI 22}0|AHE 2| (HM|) - /admin/openapi/*

H|O]X]: OpenAPI 22t0|HE YU API 7| &¢I 22|

URL Z&:
o S2I0|HE SZE: /admin/openapi/clients
o Z2I0|AHE MAM|: /admin/openapi/clients/:id
o Z2I0|AHE £=H: /admin/openapi/clients/:id/edit
o« 50 QH 5E: /admin/openapi/requests
o &9 @& AM|: /admin/openapi/requests/:id

e src/pages/admin/OpenApiManage.tsx (E2I0|HE E&)
ALA

(=]
~

=

e src/pages/admin/OpenApiDetail.tsx (aal‘ [
® src/pages/admin/OpenApiEdit.tsx (EEI‘O|°'|E

% s (M |ITI
%

e src/pages/admin/OpenApiRequests.tsx (A°| -

® src/pages/admin/OpenApiRequestDetail.tsx (%._ 2H gk“)
HZ st
o Admin 21F ER ( AdminProtectedRoute )

o Z3|: VIEWER+ (2 & 22|X})
o SQUHE/AZ/AH]: ADMIN+ ( hasUserAccountEditPermission )

58

N

or

o OpenAP| 2ZI0|AUE & X=3| (AIEXHE API 7| 31
o S20|HE &M BI| (BR API 7| £8)

o API 7| 52 @8 55 (activeyn='N', activeAt=null)
« API 7| &Ql/A%

o API 7| S57|7F HE

o API 7| AbH|

API (8 Ml= APl A &=X):

e GET /api/admin/open-api - OpenAP| 22l0|HE =
e GET /api/admin/open-api/:id - E2I0|HE AN

e PUT /api/admin/open-api/:id/approve - APl 7| &¢l
e PUT /api/admin/open-api/:id/reject -API 7| HE
e PUT /api/admin/open-api/:id/extend - APl 7| &%t
e DELETE /api/admin/open-api/:id - APl 7| &tH|

API 7| &4l

o ¥A: 60Xt 20|29 16%I4 EXIE (hex)
o B4 /~[a-fo-9]1{60}$/
o MM UM Backend?| authkeyGenerator.generate() 24 AMS

o crypto.randomBytes(3e) 7| M4 (30 bytes = 60 hex characters)

o
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. NIAI: alb2c3d4e5f6789012345678901234567890abcdef1234567890abcdef123456

Az yi xfo|:

—,

e VIEWER/EDITOR: S&/4M| =32t SQ/HS/AE HE &4
o ADMIN/S-ADMIN: 2= 7|5 At8 7ts

Error:

Al — /admin/login E|CIO|EHE
o HOHEE L HE HZM3}

o APl 2F — 0f[2] HIAIX] EA|

7.3.10 ZE 22| (S-ADMIN) - /admin/code/*

Holx|: 25 F= 15 9 I

=

)

2|

URL Z&:
e TE EE: /admin/code
o AE 15 MAM|: /admin/code/group/ :groupId
o AC MM: /admin/code/create
o TE= MAM|: /admin/code/:id
o IE 23 /admin/code/:id/edit
o

e src/pages/admin/CodeManagement.tsx
e src/pages/admin/CodeGroupDetail.tsx
e src/pages/admin/CodeCreate.tsx

® src/pages/admin/CodeDetail.tsx
M2 sk

o Admin 215 TQ ( AdminProtectedRoute )
X

o S-ADMIN M£ ( hasAccountManagementPermission )

FRIls
« IEIE 5E X7
o AE IFE MA| (3t ZE 2E)
. 3C MY
. 3E 2H
o T AMK|

API (MAl= APl RZAM & ).

e GET /api/admin/common-code - ZE JIF S5

e GET /api/admin/common-code/group/:id - ZE & &A|
e POST /api/admin/common-code - ZE MM

e PUT /api/admin/common-code/:id - Z= £H

o
e DELETE /api/admin/common-code/:id - 2= AHA|
HsHE Ul xtol:

o VIEWER/EDITOR/ADMIN: |7 XA 7} &2
o S-ADMIN: 2 E 7|5 AH& 7ts

Error:
o 21F A - /admin/login Z|CIO[HE
o HOHEZE . "HI #oto| glELICE"

o API 2F — 0fl2] HIAIX| EA|
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7.4 3 H|0|X] (Common)
7.41 404 H|O|X| - /404
HOIX]: TO|X|E &S 4 Q1S W EA
URL ZZ2: /404 (XI5 2|CIOJZE)
M2 sk

« Public
F27ls:

. "HO[X|Z &2 4 YALICE HIAIX
. 2oz soppy| HE

7.4.2 0l|2{ H[O|X| - /error
H[O]X|: A| AR QF S A] EA|
URL AZ: /error
D A

¢ Public
FRI|s:

o "AAHE QR TLEAMESLICE HIAX]
« BOE SO0 HE
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=5 HA:

.glojojR A
CHERHE ’n*
2E U Hxd
ZHFEHE
OEu] HEH

.m.b.ww—‘

8.2HREUHE

HARXHEY
glojor
Layout.tsx
AppBar.tsx
AppBarCommon.tsx
AdminMenuBar.tsx
Footer.tsx
#2fx e
AdminPageHeader.tsx
SideNav.tsx
HIOJE{ HA|
DataTable.tsx
TableListBody.tsx
CardListBody.tsx
ListItemCard.tsx
EmptyState.tsx
Hlojx] 4
PageHeader.tsx
PageTitle.tsx
ListHeader.tsx
ListScaffold.tsx
ListTotal.tsx
Pagination.tsx
olzd gl oM
SelectField.tsx
ThemedButton.tsx

ByteLimitHelper.tsx

E: A
oz =
=/ 9

o (=13
A qE
= A Gt LEE VIS 9

3l MAX ez ZRELICH

E: 10| X| M| #£= (Layout, AppBar, Footer §)
THE: 22| X} H|0o|X| ME (SideNav, AdminPageHeader)

A2 HZEHE (DataTable, Pagination, StatusChip S)

LoginForm, ProfileForm)

29,02, E2E S

ZE (Ellol= Hel)

3=

/components/
/components/
/components/
/components/

/components/

/components/admin/

/components/admin/

/components/common/
/components/common/
/components/common/
/components/common/

/components/common/

/components/common/
/components/common/
/components/common/
/components/common/
/components/common/

/components/common/

/components/common/
/components/common/

/components/common/

mz
of

TH| 2|0]0F2 (Header + Content + Footer)

22X HO]X| 3|

#2|X} ALO|= UH|AH|O]E (HEHE Hiw EA)

HiolE Elo|2 (HE, 22l oHIE

~

HO|E 2[AE 22
e E|lAE B2
2| AE olo|el 7=

B HE FA| ("CIOIE{ 7F RIELITEY)

/0| %] &

H|0|X| M=

H|o|X|L|of

MHE ZIE (EELHR)

E|O} HE (User/Admin AAH)

HFO|E H[3t U (HAE 2i=)
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2E mo|x|
User HO|X|
AppBar 28
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2E H[O|X]

Admin H[O|X] At
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DE ZZ ho|X|

[ ]

H|O|X] &t
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HZXHEY
mcu
StatusChip.tsx
QnaTypeChip.tsx
ThemedCard. tsx
LoadingSpinner.tsx
ErrorAlert.tsx
Clo|gza
CommonDialog.tsx
CommonToast.tsx
ToastProvider.tsx
ExtendKeyDialog.tsx
=
LoginForm.tsx
ProfileForm.tsx

BIRE 7=

ProtectedRoute.tsx

Z 3071 oMo HEUHET HAXNCZE ZRE|0 XA E LT

/components/common/

/components/common/

/components/common/

/components/

/components/

/components/

/components/

/components/

/components/common/

/components/

/components/

/components/

[l
of

AER

o

1223

("Ymigdrizl )
QnA Er & (S7H/HIS7H)

B|OF ZtE

3E EAE (Y

f—y

EAE D2Ho|GH

AP| 7| AE CIO|YED

HU
[
ro
[l
oH
\o_tm

|H
Hu
M
il
OB
am

H3t M3 Guard (PrivateRoute, AdminProtectedRoute)
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auth.ts

jwt.ts

apiResponseHandler.ts

date.ts

openApiStatus.ts

F2

g

A

-

isSAdmin , isAdmin , hasContentEditPermission,
hasUserAccountEditPermission , hasAccountManagementPermission ,

hasMenuAccess , hasActionPermission

isValidTokenFormat , extractTokenInfo , isTokenExpired ,

getTokenTimeRemaining , shouldRefreshToken

enhanceApiResponse , handleApiResponse , shouldShowPopup ,

shouldAutoLogout , getRedirectUrl

formatymd , formatYmdHm , formatRelativeTime

getOpenApiKeyStatus

9.2 Custom React Hooks (Ei|0] £ HE})

Hook

useDataFetching

useQuerySync

usePagination

usePasswordValidation

useInputWithTrim

useErrorHandler

useCommonCode

FRIIs
APl = £, 2E/0f21/8] el Xt 22|, AtS/4S HE

URL # 2| m2to|Ef S7|3} (page, limit, search )

H|O| X| AEH 22| (page, limit, total, totalPages)
HIYHS MAIZt HE (8% O| &, BE/XXHESEXT XL 1L
2 2t Xt trim M2 (YT 24 H[7) A2 Xt

ol el 22| 8! X5 £7|%

35 3C X3 YUY

0.
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S TOHE! (YYYY-MM-DD,
YYYY-MM-DD HH:mm 5)

OpenAP| 7| AEH TEt
(PENDING, ACTIVE,
EXPIRED, REJECTED)
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oA AK|: fe/.env (FHE), fe/.env.production (ZZEM)

o DESA M= vITE prefix B4

o import.meta.env.VITE_* £ H2

10.1.2 =8 3H L

Ha a4 7124
VITE_API_BASE_URL Backend API URL http://localhost: 30000
VITE_API_TIMEOUT API| EtI0t2 (ms) 10000 (10X)
VITE_OPEN_API_DOC_URL OpenAPl 2A URL http://localhost:8080/api-docs
VITE_OPEN_API_SERVER_URL OpenAPI AlH{ URL http://localhost:8080
VITE_BASE Base URL (ME Z=Z H{IE) /

VITE_PORT Y MH ZE 5173

A Of|A] ( src/config.ts ):

export const API_BASE_URL = import.meta.env.VITE_API BASE URL || 'http://localhost:30000";
export const API_TIMEOUT = Number(import.meta.env.VITE_API_TIMEOUT) || 10000;

export const OPEN_API_DOC_URL = import.meta.env.VITE_OPEN_API_DOC_URL || "http://localhost:8080/api-docs';

10.2.1 Vite E2{1°01 MH

import { defineConfig, loadEnv } from 'vite'

import react from '@vitejs/plugin-react’

export default defineConfig(({ mode }) => {
const env = loadEnv(mode, process.cwd(), '")
return {

plugins: [react()],

base: env.VITE BASE || '/',

server: {
port: Number(env.VITE_PORT) || 5173,

s

build: {
outDir: 'dist',

}s

}
1
== iR

e @vitejs/plugin-react : React Fast Refresh, JSX 2t
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10.2.2 0 A 8™

o EE: viTE_PORT (7|2 5173)
o HMR: Hot Module Replacement AtS X| 2
o CORS: Backend API ZEA| =@ A| &8F Jts

10.2.3 WE =i MH

10.3 TypeScript 4™

Project References:

{
"references": [
{ "path": "../packages/common" }, // Common IH3|X|
{ "path": "./tsconfig.app.json" }, // App &
{ "path": "./tsconfig.node.json" } // Node
]
}
Jgg |]|.|:III
{
"compilerOptions": {
"baseUrl": ".",
"paths": {
"packages/common/*": ["../packages/common/*"]
}
}
}

10.4.1 JH'Y S A3 (npm run dev)

cd fe

npm run dev

a9 Hat

VITE v5.0.8 ready in 500 ms
=> Local: http://localhost:5173/

- Network: http://192.168.x.x:5173/
= press h to show help

10.4.2 Z2HM YEC (npm run build)

cd fe

npm run build

e ok
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1. rimraf dist # 0|& L& ALK

2. tsc -b # TypeScript A (Bt HM3I)
3. vite build # Vite €& (W8, zH3F
4. node scripts/build-info.js # ZE 2 M4

gc Anp:
dist/
index.html # AEZ| HTML
build-info.json # 2C 2 (HA, 2= A2
assets/
index-[hash].js HE IS
index-[hash].css HE css
logo-[hash].png # Ol0I Xl Xh&t

10.4.3 2 ANE ( /dist)

o
dist/
index.html # SPA QIER| ZOIE
build-info.json # { version, buildDate }
assets/
index-[hash].js # Main JS Bundle
vendor-[hash].js # Vendor Bundle (React, MUI &)

H#

index-[hash].css Main CSS Bundle

U MY O] (build-info.json ):

"version": "1.0.0",
"buildDate": "2025-11-07 14:30:45.123"

10.4.4 HHIZ A| Fo|ALE
1. SPA 2128 M (Nginx fallback)

Nginx A& 0| Al:

location / {
root /var/www/html/fe/dist;
try_files / /index.html; # SPA Fallback

O|f: React Router= 22I0|E BIRE0|22, RE ZEE index.html Z fallback 22

.env.production HE:

VITE_API_BASE_URL=https://api.production.com
VITE_API_TIMEOUT=30000

3. CORS MH ztol

Backend APl A[HHOf|A{ Frontend Origin 518 ZQ:
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// BE: src/index.ts

app.use(cors({
origin: 'https://admin.production.com', // Frontend URL
credentials: true

)5

e WM™ 8l YE A|ZF2 dist/build-info.json Q2 AtE MM HAE =M Js
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11. ole] XMz2| U o2 HEH

11.1 API 0f|2] X{2|

11.1.1 HEQA 2§, EIY0IR

HES3 2F Xz

// src/api/api.ts

try {
const res = await fetch(url, { signal: controller.signal });
/...

} catch (e: any) {
if (e.name === 'AbortError') {

return enhanceApiResponse({
success: false,
errorMessage: 'Q@& AlI2H0] EEWEAUSLICH ",
errorCode: ErrorCode.REQUEST_TIMEOUT

1)

return enhanceApiResponse({
success: false,
errorMessage: 'UERD 2F It LMASLICH. ",
errorCode: ErrorCode.NETWORK_ERROR

b

-

M.

=

Eteiot

Ho

o 7| EtYOr2: 10X
=
=

s

s eH Fa

e AbortController
A2 X} HIAIX]:

o EIRUOIR:"QF A[ZHO] EME|ASLICE"

o UEQ3 2T "HEQ3 27 ehZiEL|Ct"
11.1.2 215 28 (401) - A5 EZ HM AT
401 0fl21 X2| Flow:

API & - 401 Unauthorized

v
Refresh Token R&4& &0l

- 85?2 > Refresh Token22 M EZ2 %3

Al » 48 202 + 21 HOIX 2ICoIHE

|

| F 43 > s API HAIE (1324
.

| | F483- 34 8g s

| | S am-o sg s
|

| L A

|

L ot2? > s 2302 + 229 HOIX 2ICloldE

s Xzl

e enhanceApiResponse() 7t autoLogout: true F=ps]
o getRedirectUrl() O] User/Admin EtE 2921 10| X| Hist
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o« EZ MM = XI5 2|CtolHE
AEXt HIAIK]:

o "QIB0| HREPILICE CIA| ZOASHFMR."

[

11.1.3 A3t 27 (403)
Het 27 Na|:
if (data.errorCode === ErrorCode.ACCESS_DENIED) {
return {
...response,

errorMessage: '&2 #EH0l SUSLICH ",
redirectTo: /', // 822 c2IU0IHE
15

ALEXL HIAIK]:

o "HZ Hsto| YALICE
K2 .

o Of2] HIAIX] Al € S22 2|CI0[ME
11.1.4 MH 231 (500)

M 2F *2]:

if (res.status >= 500) {
return enhanceApiResponse({
success: false,
errorMessage: 'AMBl @FIOt LMUMSLICH. FEAl = OAl AEHFAR.,
errorCode: ErrorCode.INTERNAL_SERVER_ERROR

b

SR HIAIX];
o A 2F7H SURALICE Bl 3 A AlESEAIR."
X2| .

o Of[2{ HIAIX| EA|
o MAIZ S (MEXIL £52E A L)

11.2 ALE XL TotH of|2] H| A X]

11.2.1 ErrorCode 7|4t HIA]X] MM ( createuserFriendlyMessage )

ot: src/api/api.ts
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function createUserFriendlyMessage(data: any): string {
if (data?.errorMessage) {
// BackendOlAl XIZSEH OIAIXl S

return data.errorMessage;

if (data?.errorCode) {
switch (data.errorCode) {
case ErrorCode.UNAUTHORIZED:
LICH. CHAl 202 FAR.";

return '21E0] ZRE

case ErrorCode.TOKEN_EXPIRED:
return '20 HMEO0l B2 EJASLICH. THAI 2OH=HMR.";

case ErrorCode.INVALID_TOKEN:
return 'SE0HA @2 S5 FZYULCH. Al 2OHFMR.";
case ErrorCode.ACCESS_DENIED:
return '&2 ASH0l SSLICH.
case ErrorCode.USER_NOT_FOUND:
return 'AIEXNE HE 2 QUSLICH';
case ErrorCode.LOGIN_FAILED:
OtoICI2t H

20 A SLICH

e
e
fon
iy

J

return
case ErrorCode.NETWORK_ERROR:
return 'UIERID 2FI LAUMSLICEH.;

case ErrorCode.REQUEST_TIMEOUT:
return 'Q@F AI2t0] =T AJASLICH.;

CHAl AIEF=ANIR. 5

default:
return '2F It LM} SLICH
}
}
return '2 £ QlE RIBI} LMISLICH.

HAIX] M9
1. Backend errorMessage (UA2H @M ALE)
2. ErrorCode 7|t Frontend HIA|X|
3. 7|2 HAIX|

11.2.2 Toast/AlertS £%t 0ll2] EA|

ErrorAlert AXHE:

// src/components/ErrorAlert.tsx
<Alert severity="error" onClose={onClose}>

{error}
</Alert>

CommonToast AIE:

// src/components/ToastProvider.tsx

const { showToast } = useToast();

// & OIAIX
EASLICH. ", 'success');

showToast('FAQJt Z M4

Ja
10

N
SS

// Olied Ol ALK
AIH#HSLICH. ", 'error');

showToast('FAQ & 0l

HA| Wy
o Alert: H[O|X| ATHof 1% HA| (
 Toast: 2t StEHO| XHS AR2EX|
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11.3 E3 M A A] X2
11.3.1 At 23012 % 279l 50| x| 2|Clo|HE

X2| Flow:

£

T

A ATH
|
v
removeTokens() S (&M Bt E2 HAH)
v
clearLoginIinfo() & (M EtYS AIEX HE MH)
|
v
cICHOIZE URL 4
I— Admin Et2? » /admin/login
L uUser Et2l? » /login
|

v

0x

window.location.href = redirectTo (HIOIXl 0|S)
. src/utils/apiResponseHandler.ts

export function handleApiResponse<T>(response: ApiResponse<T>, onSuccess, onError) {
if (!response.success) {
// s 202 Xel
if (response.autoLogout) {
const userType = getUserType();
removeTokensByType(userType === 'A"' ? 'A' : 'U");

// elTOIE XHel
if (response.redirectTo) {
setTimeout (() => {
window.location.href = response.redirectTo;
}, 100); // Olict BIAIXI BEAl = 0IS

XS 230t WM ErrorCode:

e TOKEN_EXPIRED (40102)
e INVALID_TOKEN (40103)
e UNAUTHORIZED (40101)
e TOKEN_REQUIRED (40104)

11.4 Ast 2= Al Ul X 2]
11.4.1 H{E H|EM3] D% &2, 230 HIAIX|

HE HIZ-H3} of|Al:
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const cankEdit = hasContentEditPermission(adminRole);

<Button
disabled={!canEdit}
onClick={handleCreate}

M

</Button>

{!cankEdit && (
<Tooltip title="#& S0l ASLICEH.">
<InfoIcon />
</Tooltip>

)}
ol &2 oAl

// src/components/admin/SideNav.tsx

const adminRole = getAdminRole();

{hasAccountManagementPermission(adminRole) && (

<MenuItem onClick={() => navigate('/admin/operators')}>

23 2el
</Menultem>

)}

Z1 HIAX] of|A:

if (!hasContentEditPermission(adminRole)) {
showToast('H& AEH0| S&SLICH. ', 'error');

return;

AT HI MH:

1. B2 E J}E: adminProtectedRoute (215 H|3)
2. HF WEHY: S ol x EASH
3. HE 22| oM AlsH & st 30l

4.APISEH

S

oy
—
EENEEEES
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12. 45 %[ X3}

12.1 3E AE2|8 (Lazy Loading)

12.1.1 E2|X} H|O|X| Lazy Loading ( React.lazy() + Suspense )

IA: src/App.tsx

import { Suspense, lazy } from 'react';

import LoadingSpinner from './components/LoadingSpinner';

// 2¢elXt HOIXl Lazy Loading

const AdminProfile = lazy(() => import('./pages/admin/AdminProfile'));

const AdminFaqList = lazy(() => import('./pages/admin/FaqlList'));

const AdminQnaList = lazy(() => import('./pages/admin/QnaManage'));

const AdminNoticelList = lazy(() => import('./pages/admin/NoticeManage'));

const AdminOpenApiClients = lazy(() => import('./pages/admin/OpenApiManage'));
const AdminOpenApiRequests = lazy(() => import('./pages/admin/OpenApiRequests'));
// ... =Jt &elX HOIX

// SuspenseZ 2{Z
<Route
path="/admin/faqgs"
element={
<AdminProtectedRoute>
<Suspense fallback={<LoadingSpinner loading={true} />}>
<AdminFaqglList />
</Suspense>
</AdminProtectedRoute>
}
/>

12.1.2 3+ {Xl: app.tsx

Hg mio|x|:

o = 22Xt H|O|X] ( /admin/* )
o 27§ HO|X| (X7] 2E EQ)
o AFEXtHO[X| (X7 ZE HR)

12.2 Vite '2E %| X3}

12.2.1 Tree Shaking (7|2 H|2)

Vite= ES Module 7|2tQZ AESHX| gf= I EE XHE MAHRLICE
12.2.2 HE 37| %=}

Chunk £2]:

dist/assets/
index-[hash].js # Main Bundle
vendor-[hash].js # Vendor Bundle (React, MUI &)
admin-[hash].js # Admin MOl Xl (Lazy Loading)
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12.3 APl 23 X3}

12.3.1 E2 X3 A4 (55 28 UX))
E2 AN 4x| HFLIE:

o O{2] API7t SA|0| SEE[0{ EZ AM2 13|02
e ensureValidToken() 47t A = & X3

- EHRTHES Q¥ 9X

&
N DEIES
. ES BN AT SN

12.3.2 APl E{I0IR 2% (10X)
7|2 EFIOLR: 10X ( API_TIMEOUT )

FAH EfIOLR:

// & CIOIE £3| Al 3ex

await apiFetch('/api/admin/logs', { timeoutMs: 30000 });
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13. Hot

13.1 EZ2 H¢ot

13.1.1 LocalStorage AI2 (XSS Fo| UR)
K& 21K LocalStorage

Hob na{Abgh

o XSS 20| #|9F: LocalStorage= JavaScript2 H2 7ts
o HttpOnly Cookie LSt #4XH= LocalStorage AFE (E= M HE)
o HTTPS B4 T2 M SHH0 M= HTTPS AHE T4

2t} ok
« EZYAM AT ( isvalidTokenFormat )
« EZ R N3 (XtE H2)

« Content Security Policy (CSP) A& #%

13.1.2 E2 YA AZF (isvalidTokenFormat )

// src/utils/jwt.ts
export function isValidTokenFormat(token: string): boolean {

if (!token || typeof token !== 'string') return false;

const parts = token.split('."');

return parts.length === 3; // header.payload.signature

saveTokens )

getAccessToken , getRefreshToken )
SFX| 942 WA - XtE HA

13.1.3 E2 0t& M|3 ( isTokenExpired )

// src/utils/jwt.ts
export function isTokenExpired(token: string): boolean {
try {
const decoded = jwtDecode(token) as any;

if (!decoded || !decoded.exp) return true;

const currentTime = Math.floor(Date.now() / 1000);
return decoded.exp < currentTime;
} catch {

return true;

o API 9# H™ (ensurevalidToken )
o EIRE JtE A&l A| ( PrivateRoute , AdminProtectedRoute )

o At& M| ( validateAndCleanTokens )
+ Refresh TokenQZ Al Al
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o YA AMm Al 221 H|O|X| 2|Cto2E

13.2 Aot A3
13.2.1 Frontend A3t |3 (Ul H[o] §H)

O src/utils/auth.ts

SX: AF2x Y (UX) 7

£ g9
rrorr
=2 F
3r rim
oy =
oN it

0x

_K')_}

Mo rE
0]
ret
>
i)
fo
Mt
0L
>

LE o o

13.2.2 Backend 33t H|3 (& X Hot &
CtC}h

AX| 2ok Backend?| authMiddleware , adminAuthMiddleware Of| Al EHE

=)
ol

| e

o
ol

Frontend # 8t X3 (UX)

v
API RF

v
Backend # &t X3 (2oF) &AH 2ot

g - HMel

-» 403 Forbidden

13.2.3 0|F HZ R (Frontend= UX, Backend= H9t)

o HF| Hok: MHOIM ZH AE
o R3] E7ts: S2H0[AEONM =2 27}

o HEAS: 2= F0 i AE

-

HE ALE

e Frontend: UX 718 SHO =0t
o Backend: & Eot A (H4)
o 5 AT E5F 73S0 uXet B
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14.1 2 npm I{7|X] 2 (E|0]= HEH)

7| x|
react
react-dom
react-router-dom
typescript
@mui/material
@mui/icons-material
@emotion/react
@emotion/styled
jwt-decode
axios
vite
@vitejs/plugin-react

@iitp-dabt/common

rimraf
14.2 35 EI) Heo
Iy 2=

types/api.ts

types/errorCodes.ts

F8 Etel:

ApiResponse<T> :

export interface ApiResponse<T

success: boolean;
data?: T;

errorCode?: number;
errorMessage?: string;
showPopup?: boolean;
redirectTo?: string;
autoLogout?: boolean;

details?: any;

DataState<T> :

B
78.2.0
78.2.0
76.20.1
75X
75.15.0
75.15.0
M1.11A
M1.11.0
74.0.0
"M.11.0
75.0.8
21

file:../packages/common

APl H/SE Ef

ErrorCode Et2l (Common 7| X| X & 2|)

any> {

79/82

Fte| 2| 44
Core Ul 2to|=z{2|
Core React DOM &I 2
Routing SPA 2t2E
Dev A EFY M
ul Material-Ul ZEZHE
ul Material-Ul O}0| 2
ul CSS-in-JS (MUI 2/ZA)
ul Styled Components
Auth JWT EE C|Z2Y
HTTP HTTP 22l0|QIE (MRI2E fetch AFR)
Build e =7 3R M
Build Vite React 22{19l
Shared BE/FE 3§ ZE (#3, ErrorCode 5)
Dev ClMER| A (RE ™ Fa)
o4
2!, ApiResponse<T> QIE{H|O|A
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export type DataState<T> =
| { status: 'loading' }
| { status: 'success'; data: T }
| { status: 'empty' }
| { status: 'error'; error: string };

14.3 T2 E O}F|ElX 7}0|= XX

o 3. HsEHA % 2 HIO: User/Admin 2t X MA| 7R
o 4. \|AH AE Flow: Client — FE — BE — DB Flow
o Appendix B: Common IN7|X]| X: 28 T= AA|
Common If7|X| £ 4hd:
° 7.:'.'% E‘-’F isValidEmail , isValidPassword , isValidName
o ErrorCode HMIAI: 11xxx-22xxx H<|
e APIURL &'4=: FULL_API_URLS

o Z2|X} & FE: CODE_SYS_ADMIN_ROLES

MH| AR HE Flow (Z2X E O} |EIX 710|= & X):

Client (Browser)
|
v
Frontend (React SPA)
FE2 23 ()
- A8t M3 (uT MO
L a1 52
|
v
Backend (Express API)
b o= W2 (authMiddleware)
- 28 M3 (adminAuthMiddleware, &
L H=UA 2
|

v

m
oY
ol

Database (PostgresQL)
L CIOIEl cRUD

14.4 Backend APl T}ZA| &=

2} HIO| XIG[M AFESH= API AEZQIE:

Ho|X| A2 API
239l POST /api/user/login
27t POST /api/user/register
FAQ 2| GET/POST/PUT/DELETE /api/admin/faq
QnA e| GET/POST/PUT/DELETE /api/admin/gna
SXIARE 2tz GET/POST/PUT/DELETE /api/admin/notice
AHE X} 22| GET/POST/PUT/DELETE /api/admin/user-accounts
2} 22| GET/POST/PUT/DELETE /api/admin/account
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API A A -
APl A -
AP| FZAN -
APl HZAM -

AP| FZHN -
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H|0|X| AL2 API M HM BE
OpenAPI 7| 22| GET/POST/PUT/DELETE /api/admin/open-api AP| #Z A - OpenAPI MM
|

Ic GET/POST/PUT/DELETE /api/admin/common-code

rH
if]

API 72N - 2= 22| MM
APl 2H/SE ¥4l

il

B2E API= apiResponse<T> HA ALE
o ErrorCode 7|8t 0fl2] X{2|
o MM LIE2 API FAHM &=
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£ ZME IITP DABT Admin Frontend AJAEIQ| AN MA|E CtE 1D AELICH
FL BE:

o DZME O}F|EX] 7}0|E: FA| A|AEl X I Common IH7|X|
Backend &AMl AA|A: Backend APl 718 5! G|O|E{t{|0| A AA|
o API 7ZM: ZE API JIEZQIE AN HA|

HiE 3 M MX| 7}0|E: 2T 5! HY T AbM| =X}
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