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1. Z2MHE Il

1.1 TZ2HE AJ|

111 ZI2HE A U 2H
[ITP DABT Admin2 Open API MIE{ 8! 2t2|X} A|AEIQIL|CE,

o OpenAP| ALZ QIB7| 22| W AIE e
o ZHIX 22| (FAQ, Q&A, SX|AtE

1.1.2 A|AEI I

= AA”2 OE0 22 FE 22 0RO JASLICEH

Client (Web Browser)
!

Frontend (React SPA)
1)

Backend (Express API)
!

Database (PostgreSQL)
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o HZHZ HF

—

OpenAPI A{H|A:

D2HE AX.

e Monorepo £ (Common, Backend, Frontend)
« npm Workspaces 7|2t I{7|X| 2t2]

Backend:

Node.js 22.x 7|2t Express.js AP| A{H
TypeScript 5.x

PostgreSQL 12.x Ci[O|E{H[0] A
Sequelize 6.x ORM

Frontend:

React 18.x 7|gF SPA
TypeScript 5.x

Vite 5.x 2E =+
Material-Ul 5.x Ul 2t0|E2{2]

ologf

-
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o Nginx BAMH (HH It M 5 AP IEA])
e PM2 EZM|A 22|
e Winston 22 A|AH

1.3 FR 7|5 2%

1.3.1 AL27t 7|5 (User)

2t AL2XL AR TtS T1S:

1.3.2 22X} 7|5 (Admin)
22|z}t A8 IS 1S

o ZE|X}CHAIEE
HEXt 22|

o ZHEIX 22| (FAQ, Q&A, SX|ALE)
o OpenAPI| 7| 2| (2= ALEX})

o 22X AHE 2| (S-ADMIN M &

ZE AL 22| (S-ADMIN M8

[ ]
P

r

dll
K

;

-
w
w
=
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m

g 2| 7ls
AAH 29 U FLEY.

AL Ha 21 7|2
ENETEEES:

oz 22 2=
AMAE HE] 2LEE
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1.4 T 2N

IITP DABT Admin Backend M| A7|M : Backend & Al AAH|A
IITP DABT Admin Frontend &Ml AA|A : Frontend &AMl A A
APl FZ XM : APl AT AbA|

ME B B! MX| 710 = M /A X|/AH 710|=

8 /91


file:///C:/Work/10.Source/01.IITP_NEW/05-IITP-DABT-Admin/IITP-DABT-Admin_BE%EC%83%81%EC%84%B8%EC%84%A4%EA%B3%84%EC%84%9C.pdf
file:///C:/Work/10.Source/01.IITP_NEW/05-IITP-DABT-Admin/IITP-DABT-Admin_FE%EC%83%81%EC%84%B8%EC%84%A4%EA%B3%84%EC%84%9C.pdf
file:///C:/Work/10.Source/01.IITP_NEW/05-IITP-DABT-Admin/IITP-DABT-Admin_API_%EA%B7%9C%EA%B2%A9%EC%84%9C.pdf
file:///C:/Work/10.Source/01.IITP_NEW/05-IITP-DABT-Admin/IITP-DABT-Admin_%EB%B0%B0%ED%8F%AC%EC%84%A4%EC%B9%98_%EA%B0%80%EC%9D%B4%EB%93%9C.pdf

[ITP DABT Admin Z2H E O}7|EIX
2. A|AE 07| EllA]

2.1 HN| A|AH M

Client (Web Browser)
(LBt AFER /7 22l A

I
| HTTPS

¢

Nginx Web Server
- &8 Y MY (Frontend dist/)
- API IS Al (/api » Backend:30000)

Frontend (React) Backend (Express.js)

]
|
- Port: 30000 |
|

- Port: 5173 (dev)
- SPA - REST API
- HELA 2X

Depends on { Depends on { |

@iitp-dabt/common |

I

|

|

|

| - Material-UI
|

|

| @iitp-dabt/common
L

[
|
|
|
| - Wt 25
|
|
|
|

|
| Sequelize ORM

X

|

| PostgresQL Database |
| - Port: 5432 |
| - 94 HIOIZ |
[
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2.2 O}7|ElX] 7| &

2.2.1 Monorepo 1+Z
Monorepo == Common/BE/FE IH7|X|S2 StLI2| X EHA0f| A 22| LT,

+x:

IITP-DABT-Admin/
|— packages/

| L— common/ # =S WIIX

— be/ # Backend

|— fe/ # Frontend

— script/ # 2E/HHE ATJEE

L— package.json # £ E package.json (Workspace &%)

2.2.2 3-Tier O}7 |l X
Frontend (Presentation Layer):

. AF2X} QIE{T0]A
. AR B K2
tE| 2t

[ ]
0>-

==

om |'_'|-J_

m
40

f

Backend (Application Layer):

« RESTAPI XM=

o HIXL|A Z2Z| K2|
o QUZ/21Tt

o HOJH HZ

Database (Data Layer):
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2.3 Common I§7|X|*

2.3.1 Common Ij7|X| 7|
BE/FE 2& X2|E ¢ld Common IH7|X|E At2TtL|LC},

o API 14 H9
e Single Source of Truth

- A3 2R YUY EF

o TypeScript EI2! Xt&S S&
e 02 ZES A

. X224 80|

rot
kLl
N
Ofm

o

Gl Al:

// packages/common/src/validation.ts
export function isValidEmail(email: string): boolean {

return /"~[a-zA-Z0-9. %+-]+@[a-zA-Z20-9.-]1+\.[a-zA-Z]{2,}$/.test(email);
// BackendOlA AtS
import { isValidEmail } from '@iitp-dabt/common’;

// FrontendOlAl AlE
import { isValidEmail } from '@iitp-dabt/common’;

2.3.2 Common Ij7|X|Q] 7|
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isValidEmail(email: string): boolean

isValidPassword(password: string): boolean

validatePassword(password: string): { isValid: boolean; errorMessage?: string }

getPasswordStrength(password: string): 'weak' | 'medium' |
isValidName(name: string): boolean

isValidAffiliation(affiliation: string): boolean

X2

o A
(=
o

e« Backend: APl £
o Frontend: 2! A|Zt

—

Z (Controller THA|)

[
213 H4Z (Form HAEHAE)

BX.
==
o AEXI7} FrontendOl|M 1281 — Frontend 2% £} — Backend A&
o SUTHHZ EX|OZ URM HE
2.3.2.2. B} He| 37 (types/)
API EI} H9|:
// LAE/SE CIEHHOIA

interface LoginRequest {
email: string;

password: string;

interface LoginResponse {
accessToken: string;
refreshToken: string;

user: UserProfile;

interface ApiResponse<T> {
result: 'ok'
data?: T;

| "error';

message?: string;

errorCode?: number;
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Xzl

« Backend: Controllerdl Al @&/2EF EIQ! Ho
o Frontend: APl &=0|A @F/SE EI) H9|

X
==

 TypeScript ZItY Et0| EIY) E¥LX| Xts ZX|

o AP| AWl HZA A| BE/FE SA| 9t

2.3.2.3. 0j|2{ ZE S (errorCodes.ts)

ofl2{ 3= H|A:

enum ErrorCode {
// 12 Old (11xxx)
UNKNOWN_ERROR = 11000,
VALIDATION_ERROR = 11001,
DATABASE_ERROR = 11002,

// 2135 & (1axxx)
UNAUTHORIZED = 14000,
TOKEN_EXPIRED = 14003,
FORBIDDEN 14008,

// ALERX ZH&A  (16xxx)
USER_NOT_FOUND = 160080,

// FAQ Z& (22xxx)

FAQ_NOT_FOUND = 22000,
FAQ_CREATE_FAILED = 22001,

/] ...

ofl2] o AMX] ofE:
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const ErrorMetaMap: Record<ErrorCode, ErrorMeta> = {
[ErrorCode.TOKEN_EXPIRED]: {
message: 'MI&E0l LS EASLICH. CHAl 2OACIHFANR. ",
statusCode: 401
¥
/...

N
w
N
P
rH
ret
gl
In

#

ret

3

In

// Zelkt 9 IE
const CODE_SYS_ADMIN_ROLES = {
SUPER_ADMIN: 'S-ADMIN', // =1 22Xt

ADMIN: 'ADMIN', // el
EDITOR: 'EDITOR', // OGICIH
VIEWER: 'VIEWER' // FO

// B 2E &

const COMMON_CODE_GROUPS = {
SYS_ADMIN ROLES: 'sys admin_roles',
FAQ TYPE: 'faq_type',
QNA_TYPE: 'gna_type',
NOTICE_TYPE: 'notice_type’
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2.3.3 =M X

packages/common |
(=2 TypeScript) |

- R =4 S |

I
| npm run build
¢

dist/ ¥4 (JavaScript + .d.ts)

! !
1 1
| Backend | |Frontend |
| import | | import |
| L 1

e =M

1. packages/common e - dist/ MM

2. be EE — @iitp-dabt/common import
3. fe YE — @iitp-dabt/common import

2.4 7|= AFEH

2.4.1 Common (S5 I§7|X])

2l& H
TypeScript 5.8.3

npm -

o 28 o|EM QUZ (&= TypeScript)

o BE/FE 250X AL

Efe) ot

0x

7| x| 22|
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2.4.2 Backend

e
Runtime
Framework
Language
Database
ORM
Authentication

Password

Logging

Environment

CORS

2.4.3 Frontend

&
Framework
Language
Build Tool
Ul Library
Routing
HTTP Client

JWT Decode

Node.js 22.x

Express.js 4.18.2

TypeScript 5.8.3
PostgreSQL 12.x

Sequelize 6.35.2
jsonwebtoken 9.0.2

bcrypt 5.1.1

Winston 3.17.0
winston-daily-rotate-file 5.0.0
dotenv 17.2.2

cors 2.8.5

React 18.2.0

TypeScript 5.8.3

Vite 5.0.8

Material-Ul 5.15.0

React Router DOM 6.20.1
axios 1.11.0

jwt-decode 4.0.0
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EfQ) oFH JHE

ZAH H0|E{H[0] &
C|O|E{H| 0] & ORM

JWT EZ HH/ES

HIZHS o4

8
Ul 2o =212
Ete) ot JH

8E T3 (HMR, 2 2E)
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& A

yling emotion/react 11.11. -in-
Styli @ tion/ t11.11.1 CSS-in-JS
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25 OZMHE JX

05-IITP-DABT-Admin/

|
|— packages/

| L— common/ # 2 IHI|Xl (@iitp-dabt/common)
| F— src/

| | | types/ # BfY Eo

| | | F api/ # APT E+2

| | | '— errorcodes.ts

| | | validation.ts # 2Z &%

| | L— index.ts

| — dist/ # 24C Zus

| L— package.json

|

— be/ # Backend

| F— src/

| — controllers/ # API AEEH
| | | services/ # HIZLIA 2%
| | | repositories/ # OOIH &2

| | — models/ # Sequelize 2 E
| — routes/ # ctH

| — middleware/ # 0SS0

| | | utils/ # S ECIE
| L— index.ts # MYE

| | dist/ # 24Cc Zus

|  F— logs/ # 20 Ity

| F— scripts/ # 2 ASJEHE
| L package.json

|

— fe/ # Frontend

— api/

|— components/
[— pages/

I— hooks/

|— store/

— utils/

|— routes/

I— theme/

|— App.tsx

L— main.tsx

|— src/
|
|
|
|
|
|
|
|
|
|

H HF HF HF H O HF HF H OH =
0x
[ua)
e
ol
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| b dist/ # 2C Zus

| F— public/ # 38 IjY

| L package.json

F— script/ # 9E/HE AJEHE

| b build-server.js # A 2E

| — deploy-server.js # AB HiZ

| ...

L— package.json # 2 E (Workspace &£3%)

2.6 I{7|x| 2t 2|&EY

T

o o

@iitp-dabt/common
(S W2IA)
|

| file:../packages/common

{ 2\

Backend Frontend

(be/package.json) (fe/package.json)

Workspace 43

2 E package.json:
"workspaces": ["fe", "be", "packages/common"]

X
=

-1.

1 1
« 3= node_modules _c'>_1c'>r

19791
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e &4 &= WA
o UTHEIHH |

o npm install °FHOZ FA| HX]

.
Hic o|=M

1. packages/common &£ E& Z 4
{

2. be 2= (common®i 2/=)
{

3. fe €= (commonOil 2|Z&)

YE Fo)

# 8 E2E (=AUR)
npm run build:common
npm run build:be

npm run build:fe

-

R
# L= S8 wc

npm run build
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3. #Heh MA 2 F2 Hof

3.1 Het MA sl

3.1.1 2¢HA| Hst =X

= AAE2 28 Aot AEE ALSHLICE

U' (User): Bt AtE Xt
'A' (Admin): 22| Xt
|
i
2Xt: el 9E (role)
- s-ADMIN: Z 1 22X
I ADMIN: 22| Xt
I EDITOR: OICIEH
L VIEWER: 50

3.1.2 JJWT EE 41X

/] LEH AMEX EZ
{
userId: 123,
userType: ‘'U',
iat: 1699999999,
exp: 1700000899

// el E2
{
userId: 456,
userType: 'A',
role: 'S-ADMIN', // « 2cIXQl HSEt role 28
iat: 1699999999,
exp: 1700000899

217191
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3.2 22| X} A (Role) &AM

3.2.1 S-ADMIN (|11 22|X})
A& FAE: s-aomiN (CODE_SYS_ADMIN_ROLES.SUPER_ADMIN)

et 8. Super Admin (£|42])

F st
. BE B IS B2 s
o 2YXAIY 2| (MH/H AN/ HE)
- 35 3C @l (A" MF AE)
o A%} 2
o 2EIX 21| (FAQ, Q&A, BX|ALE
o AMAH MY

2 7ts HIo|X|:

® /admin/operators - 2t e
C

e
ALl

—_
e /admin/code - 2= IL

e /admin/users - AFEX} £t2|

rd

e /admin/faqs , /admin/gnas , /admin/notices - ZHIX 22|

7|t 2= 22| Xt 4|0 X|

3.2.2 ADMIN (22| x})
st IAC: ADMIN

Aot |- Admin

xQ A3
o AFXH EE| (Ut ALRR} HE)

o ZHIX 22| (FAQ, Q&A, &2X|ALEH
o OpenAPI| 7| 2| (A AHE X
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. 2K AH Bl 27}

ok H
ofm o
kU
In
ich
Ju
T
N

[ ]
"2 7ks HolxI:

e /admin/users - AFEX} £t2|

® /admin/faqs , /admin/gnas, /admin/notices - 2HX

e /admin/openapi - OpenAPI| ZZ|
e /admin/operators - M2 =7 (H'F &4)

o /admin/code - "= 27} (H&F &2)

3.2.3 EDITOR (0f|C|E])

ogt AC: EpITOR

Fa At
. ZEHIX M (FAQ, Q&A, BRIAIE AA/4H/AR])
o ZEHIX X3
o MEX =3 (HY =71)

"2 7ks HolxI:

e /admin/faqs , /admin/gnas , /admin/notices - ZHX

—
® /admin/users - Z2[ot (’éﬁg/#’é!/éml HE %?:l)

3.2.4 VIEWER (50])
st IAC: VIEWER
2ot 2l =2(0F 7t (Z5H)
= Mot

o 2= O|O[E =22t Jts

23 /91
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o WMIATMR| B 27}

H2 7ks HolxI:

2| X} Hlo[X] H2 7ts

° —

nE
o HE= MH/T/ANHE =2

7ls 39 M5 71s User VIEWER EDITOR ADMIN S-ADMIN
o=2d 2l o2 X3/ v v V4 V4 v
OpenAPI =ol 7] 2| v - - - }
T 7| x2 - v v v 4
A 7] 2t - - - V4 V4
FAQ =3 V4 v v V4 V4
A A AT JARR| - - v v 4
QNA x3| (29)) v - - - -
MM (29) v - - - -
Z3| (HA) - v v v v
T = - - v v V4
SX| A =3 V4 v v V4 V4
MM/ A - - V4 v v
AL 82| x3 - v v V4 v
S+ ZAH - - - v v

24 191
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7ls 499 Mg 715 User

Mo
08
A
{0
o
P

= -

AN AT AR :

18
gt

2 :

kU
In
e
u
M
ot

AN AR :

3.4 Mot N3

3.4.1 Backend API A3t {3

Ils Backend A|3 gl
2%} 2| isSAdmin() HA|H #|=

HA| A

ac na checkSuperRole() S ES

H=

AL2%} 2 isAdmin() M3

FAQ 2iz| adminAuthMiddleware 2t
QNA Ztz2| adminAuthMiddleware 2f

S|ArE

'T'.'_I'El adminAuthMiddleware ':'._"

3.4.2 Frontend Ul 2st H|o{

VIEWER EDITOR ADMIN S-ADMIN
- - - v

- - - v

- - - v

- - - v

- - - v

AN 2 7ts 9
S-ADMINGt
S-ADMINGt

2= Admin (S-ADMIN, ADMIN, EDITOR,
VIEWER)

B E Admin

BE Admin

BE Admin

s Frontend X3 & Ul ®of
Sdx} 22 hasAccountManagementPermission() S-ADMINZ H'7/HE HA|
L 2 hasAccountManagementPermission() S-ADMINEH M| 7/H = EA|
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s Frontend X3 &
A2} e hasUserAccountEditPermission()
FAQ 22| hasContentEditPermission()
QNA 22| hasContentEditPermission()
SX|AF 2 hasContentEditPermission()

3.5 Frontend g}H &2 H|0f

3.5.1 2}2E 7IE (Route Guard)

5.1.1 ZUt ALK} 2HH 2 Hlof

H3 =2

1. 22 HEA0AM EZ =0l
2. E3 otz of & 2ol
3. Ao A| 239! H|0|X| 2 Z|Cto|HE

HE mo]x|:

/dashbd - CHA|EE

/profile - EE%‘ ‘_."_PE|

e /user/openapi - OpenAPI| 7| 22|
7|EF ArEX T8 H[O[X|

26 /91
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3.5.1.2 22| X} 2}H H|of
S
I 2701 o= o)
I EfQ (userType='A") &9l
o O|QIZ Al - 22Xt 21391 I|O|X| 2 X5 0|S
H=2 =3

1. 22 KHEAA Z2|XF E2 SOl
2. userTypeO| 'A'QIX| =2f0l
3. &lmjf A] 22X} 2321 H[o|X|Z 2|CIo|HE

HE Ho|X]:

e /admin/dashbd - 22|X} CHA|EE
e /admin/users - AFEX} £t2|

e /admin/fags - FAQ 22

o 7|Et H= 22|} H[O|X|

3.5.2 et Ul Mo

3.5.21 Hi'w EAl/=H

S-ADMIN M & 0|4

DMIN S&ot M5 FA|
ADMIN O] 4 M|+

o AI2X} 22| M|+
e — ADMIN, S-ADMINE |55 FA|

EDITOR O] 4 O

o ZEHIX 2| 07 (FAQ, Q&A, ZX|ALE)
e — EDITOR, ADMIN, S-ADMIN Ol HEA|

27191
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£ X Ml
e CHAIEE
o X3| A O|m

e — VIEWER Z¢gt DE st A

3.5.2.2 HE/HM M3} H|of

WA HE:

m

02 o T

X ZtH: EDITOR O|AMZF FA|
X} 2t2]: ADMIN O|AMaE T A|
X} 2t2]: S-ADMINEH EA|

MO 2= TR

=8| HE:
. DE ABto|A| Al

AH| M oAl
« FAQ =5 H|O|X]: VIEWERE
e A

t8Xt 22| HO|X]: EDITORE S2
o
o

o
*

o "ol

EZ20t Hel EDITORE "MAM"HER HQl

, ADMINS "AtEX} FI" HEEZ HQ

Xt 22| H|O|X|: S-ADMINETF H[O| X| XtA|7F H &
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3.5.3 H|O|X] E 2 H|0] Flow

[AFZ X0 HIOIXI &2 Alx]

{
[2I2E JtS H3]
- 200 T oL ol
- OIW HE TR 0fF =0l
{
09IZ » [aHE 239 HOIXR 0]
{

els 22 » [HOIX edd]

{
[FE =00
- 22X B2 A (role) ==
{
[ZEE Ul MO]
- Ois EAl/s2
- HE g43/H2435t
- S8 €9 &2 Mo

(FHIX LH22 Frontend M| MAA & X)

3.6 Backend APl 2 H|o]

3.6.1 O|S50] MIA
3.6.1.1 7|2 2= o|=45lof
2ls: IWT EE2 43 YU A EXHE =&

Xz S8
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. 2F OGN EEZ2 =5
CIWNT MY EBS

Py
HN F
U
=
1

2 o2 =ol
rﬁxr 2 =2 2 N

At
- AFEA EFY (User/Admin)
tel B A& (role)
5. Sliding Session X2l
-0t 28 dO0IH M E2 44
- 39 o Zg

ofl2] x{2|:

o EZ IS — 401 0i[2
EZ U= - 401 02{ (23 7|5)

1 oIS DS &

2 A EFRI0l 'A' (Admin) QI X| EQl
3. Admin OtLI® - 403 Forbidden

4. AdminOl® - Ct5 S &

e /api/admin/* EE= ZtZ|X} API

3.6.2 M5 #Hst |3

3.6.2.1 Controller EtA|0|A] A& {3

S-ADMIN M API:
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. S-ADMIN &gt =t OfL|™ 403 of|2]
ADMIN O]4} API:

o AIZX} Zt2|
e — ADMIN, S-ADMINE 5{&

EDITOR 0|4 API (87| 2| k).

e — EDITOR, ADMIN, S-ADMIN 01501 of| A

= Admin API (81X 318):

e FAQ, Q&A, 2X|At 2|
El

o — ZE[X ASTHHF (M2 BUS)

(FHIE 22 Backend M| AM EX)
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3.7 #st H|3 Flow

3.7 HM| At M3 S E

[Client RF
l
[Frontend 2tRE JIE]
- PrivateRoute: isUserAuthenticated()
- AdminProtectedRoute: isAdminAuthenticated()

!
o1 A » [22 HOIXl 2ICoIHE]
!
015 43 » [HOIX eHE]
l
[ZEYE Ul HOH]
- getAdminRole()
- hasXxxPermission()
- Hiw/HE HEAl 8 Z23F
l
[API S &]
- Authorization: Bearer <token>
!
[Backend authMiddleware]
- WT 23
- userType &0l
!
User » [User API HM2l]
!
Admin - [adminAuthMiddleware]
- userType === 'A' E 0l
l

[ControllerOIA A #st X3A]

- isSAdmin(role) « 2 X/2E 2e
- isAdmin(role) « AMEX Zel
- () FAQ/QNAE M2 2AB
!
HSt £= -5 [403 Forbidden]
!
&8t = - [Service » Repository - DB]
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4. MH| A|AEl AE Flow

4.1 AF2X 2739l Flow

[AFEXH]
!

[/login HWIOIKXl &=
!

[Ol0Z/HI2Bs ]
!

[Frontend &3
- isvalidEmail() « Common IH3|X|

- isvalidPassword() « Common Ili2|X|

oY

I - [0llc] BIAIXT EAI]

M < o <

N

A3 -» [POST /api/auth/login]
!
[Backend authController]
1. open_api_user HOIE Z£3| (loginId)
2. bcrypt.compare(2 & password, DB password)
3. Hg2Hs x =l
!
AT - [401 LOGIN FAILED]
l
AE > [INT E2 4]
- Access Token (15&)
{ userId, userType: 'U', ... }
- Refresh Token (7%)
!
[sys_log user_access J|E]
- log_type: 'LOGIN'
- act_result: 'S’

- ip_addr, user_agent

[

=

-~ 00

result: 'ok',
data: {

accessToken: '...',

refreshToken: '..."',
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user: { ... }

}
l

[Frontend]
1. LocalStoragelil E2 M&
2. iEBXH E2 NE

3. HAIEE2 0IS (/dashbd)
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4.2 22|X} 2191 Flow

[22] AtH]
l
[/admin/login HIOI Xl &=
!
[0l /HIZHS 2]
l
[Frontend &3
- isValidEmail()
- isValidPassword()
!
[POST /api/auth/admin/login]
l
[Backend adminAuthController]
1. sys_adm_account HIOlE %3l
- loginld2 %3
- status='A', del_yn="N' Z0l
2. bcrypt.compare(2 & password, DB password)
3. HIZ2HS 2x =0l
!
AT » [401 LOGIN_FAILED]
!
AZ - [INT E2 4]
- Access Token (15&)
{
userId: admld,
userType: 'A',
role: 'S-ADMIN' | 'ADMIN' | 'EDITOR' | 'VIEWER'
}
- Refresh Token (7¥)
!
[sys_log user _access J|=]
- user_type: 'A’
- log_type: 'LOGIN'

- act_result: 'S’

l
[SE]
{
result: 'ok',
data: {
accessToken: '...',
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refreshToken: "...",
admin: {
admId: ...,
name: '...',
role: 'S-ADMIN',
roleName: 'Zl 10 22|AtH!

}
l

[Frontend]
1. LocalStorage(il admin_access_token, admin_refresh_token XN &
2. 22X 32 ¥ role ME

3. A0 E Oim ZEA 23

- ADMIN » 2g Xt 2e2|/2E 22l M2
- EDITOR » AtEXt 22l HE H 2
- VIEWER » 2E & H

4. 22Xt HAIBE=Z OIS (/a dm1n/dashbd)

|.

—_/

E 2
—

=N

.3.1 Sliding Session (X} Z44)

o Access Token 2t 7}X|
o AEXI7L APIE SE5H= A|E| XH5 Z X

o

XF HEAL-
=1 o~
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[AFEXIE APTI S &]
(0l: HAIEE Zx3|, FAQ 22 X3 5)
i

[BackendWl Al £33 0Otz Al2b &01]
(m]

- ST OAZD 2F2 A2 "l
- =22 AlIZE HA
d
=2 AM2E > 282 - [EE2 WA g0l A XHel]
{
=2 A2t <28 5 [IE E2 WA
1. M Access Token A4
2. 22 &l Z&st &MY
3. Frontendl A XIS2Z H&E
{
[MEX= oKX R&]
[200 M SX]
FH:
o AMEX}FY UM (B = AE)
o HOI Q| (B2 Access Token Tt A|ZH)
« HE APISE ELIQ

4.3.2 Refresh Token (HA|H 1L F)

Mug =4

e

o Access TokenO| 2tHs| BIRE|US f (152 F1t)
o Sliding SessionS %l 22 (AEXI7} 2aEise H|ghd
A

e Backend”} 401 02| &

EXF HEAIL-
o= o=,
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[AMEXIL API S 2]

{
[Backend: Access Token 2t =0I]
{
[401 Ol S
{
[FrontendOil M 401 2 Xl]
{
[Refresh Token Z01]
- LocalStorageOll Al Refresh Token FZ
B0l (7¢)

- Refresh Token &= J|2t
{
Refresh Token 22 » [XS Z0I2]
[2190 HOIXZ 015]

=] =3
=D

3
Refresh Token R& » [EE2 ME3 REF]
1. Refresh Token &=
2. M Access Token + Al Refresh Token

LocalStorage 2 0I0IE
e AIst API XIS MAIE

3.
4.
l
[NEX=E 2R 2]
[200 A SX ]
F71 A
 Refresh TokenT™ &7 A4l (Rolling Refresh)
s

o X|CH 7EMZF 291 QX| 7}
o Refresh Token Zt=2 A|0|2F X201 T

4.3.3 F UM H U 2M=9
+2 Sliding Session
us = otz 282 M
ZEMHE DE API £ A AtE el
SME9 129 (HAN S%
=Le (SE 8lH 0/8)

39/91
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+2 Sliding Session Refresh Token
ALEX} QIX| = =N eSS L)
HE®3 £ =2 oFzZt U

AZE AS (71 2¥H)
[ &8 AL ]:

AlLt2| R 1) &3] AL F (Sliding Session)

As dal - HE AS
y

>
32 0 5> API S5 > IS WA > HEZ AS
)

79 - 20

HT
0
&
J

>
o
H
fol
M

> 401 0ll21 » Refresh Token AlE » M &

r
ng
ay

> HE ALE

AlLg| 3) 72 A (2191 2 Q)
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4.4 HstdH API M2 Flow

4.4.1 S-ADMIN HE& API HZ

[S-ADMIN 22| XH]
{
[POST /api/admin/admin-accounts (& X M A4)]

Authorization: Bearer <admin_token>

!
[Backend adminAuthMiddleware]
- userType === 'A' =0l
{

[Controller: createAdminAccount]
- getAdminRole(req) - 'S-ADMIN'
- isSAdmin(role) M 32

i)
role !== 'S-ADMIN' - [403 FORBIDDEN]
i)
role === 'S-ADMIN' - [Service &/&H]

2

(29X HE H4]
!
[sys_log change his J|S]

!
[200 OK SE]
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4.4.2 2Ldt Admin APl M2

[VIEWER 22| XH]
{
[POST /api/admin/faq (FAQ MA)]

Authorization: Bearer <admin_token>

!
[Backend adminAuthMiddleware]
- userType === 'A' E0I
!

[Controller: createFaqForAdmin]

- N2 role M3 &S

)

[Service & &] « VIEWERE &2 Jis (F2!)
)

[FAQ 84 &=]
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4.5 =2 7|= Flow

4.5.1 AHEXL 2| 471 Flow

[/register MOl X]
!

(o1, HYes,
l

[Frontend & AIZ2t 23]

- isValidEmail()

- validatePassword() - Ollef O Al Xl
- isValidName()

- isvalidAffiliation()
l

[POST /api/auth/register]
{

loginId: ‘'user@example.com’,

(@)

12, 4% g

password: 'Passwordl23!’,
name: 'EZS"',
affiliation: 'IITP'
}
!
[Backend]
1. ol == &0l
- open_api_user.loginId X3
- 0|0l A2™ -5 409 EMAIL_ALREADY_EXISTS
2. Common IHII Xl &3
- isValidEmail()
- isValidPassword()
3. bcrypt ol 4l
- password - hashedPassword
4. DB M &
- open_api_user HIOIS0l INSERT
- status='A', del_yn='N'
5. Ats 290l
- INT E2 MY
sys_log_user_access J|&
!

[S&: Access Token + Refresh Token]
!

(o)}

[Frontend]
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-E2 NE
- HAIEEZ 0l

4.5.2 OpenAPI 7| 23 Flow

[AFE A THAIEE]
!

[/user/openapi HIO0lXl]
!

[P &= &&E H
l

(21 018, &Y,
l

[POST /api/user/openapi/keys]

fm
iy

30
fol

JI2t g4

Authorization: Bearer <user_token>
{

keyName: 'BHIAE API',

keyDesc: 'HEE",

startDt: '2024-01-01',

endDt: '2024-12-31"'

}
l

[Backend]
1. authMiddleware: userld =&
2. API J| M4
- authKeyGenerator.generate() » &g J|
- AL TXXXXXXXX = XXXX = XXXX = XXXX = XXXXXXXXXXXX "
3. DB M&
- open_api_auth_key HIO|2 0l INSERT
- user_id, auth_key, active_yn='Y'
4. open_api_user YOI0IE

- latest_key created_at &l

v

. sys_log change_his J|S
!

[SY: { keyId, authKey }]
!

[Frontend]

- J =5 Al

- &3 HAIX HEA
- I SA JIs M3
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4.5.3 FAQ 2| Flow (22| X}

[EDITOR Z¢2|Xt]
!
[/admin/faqs HI Ol Xl ]
!
[FAQ S5 =3[]
- hasContentEditPermission(role) - true

- AT HE HAl VYV

{

(MY HE 2]
!

[/admin/faqs/create Hl 0| Xl ]
!

[ 2, &8, FAQ EIg /=]
!

[POST /api/admin/faq]
Authorization: Bearer <admin_token>

{

guestion: 'K&= &
=

]
)

PN
=

rr
HO

answer: ‘&8 LY

-

faqType: 'general’
}
!
[Backend]
1. adminAuthMiddleware: userType='A' Q| v
2. Controller (8 M= role M3 &S
3. Service: FAQ M4
- sys_faq HIOI2 0| INSERT
- created_by = actorTag ('A:456")

B

. sys_log change_his J|5
[SY: { faqId }]

!
[Frontend]

- FAQ 2222 0/S

- d& UAIX ZA
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4.5.4.1 AF2X}: Q&A =AM

[LE AFZRH]
l
[/user/gna/create]
!
(M=, WE, & =]
!
[POST /api/user/gna]
Authorization: Bearer <user_token>
!
[Backend]
1. authMiddleware: userld ==
2. sys_gna HIOI=0l INSERT

- user_id, title, content

0ge

- answered_yn="N' (0O|EH)

- secret_yn (HIBJ OF)
3. sys_log change _his JI=

{

[QRA AN =HZT]
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4.5.4.2 22|X}: Q&A EItH

[EDITOR Z2|XH]
!
[/admin/gnas S5
- 0¥ QA X3
l
[Q&A &AM =32l]
!
(B8 &d HE]
- hasContentEditPermission(role) - true
l

[EH e ]

!
[POST /api/admin/gna/:qgnald/reply]

[Backend]
1. sys_gna YOIOIE

- answer_content = reply

- answered_yn = 'Y'

- answered_by = actorTag
NOW()
sys_log change_his J|=
!

[CH:! 9}_@_]

= -

{

[Frontend]
- 2202 0|

==

PR "EE 2E"E HA

- answered_at

N

]

0>
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4.6 LHE/2| 5 A|AH] 2

4.6.1 lITP Platform 7|= Al

AR

IITP Platform (LHZ)

IITP DABT Admin (2 AlAE!)

|
|
| ||
| | 10 1 | |
| | Frontend | | Backend | | |
| | (React) | | (Express) | ||
| o | ' |
| | |
| . : ! |
| | PostgreSQL | | |
| : ! ||
| | |
|
|
| I |
! !

| | I 1

| A2 ANES K | | AR AIAE |

| (Wweb Browser) | | (API Client) |

| - Lt AR | | - openAPI &= |

| - 22X | |

|

4.6.2 LHE MA| ZEAS

e Frontend < Backend: REST API
o Backend < Database: Sequelize ORM
o THU AJAHE! (Monolithic)
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> - Al
5. xR 7| A4

5.1 AF84t 7| S (User)

A1 271 9 210l

(S

-1 E2 W 4
o O|HY 7|8t 3|27}
o HUHS HAl: 8Kt O HE/TXHWELEX LT
o O|5: 2-50%} (B12/H 2/ X/ HH)
o A2 100Kt
o XS 201 (J)IVI ZA| EE EE)
279l:

JWT 7|t 0IE

Access Token: 15&

Refresh Token: 7

Xtz E2 AAM (Sliding Session)

o H|YHZ berypt i (salt rounds: 10)
« EOQANE 7|5 (H3/EI 25F)
o IP 2 3l UserAgent 7|15
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5.1.3 OpenAPI 7| 22|
7| g2

e 7| O|2: 1-120%}
o 7| H9H: 1-600%} (A SH)
e S 7|7t AHE AMEY s2Y

o ZA| M3t (active_yn="Y")

I EE
o =QI0| AF2 7|2 =3
o 7| SEi BA| (ZY/H[EHE/2R)
o X2 AE EAl

7| |

. 7] ZABlHE A
. 71 RE7I7H AF (BAIRE 59
o 7| A (2] AHH))

5.1.4 FAQ/QNA/SX|Atgt
FAQ X3

. Fte|me|E HelY
. UM IS

o X35 HA|
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Q&A ZHA-

Jal

L]
nz 0x

[ ]
(L= V]
e Ok MO

=

e
ol
™
I.

rio
Hl
>

OH
A
>
ok
P
ot

o T8 KA HE 1
o Al 71ZF EA
o SWHISH =2

5.2 22X} 7|5 (Admin)

5.2.1 2EHIX Zt2|
5.2.1.1 FAQ 22| (EDITOR 0| 4})
2E X3

« 2= FAQ x=2| (I[0]|F)
o FIE[12] HH

o A2 {& ZHE (use_yn)

MASTIAR.

Frontend Ul:

e hasContentEditPermission() |3
o EDITOR, ADMIN, S-ADMINEH HHE HEA|

Backend API:
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e adminAuthMiddleware X3
e role M2

5.2.1.2 Q&A 2| (EDITOR 0|4

22 X3

==

H
rin

Q&A =2
FEHE ZE (D|EH/EHERR)
o HISH Q&A &

[ ]
0

(L
g
a3
0x

o ol o

E rg rE
=
J'!'

TERIE
IR

N
Xt 7|% (actorTag)

5.2.1.3 SX|Afg 22| (EDITOR 0]4)

M.

o 3X| R4 MEH (G/S/E)

o 22 IX|ALE HH (pinned_yn)
e 370 & HAF (public_yn)

o AAl 7|2+ BH (start_dt, end_dt)

FH/AH.
« ZEHESF S
o M= =2 A

52 /91



[ITP DABT Admin Z2H E O}7|EIX
5.2.2 A2X} 22| (ADMIN O]Ah

S5 X3

o 2|7t EH AEX AE MY
ol

o
=
e
oA
e T 4

AEX} AHA:

=2| AA| (del_yn="Y")
« HAO[HI|F

Frontend Ul:

e hasUserAccountEditPermission() =

o ADMIN, S-ADMINEH HHE T A|
Backend API:

e isAdmin() S[=]
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o O|HE, HZHZ O|F U
gt MEH (S-ADMIN/ADMIN/EDITOR/VIEWER)
o

JE

=0
A2 M
=, E%:'

HIo|E

e Ho
oY o8
o
il
N Il
I o

(sys_log_change_his)
AN

o =2| A (del_yn="Y")
Frontend Ul:

®* hasAccountManagementPermission() =
o S-ADMINEH M| A
o CIE AY2 0= XiA|7F 2 HE

Backend API:

e isSAdmin() M2 Vv
e S-ADMIN O}L|™ — 403 Forbidden

(& |
N
»
gl
In
rk

k2| (S-ADMIN M &

|J
H
rd
Tu

[

Hu MU |n
I 0F I

kU
n
re
n

FIoox HI KU

N N0 [N

X
ol
-
P
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o SE-XHA A BF (parentCodeld)
o CIEHA AIZ X[& (codeLvl)

Frontend Ul:

e hasAccountManagementPermission() A|=3

o S-ADMINEt M2
Backend API:

e checkSuperRole() H|Z v/
e S-ADMIN OFL|®H — 403 Forbidden

5.3.1 23 22|
5.3.1.1 2 21 (sys_log_user_access)
JIE L8

o 2IQ/ZT0}R OHIE

o AMEXLID, AHEX} EHY

b 'g_ %HH O:I—r

e IP 324, User Agent
o 02 Z= S HAIX| (AT Al)

718 M.

o EI0I AL Al (MS/AIH 25F)
o 202 A
o EZ UIZ A
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5.3.1.2 HHA 21 (sys_log_change_his)

715 LiE:
o XIAXt ME (actor_type, actor_id)
o MM ELQY (/T /AA)
o CHAM HH (target_type, target_id)
o HA LHE 22 (chg_summary - JSONB)
o MIZ/AIH B
7|15 &

o AEXF AT YT
2R AY HE

OpenAPI 7| &3/AHH|

HE LI ofAl:

r

"bf": { "question": "OlMd &HZ", "answer": "0l
X

"af": { "question": "=&&

1>
0
Ll
1
&

", "answer":

5.3.2 DL|E{2

LA Afef 2ol

—_-

Jiok

e GET /api/common/health : A{H{ AFEH{
® GET /api/common/version : HH EH
e Database HZ AE{

APl SE A|2H

« accessLogMiddlewareOl|A XI5 7|2
o Winston 210f SE A|ZH &

ol2] F=X.

e EE 0f2{ Winston 210] 7|2
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o 271 2|H: error, warn, info, debug
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6. CIO|E{H|O] A TH 2

6.1 =R H|0|= =5

EHIO|EH 49 PK F2 8%
open_api_user L AFEX AH user_id APEXFQIE, 2 E
open_api_auth_key OpenAPI 215 7| key id API 7| &t2|, 2IE
sys_adm_account = P % PS adm_id Ze[XtelE, gk e
sys_common_code & IE (grp_id, code_id) AAEI MY FE 2|
sys_faq FAQ faq_id FAQ 22|
sys_gna Q&A gna_id Q&A 2|, Bt X2
sys_notice SX|AFS notice id SX|AF 22|
sys_log_user_access AMEXEHZ 2O log_id 2027012 olH
sys_log_change_his Cloje HE 21 log_id HO|E HZE o A
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6.2 8 H|0|= ZtA|

open_api_user (AFEXG)

— (1:N) open_api_auth_key (API J|)

L (1:N) sys_gna (Q&A)

sys_adm_account (&2l At)

(S8 H0IE)

sys_common_code (& 2&)

L (self-referencing) parent_code_id (HZ 7X)

sys_log user_access (82 =)

L user_id (AF2XH/22IXF ID &X)

sys_log_change_his (81&d Z1])

L actor_id (XX ID EX)

6.3 Sl HIO|E iR

6.3.1 open_api_user (2t ALK}
F8 @

e user_id: PK,AUTO_INCREMENT
o login_id : 212l O|H|E (UNIQUE)
e password : berypt Si{A| (CHAR(60))
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® user_name : ALK} O|E
o status : Al™ AEf (A" )
e del yn: Al &
A_I_

e affiliation : A~=5

e latest_login_at: A2 231 A2t
g

-

e latest_key created at : X[ 7| 23 AlZ}

6.3.2 sys_adm_account (22| X})

Fo .

e adm_id : PK, AUTO_INCREMENT

o login_id : 22[X} O|H|& (UNIQUE)

e password : berypt SHA|

e name : Z2|X} 0|2

e roles : ¥9& AL ('S-ADMIN', 'ADMIN', 'EDITOR', 'VIEWER")
o status : Al AEH

e del yn: AX| &

e affiliation : &%

6.3.3 sys_ common_code (8 I E)

Fo .

e (grp_id, code_id) : 2% PK

e grp_nm: 1E O|&

e code nm:IE OIS

o code_type : 'B'(AH[AE), 'A'(ZE|XIE), 'S'(AAEIE)
e parent_code_id : 2 ZE (HE 7X)

e code_1vl : AZ g

e sort_order : A& &A

® use_yn: ALE O:I-r

FR IO

o

e sys_admin_roles : Zt2|X} €& (S-ADMIN, ADMIN, EDITOR, VIEWER)
e fag_type : FAQ f¢
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gna_type : Q&A FH

notice_type : XA S

6.3.4 sys_log_user_access (H2 £1)

=8 #H:

log_id : PK, BIGINT

user_id : AFEX}/2E|X}ID

user_type : 'U" | 'A’

log_type : 'LOGIN', 'LOGOUT', 'LOGOUT-T-EXP' (E2 Tt=)
act_result : 'S'(&3), 'F'(ZIH)

err_code , err_msg: &I Al

ip_addr : IP &2

user_agent : HE}2X HH

access_tm: HZ Al

6.3.5 sys_log_change his (HZ 21)

Fo .

log_id : PK, BIGINT

actor_type : 'U' [ 'A’

actor_id : X} ID

action_type : M FZ

target_type : CHA EFR) ('FAQ', 'QNA', 'NOTICE', 'USER' )
target_id : CHA ID

act_result :'S'|'F'

chg_summary : HZ& LI& (JSONB)

act_tm: 21 A2t
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7. 24 9l Hj &L

7.1 74 = A

| ==

711 24 g &4 A4
AMH @tArE:

¢ Node.js 22.x O| &

e npm 9.x O] 4

o PostgreSQL 12.x 0|4}
e Git

HA 2% (3¥):

# Z2HE SE
git clone <repository-url>
cd ©5-IITP-DABT-Admin

# &M €& (0s XS 2AX)

npm run setup

# O A A

npm run dev:be # Backend (Port 30000)
npm run dev:fe # Frontend (Port 5173)
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# A
NODE_ENV=development
PORT=30000

# OOIEHHIOlA
DB_HOST=localhost
DB_PORT=5432

DB_NAME=iitp dabt_admin
DB_USER=your_username
DB_PASSWORD=your_password

# JIWT
JWT_SECRET=your-super-secret-jwt-key
JWT_ISSUER=iitp-dabt-api
ACCESS_TOKEN_EXPIRES_IN=15m
REFRESH_TOKEN_EXPIRES_IN=7d

# ASF (ME)

ENC_SECRET=your-encryption-secret

# CORS (H&EH)
CORS_ORIGINS=http://localhost:5173

# 22
LOG_LEVEL=info

« Backend= &1 A| .env O T
o Y Al0= EZQ (TypeScript ZItATH

7.1.2.2 Frontend g4 H=: (.env)

2
M S (A BT A9 T ).
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# AlU2l2 A S8 0 (I1=)

=
#-> 848 22
# ALI2I2 B: MEIA HiE
VITE_BASE=/adm/

VITE_API_BASE_URL=/adm/api

e Frontend= 2E A|Ho0f

o ¥ AOE FH It

x 1=
0L
i
ol
rE
+
=
=
0
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7.2 H{IEX X

7.21 T2EM MH 32 M

7.2.2 H 3T HiAl

7.2.21. 2Z — AH HYZE (7H'2/E|

Production Server (Linux)

Nginx (Port 80/443)
- Frontend & It MY

- Backend API I EA|

l i
[ ] [
| /var/www/ | | Backend (PM2)
| iitp-dabt/ | | Port 30000
| fesdist/ | | /var/www/.../be/
| | |

PostgreSQL
Port 5432

# 2Z0AM 2=

npm run deploy

npm run deploy:

npm run deploy:

Jim

X|-
oS-

o ZZO|M 2E

= NHZ &85

be
fe

# & X
# Backend@t

# Frontend@t

AES)
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e SCPE A M&
o HFE HYIE

7.2.21.2. M ZH B (2 M HE)
MH:

In

# Git clone » & - HHXE CI2E&EC =4I

npm run build:server

A% M.

# =X 13 29 AJEE di

Hel

npm run deploy:server:ops

# 25 AHOUA I JtH 2

npm run deploy:server
# T2 M AIE /AL

npm run start:server:be

npm run restart:server:fe
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7.3 PM2 T2 N|A 22|

7.3.1 Backend Z2AM|A 2i2|

# A
pm2 start dist/index.js --name iitp-dabt-adm-be

# A
pm2 restart iitp-dabt-adm-be

# =X
pm2 stop iitp-dabt-adm-be

# 21 =0l
pm2 logs iitp-dabt-adm-be

# SEf =0

pm2 status
# MEE Al As AIE

pm2 startup

pm2 save
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7.4 Nginx 84H

7.41 SE THQl B

upstream backend {
server 127.0.0.1:30000;

server {
listen 80;
server_name admin.example.com;
root /var/www/iitp-dabt-admin/fe/dist;

index index.html;

# Frontend (SPA fallback)
location / {

try files $uri $uri/ /index.html;

# Backend API ZS=A|
location /api/ {
proxy_pass http://backend/api/;
proxy_http_version 1.1;
proxy set header Host $host;
proxy_set_header X-Real-IP $remote_addr;
proxy set header X-Forwarded-For $proxy_add x forwarded for;

client_max_body size 20m;
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7.4.2 BIjA HjX

server {
listen 80;

server_name example .com;

# API LS A
location /adm/api/ {
proxy_pass http://backend/api/;

# ... TSN &F

PSS N F A

location ~~ /adm/assets/ {
alias /var/www/iitp-dabt-admin/fe/dist/assets/;
try_files $uri =404;

SE ¥ 3 0t (0I0IX &)
# =2/ 814 locationWlM alias AFE Al try_files® &= JISotE22 HA
location ~* ~/adm/([~/]1+\.(?:png|jpg|jpeg|gif|svg|ico|woff2?|js|css|map))$ {
alias /var/www/iitp-dabt-admin/fe/dist/$1;
expires 7d;

add_header Cache-Control "public, max-age=604800";

# Frontend (alias AIS)

location /adm/ {
alias /var/www/iitp-dabt-admin/fe/dist/;
index index.html;

try files $uri $uri/ /adm/index.html;

=9

e Frontend 2= ®™ VvITE BASE=/adm/ &7& Ll

o alias AF2 Al try files2| fallbacke /adm/index.html
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8. Hot

re

8.1 °I= 4l

7

8.1.1 JWT E3 Kot

Access Token:

o Otz A[ZE 1582 (HA |XI)
o Payload: userld, userType, role
o NH: HS256 (JWT_SECRET)

Refresh Token:

o OHZ AJZH 7Y
Mg HE

—-_OoO

httpOnly 37| EE= LocalStorage

E3 AM:

« Sliding Session (XI5 ZAl)
=]

o
o U 2B MM EZ €3

8.1.2 €& 7|8t M3 Mo (RBAC)

Frontend (Ul &|'&):

o Hoh M3 &2 HlF/HE HO]
o HZ =7t H0|X|= 2|CIO|HME

Backend (API 2{['&):

o adminAuthMiddleware: userType X|=
o M5 st Controllerdi|A role M2

Hx 3
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o 22Xt 2|/ E 22| S-ADMIN H|=2
o AFEZXL 22[: isAdmin() M3 (2E Admin)
o FAQ/QNA/ZX|AFE: adminAuthMiddleware®t (role K32 g1S

8.2 OIO|E B3

8.2.1 H|UHS Hot
Sl M-

e berypt 2102|E
e saltrounds: 10
o Z1}: CHAR(60)

2
(=]

ol

e Common IN7|X| isvalidPassword() Al

. 8%} 01y, YR/XTHEL 2} T

AES-256-CBC =3}

# 8=

DB_PASSWORD=mysecretpassword

# 2S5

DB_PASSWORD=ENC (aGVsbG93b3JsZA==...)

node be/scripts/encrypt-env.js

F23 (Xs):
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import { getDecryptedEnv } from './utils/decrypt’;
const dbPassword = getDecryptedEnv('DB_PASSWORD');
// ENC(...)&2 Al&olH s =sst

8.2.3 CORS MH

6|2 Origin:
env 2] CORS_ORIGINS AX0{|A localhost 0]|2|9| =H|Q! 5|8 ME! 7H5EtL|Ct.

const corsOrigins = [
'http://localhost:5173', // JI2 ol &
...process.env.CORS_ORIGINS.split(',') // =Jt Origin

15

CORS &M:

o credentials: true (77| 312)
e methods: GET, POST, PUT, DELETE
» allowedHeaders: Content-Type, Authorization

8.3 24 Yl ZtA}

8.3.1 Winston 2 (3-File Strategy)

o
2 AAE2 3 2O MYz =05 Z2[5H0 2t2[gLCt.

8.3.1.1. App Log (app-YYYY-MM-DD.log)

85 H|XL|A 2, At HE ZT 27

) )

AR be/logs/app-YYYY-MM-DD.log
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EOYH: info O|H (info, warn, error)
718 L8

o OHE2[AH|O|M ARl
e H|XL|A Z2X| Aol M
Ab
o

o ClO|E{H[O]A HA

OR
U

e XQ OHIE (371, 201 M2 5)
o A1 8l ofx
AHE2 Of| Al

import { appLogger } from './utils/logger';

o
N
1°
X

appLogger.info('[userService.ts:register] 2 833 userld=123');
S

-

appLogger.warn('[authMiddleware.ts:25] &2 2t& 2& &');

applLogger.error('[userController.ts:50] Ole] ZM' ) error);

Al-
-.

.

ogt

[2025-11-06 10:30:45] [INFO] 3 &It H3: userld=123
[2025-11-06 10:31:20] [WARN] E2 ots 22 N
IH

[2025-11-06 10:32:10] [ERROR] DB HZ &II{: connection timeout

8.3.1.2. Access Log (access-YYYY-MM-DD.log)
BE: ZEAPI QH/H 7|2

2. be/logs/access-YYYY-MM-DD. log

EIYH: info

15 LHE:

« HTTP Method
. QX ZZ (URL)

o
b AlZt (duration)

-
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o User Agent

A= 7|18: accessLogMiddleware HA XFSOE RE API QF 7|2

Al
-1.

|

ogk

[2025-11-06 10:30:45] : GET /api/user/profile 200 45ms
[2024-11-06 10:30:50] : POST /api/auth/login 200 123ms
[2024-11-06 10:31:00] : GET /api/admin/faqs 401 5ms

k1 K=
=0°

o APIAHE THE 2 A

o 85 ELIHY (=2l API EHX|)
o E2jg 2N

8.3.1.3. Error Log (error-YYYY-MM-DD.log)

8k 02 2O EE ¥

AR: be/logs/error-YYYY-MM-DD.log

23 Y error

o Of[2 H|A[X]

o AEH E2||0|A (Stack Trace)
Of|2] & K|

o2 ARAE HE

Al
-1.

=3

o2

[2025-11-06 10:32:10] [ERROR] DB HZ &lI{: connection timeout
Error: connect ETIMEDOUT 192.168.1.100:5432

at TCPConnectWrap.afterConnect [as oncomplete] (net.js:1144:16)

at Protocol._enqueue (/app/node_modules/sequelize/lib/dialects/postgres/connection-manager.:

fllot
op

74 191



[ITP DABT Admin ZZX E 0}7|&lX
ETERVEIESS
. B2

o ZOHCHE

]

HL
(I
N
N

o
A
=
Rl
Of0
I
A
ot
40

>~

# .env I

LOG_LEVEL=info # JiZ: debug, 2% : warn

e 4%
debug Cl 3 RE=ZI (7Ht£%)
info e info, warn, error (7|2)
warn =l warn, error (2% #%)
error ofl 24 errorZt
oy 2K
be/
— logs/

| | app-2024-11-06.10g # HELIA 220
| | access-2024-11-06.1og # API ¥ 2 21
| L— error-2024-11-06.1og # Olldi &2 21
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# App =1
tail -f be/logs/app-$(date +%Y-%m-%d).log

# Access £
tail -f be/logs/access-$(date +%Y-%m-%d).log

# Error Z2_]
tail -f be/logs/error-$(date +%Y-%m-%d).log

ol 7

# 2= Oldd &H
cat be/logs/error-$(date +%Y-%m-%d).log

# S8 0l 34

grep -i "database" be/logs/error-*.log

# =2 302 Ol A=

wc -1 be/logs/error-*.log
APl 85 24
# =2 API #J| (1eems O|&})
grep -E "[0-9]{3,}ms" be/logs/access-$(date +%Y-%m-%d).log

# 0lcd S Il (4xx, 5xx)
grep -E " [45][0-9]{2} " be/logs/access-$(date +%Y-%m-%d).log

8.3.4 ZHAl 21)
1= ti:

o DE ZIQUZI0IR
o ClIOJE] E-&/+F/AH|
H
5t

—

e
oN ot
1 oY

A
=
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. Clo|EfH|o]A0) H7 K
o A 27} (ZAL 2H)
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tail -f be/logs/app-$(date +%Y-%m-%d).log
oz 21 EH:

grep -i error be/logs/app-*.log

9.2 M5 TL|EZ
API S& AlZL:

« accessLogMiddleware0i|A At £H
o 270 duration 7|Z

HIO[E{H[O] A

« Sequelize Hz| 22
o LI 2| LX|
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# Appendix A

g0
Monorepo
Workspace
Common Package
JWT
Sliding Session
Refresh Token
RBAC
actorTag
bcrypt
Paranoid Delete
Sequelize
SPA
3-Layer Architecture
API_URLS
AccesslLog
AppLog
ErrorLog
Winston

PM2

. 9.0-|II
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ovid

49
o2 Z2MEE StLte| ME A0 M 22[dt= #Z& (Common, BE, FE &%)
npm&| Monorepo 22| 7|S ( npm install --workspace )

BE/FEO| A

Ok

Fot= 3 210|E 22| ( @iitp-dabt/common )

HEAI
o

JSON Web Token, E& 7|8t 215 (Access Token + Refresh Token)

EZ 0tz 22 ™ Xtz A
Access Token &2

Role-Based Access Control, &gt 7|8t 2 |0 (S-ADMIN~VIEWER)

XY SEHXF AEXL (Al yi123 EE A:456)
HIZH S 4 Z2|F (salt rounds: 10)

Sequelize2| =2| AH| (soft delete), del_yn='vY' E HA|
Node.js ORM 2}0|E2{2| (PostgreSQL ¥

Single Page Application, T m|0|X| O Z2|#|0|M (React)
Controller — Service — Repository O}7|Ell x| m{Ed

Al

A K| &
Ak~ XISt

He

Common I§7[X|2| API URL (BE/FE 3R)

o[22t B2 7|E5h= 21 (error-*.log)
Node.js 22 2l0|E2{2| (2 ZZHEQ| 27 A|AH))

Node.js ZZ M| 2| =5 (RST MAIE, ZLEF)
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gof
Nginx
CORS
Audit Log

44
2 M U 2[tHA ITEA| (Frontend A2, API TS A|)
Cross-Origin Resource Sharing, WAt £X 2|AA 38

ZAF 20, HE O[3 FXE (sys_log_change_his )
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# Appendix B: 2¥0{ E0|

ofof 20l
TP Institute of Information & communications Technology Planning & Evaluation

DABT Data API Business Tool

Admin Administrator

API Application Programming Interface
BE Backend

FE Frontend

DB Database

ORM Object-Relational Mapping

CRUD Create, Read, Update, Delete

FAQ Frequently Asked Questions
QNA Question and Answer

PK Primary Key

FK Foreign Key

UK Unique Key
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# Appendix C: st X3

C.1. st H|A e OE=IA
e

isSAdmin(role)
isAdmin(role)

hasAccountManagementPermission(role)

hasUserAccountEditPermission(role)

hasContentEditPermission(role)

C.2. Frontend 3%t H|3 gt

C.2.1. 9& &l g+

// S-ADMIN O£ =0l

S-ADMIN

ALL
Admin

S-ADMIN

ADMIN+

EDITOR+

M A2 O|A]

SIX| °
BE/FE 2K} 2g|, I E 22
BE 22| Xt o 2 2ol (WX AL XL

ZH2[Of] AFR)

FE SIXNIE M5 EA| o
FE AMEX MM /H HE HA|
- FAQ/QNA MM/ HE

(fe/srclutils/auth.ts)

isSAdmin(adminRole: string | null): boolean

// Bt2t: adminRole === 'S-ADMIN'

// ALE 2GR 2el, ZE 22 s ZEA

// L8 Admin (HF Ol (2 22lA)
isAdmin(adminRole: string | null): boolean

// Btet: ['S-ADMIN', 'ADMIN', 'EDITOR', 'VIEWER'] =

// AME: 2elX HOIX 82 MO
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C.2.2. 7|8 Mzt =tol

// 2E= HE ASH (EDITOR 04
hasContentEditPermission(adminRole: string | null): boolean
// Ol&: S-ADMIN, ADMIN, EDITOR

// HS: VIEWER

// AtE: FAQ, Q8&A, SAIAIE MA/=FH/AMN HE

// AMEXN HE BHE HS (ADMIN O &)
hasUserAccountEditPermission(adminRole: string | null): boolean
// o1& : S-ADMIN, ADMIN

// HS: EDITOR, VIEWER

/] NS ASTH HE dd/+8/4H HE

// DA HEH 22l Ast (S-ADMINGH)
hasAccountManagementPermission(adminRole: string | null): boolean
// o1&: S-ADMIN

// HS: ADMIN, EDITOR, VIEWER

/] NS 28X 22, 38 2E 22 Hiw ZEA
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C.2.3. A[2 0f|A| (Frontend)

// OIAl 1: FAQ & HE HAl R
const AdminFaqlList = () => {
const adminRole = getAdminRole();

const cankEdit = hasContentEditPermission(adminRole);

return (
<div>
{cankEdit && (
<Button onClick={handleCreate}>FAQ 444 </Button>
)}
</div>
)
s

// OlAl 2: 2K 22l s ZAl 02
const AdminSidebar = () => {
const adminRole = getAdminRole();

const canManageAccounts = hasAccountManagementPermission(adminRole);

return (
<nav>
{canManageAccounts && (
<MenuItem to="/admin/operators">&% A} &cl</Menultem>
)}
</nav>
)s
¥
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C.3. Backend #Hgt M|3 &= (be/src/utils/auth.ts)

C.3.1. & =& 9l =tol

// RequestOllM 22|t & ==
getAdminRole(req: Request): string | null
// Br&: req.user?.admRole || null

// AFZ2: ControllerOllA Zet MO & A& ==

// S-ADMIN O{ £ =f0l

isSAdmin(adminRole: string | null): boolean
// Bt2t: adminRole === 'S-ADMIN'

/] ME: 28X HE 22, ZE 22| API

// e Admin HE =0l

isAdmin(adminRole: string | null): boolean

// BtE: ['S-ADMIN', 'ADMIN', 'EDITOR', 'VIEWER'] & OofL}
// AtE: 22l 8 E API 2 MO
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C.3.2. 7|s'E At 2ol

// 2EI= BHE Ast (EH 2/%: EDITOR 0]4)
hasContentEditPermission(adminRole: string | null): boolean
// Ol&: S-ADMIN, ADMIN, EDITOR

// HS: VIEWER

// AtE: FAQ, Q&A, SBXAIAtY dd/=F /AN API (&= =It 2&)

// AMEXN HE BHE HS (ADMIN O &)
hasUserAccountEditPermission(adminRole: string | null): boolean
// o1& : S-ADMIN, ADMIN

// HS: EDITOR, VIEWER

// AME: AEL HE 22l API (&= F=IF HE)

i

// DA HEH 22l Ast (S-ADMINGH)
hasAccountManagementPermission(adminRole: string | null): boolean
// o1&: S-ADMIN

// HS: ADMIN, EDITOR, VIEWER

// ME: 2Z A HE 22l API

// =+ 22k M3 (S €21H)

checkSuperRole(req: Request): { adminId: number, isSuper: boolean } | null
// gt
/] A

rig

: { adminId, isSuper: true/false } £ &= null

: 25 I = 22| Controller

00
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C.3.3. AI2 0|A| (Backend)

// WAl 1: 294 HE MH4d (S-ADMIN & &
export const createAdminAccount = async (req: Request, res: Response) => {

const adminRole = getAdminRole(req);

if (!isSAdmin(adminRole)) {
return sendtrror(res, ErrorCode.FORBIDDEN, 'S-ADMIN #st0| ER&LICH.");

// BIE2LA 28,
s

// OIAl 2: FAQ MA (&= & #HE)
export const createFagForAdmin = async (req: Request, res: Response) => {

const adminRole = getAdminRole(req);

// TODO: EDITOR Ol& &8t M2 It 2
if (!'hasContentEditPermission(adminRole)) {

return sendError(res, ErrorCode.FORBIDDEN, 'EDITOR O|&f HEH0| ZRELICH. ");

// HBIELA 25, ..
1

// OlAl 3: S8 2E M4 (checkSuperRole AtE)

export const createCodeGroupByAdmin = async (req: Request, res: Response) => {
const { adminId, isSuper } = checkSuperRole(req) || {};
if (!isSuper) {

return sendError(res, ErrorCode.FORBIDDEN);

// BIZ2LIA 28,
1
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# Appendix D: £8 24 Ha

D.1. Backend 2t H4

Hyd 49 CllA| H|
NODE_ENV Al ok H production, development 24/ 2= A2
PORT MH XE 30000 Backend API At ZTE
DB_HOST DB SAE localhost , 192.168.1.100 PostgreSQL AMH F2
DB_PORT DB ZE 5432 PostgreSQL 7|2 ZE
DB_NAME DB 0|2 iitp_dabt_admin H|O|E{H|O| A O| 2
DB_USER DB AFEX} postgres DB ¥4 AL2Xt
DB_PASSWORD DB H|HHZ (2 oF) 2433t 75 (ENC(...) )
IWT_SECRET JWT H|Z7| (25 gy 2x09Y) | 32K} O AF M

D.1.2. MEHH StA tH
HaE 49 7122 OllAl
IWT_ISSUER JWT 2haliXt iitp-dabt-api EZHBE
ACCESS_TOKEN_EXPIRES_IN Access Token Bt= A|Zt 15m 30m, 1h
Refresh Token Bt=
REFRESH_TOKEN_EXPIRES_IN A7t 7d 14d , 3ed
ENC_SECRET (2 L B K=ol B - 02 HHE A2t Al
CORS_ORIGINS CORS 3{& Origin localhost https://domain.com
LOG_LEVEL 23 g info debug , warn ,
error

DB_AUTO_SYNC Sequelize At =73t false true (ZHEEH
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A EL: 7123

T O

DB_SYNC_ALTER Sequelize ALTER && false

D.2. Frontend &2 H4

Hag 8% Ofl Al

Backend APl URL

https://api.domain.com

- a4 7|12
VITE_BASE Base URL (AMEI{A) /
VITE_API_TIMEOUT API Et20tZ (ms) 10000

VITE_APP_TITLE M EFO|E IITP DABT Admin

VITE_APP_VERSION H T 1.0.0

89/91
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D.3. 23 Ha IHA X

ZTZNHE RE/

— be/

| L— .env # Backend & ®i=
— fe/

| L— .env # Frontend & H=

L— packages/
L— common/

D.4. #A HE 2453 (Jasypt AEHY)

node scripts/encrypt-env.js

# o2 DETE

Enter encryption secret: your-enc-secret

Enter value to encrypt: mysecretpassword

# =

Encrypted: ENC(aGVsbG93b3JszZA==...)

D.4.2 A2 HitH

1) .env O} A0)| Rf=otEl 3 2.

DB_PASSWORD=ENC (aGVsbG93b3JsZA==...)
JWT_SECRET=ENC(bX1zZWNyZXRrzXk=. . .)

2) UM XS E=3}:
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import { getDecryptedEnv } from './utils/decrypt’;
const dbPassword = getDecryptedEnv('DB_PASSWORD"');

// ENC(...)2 Al&GtH s =335

/7 AKX @ =2 gt Bt

r

export ENC_SECRET=your-enc-secret

# L= .env L0 FIt
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